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Abstract of the contribution: This paper proposes the solution for scalable transmission of Device Trigger Request from SCS to MTC-IWF to TR23.887.
1. Discussion
An MTC application may wish to trigger multiple MTC devices simultaneously e.g. in order to obtain application-specific data reports from devices belonging to the same MTC application/subscriber. When considering such scenario, the API between the Application Server and the SCS may provide a capability to carry the application PDU and also a list of target UEs. Then the Application Server can send a command to the SCS which requests to send application data to multiple target UEs. Based on the current specification of Tsp interface, the SCS would send several Device Trigger Requests individually to each target UE.

The Key Issue "Overload handling and Scalability for Device Triggering" of TR23.887 specifies a requirement for the scalable transmission of trigger request to multiple MTC Devices in the PLMN and on the interface between the PLMN and the MTC server:
-
The trigger mechanism shall be able to provide a scalable transmission of trigger request and trigger response messages for multiple MTC Devices in the PLMN and on the interfaces to the SCS.
In order to optimize the signalling on the way between the SCS and the MTC-IWF in case of triggering of multiple MTC devices, this paper proposes a solution to allow the SCS to generate a single Device Trigger Request containing multiple target UE IDs. This solution can be independent from the Group based feature.
2. Conclusion
The following text is proposed to be adopted in TR 23.887 to clause 5.2.1 "Key Issue - Overload handling and Scalability for Device Triggering".
Start of change
5.2.1.3
Solutions

5.2.1.3.X
Solution: Aggregated Device Triggering for multiple UEs
See clause 5.2.1 "Key Issue - Overload handling and Scalability for Device Triggering".
5.2.1.3.X.1
General

This solution describes a mechanism to achieve a scalable signalling between the SCS and the MTC-IWF when the Device Triggering is initiated for multiple UEs simultaneously. The solution is based on aggregation of Device Trigger Request into a single Device Trigger Request containing multiple target UE IDs. The aggregated Device Trigger Request is generated in the SCS and sent to the MTC-IWF over the Tsp interface.
It is implementation specific when the SCS does generate the aggregated Device Trigger Request. For example the API between the Application Server and the SCS may carry a list of target device IDs to which the same application PDU should be delivered.

Editor’s Note: The maximum number of the target device IDs contained in the aggregated Device Trigger Request is FFS. It could be based on negotiation between the MTC IWF and the SCS or statically configured for the Tsp interface.
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Figure 5.1.1.X.1-1: Device triggering procedure for multiple UEs
1) The SCS creates an aggregated Device Trigger Request that contains an application PDU and a list of multiple UE IDs of the target UEs. The SCS sends the aggregated Device Trigger Request to the MTC-IWF over the Tsp interface;
2) The MTC-IWF executes Step 3 to 8 of Figure 5.2.1-1 in TS23.682 for all UEs contained in the list of multiple UE IDs.

Editor’s Note: The scalable transmission of Device Trigger Report from the MTC IWF to the SCS is FSS.
5.2.1.3.X.2
Impacts on existing nodes and functionality
The following interface could be enhanced:

-
Tsp;
5.2.1.3.X.3
Solution evaluation
Benefits:

· Scalable transmission of Device Trigger Requests to multiple UEs.

Drawbacks:
-
Modifications to the existing interfaces are needed.
End of change
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