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Abstract of the contribution:

This discussion paper analyses the problems with DSCP support in case of standalone TDF and concludes to postpone the solution discussion for standalone TDF to Rel-12.

1.  Discussion
For the Standalone TDF scenario CT3/CT4 discussed the possibility of overwriting the IETF standardized DIFFSERV Code Point Header (DSCP) field [RFC 2474] in the IPv4/IPv6 header to signal the Service Class Indicator (SCI) of an IP packet to the PCEF, after the TDF has detected the application. The PCEF in turn would transfer the SCI into the GTP header. 
However, in both CT3 and CT4 several vendors and operators raised concerns with this solution and could and therefore could not agree the way forward. In the LS to SA2 (see S2-121744) they ask SA2 to take a decision on this.

2.  Problems with DSCP approach

The IETF has already standardized the use of 6 out of the 8 bit DSCP header field. Therefore, only 2 bits could be used for SCI marking without impacting existing network deployments and/or limiting the use of the DIFFSERV in the network.
Given that 4 different SCI marks are not sufficient to address the SIRIG requirements, the only way that the DSCP header could be used for the SCI marking is by overwriting the DSCP mark. 

However, overwriting the DSCP has the following operational problems:

i. Operators could NOT utilize the differentiated service scheduling capability for any SCI marked traffic between the TDF and GGSN. This implies that the only way for the operator to ensure the necessary service quality would be to fully overprovision the network segment between the TDF and GGSN. While this might be feasible in specific operator deployments, there are deployment scenarios where this would be very costly – especially if the operator uses the transport network of another provider.

ii. Operators would have to ensure that NO network element on the network segment between the TDF and GGSN/P-GW modifies the DSCP value. While this might be feasible in specific operator deployments (e.g. when the operator fully owns and controls the network infrastructure between the TDF and GGSN/P-GW), but there are many deployment scenarios where this is impossible, for example if the operator uses the transport network of another provider.

iii. Operators are NOT able to offer their subscribers end-to-end differentiated services at the User IP level (e.g. to differentiate service data flows with different QoS constraints on resource limited links). Typical scenarios where end-to-end differentiated service scheduling is utilized today are scenarios where the UE acts as a wireless/mobile router or gateway, providing the uplink several devices (e.g. a home gateway with a mobile access).

iv. According to RFC 2474, “DS-compliant nodes MUST select PHBs by matching against the entire 6-bit DSCP field, e.g., by treating the value of the field as a table index which is used to select a particular packet handling mechanism which has been implemented in that device.” This effectively means that all routers on the path have to be reconfigured for SIRIG; while this may not be an issue in specific deployments, it is painful in deployments where the mobile NW operator uses the transport network of another provider. 

Given that DiffServ is already widely deployed in today’s mobile networks (see for example GSMA IREG 34 specification, which defines the use of DiffServ in inter-PLMN backbones), those operational problems (stemming from the DCSP header overwriting) result in unsolvable problems in some deployments, and as a result, cannot be considered a satisfactory solution. Additionally, as the text cited in bullet (iii) above illustrates clearly, the use of DSCP marking for service marking (as needed in SIRIG) is actually an abuse of this header according to the IETF standard (as this has nothing to do with per hop IP packet handling behaviour).

Moreover, it should also be noted that the number of usable DSCP values for SCI marking is very limited. According to the IANA Differentiated Services Field Codepoints registry (http://www.iana.org/ assignments/dscp-registry/dscp-registry.xml), only 4 bits would be available for SCI marking, since only Pool 2 is explicitly “Reserved for experimental or Local Use” (see below). Pool 3 is already considered for “future Standards Action allocations as necessary”. 

Therefore, a maximum of 16 SCI marking could be differentiated using the DSCP approach. 

	Pool 
	Codepoint Space 
	Registration Procedure 
	Note 

	1
	xxxxx0
	Standards Action
	

	2
	xxxx11
	Experimental or Local Use
	Reserved for experimental or Local Use

	3
	xxxx01
	Experimental or Local Use
	May be utilized for future Standards Action allocations as necessary


Considering that the basic concepts behind SIRIG and the associated benefits for the RAN are obviously not limited to GERAN, we believe that any solution standardized in Rel-11 should be sufficiently extensible to allow re-using the functionality in future releases – e.g. for advancing 3G and LTE access systems based on service marking. Unfortunately, the DSCP approach is not suitable in that respect.  

3.  Conclusion
Thus, based on the arguments above and the fact that further work on SIRIG is required in Rel-12 in order to address PMIP based deployments, we propose to further study adequate solutions for Standalone TDFs and PMIP based deployments in Rel-12. 
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