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Abstract of the contribution: It is proposed to update the current Key Issue 2 on SIPTO at the local network permissions indicating that the subscription information is also used to indicate user consent for SIPTO@LN
1. Introduction

The P-CR provides proposals for per APN SIPTO@LN user consent based on the updated SA1 requirements described in section 5.9 of 3GPP TS 22.220 v11.3.0 and the LS response sent by SA1 in S1-112397.  The updated requirements indicate that the user consent is subscription based, i.e. stored in the user profile in the HSS. 
It is proposed to update the current Key Issue 2 on SIPTO at the local network permissions indicating that the subscription information is also used to indicate user consent for SIPTO@LN.  For Solution 1 the “SIPTO Allowed including SIPTO@LN (Rel-11)” flag can be used to indicate user consent.  For Solution 2 the LIPA permissions "LIPA-only", "LIPA-conditional" and "L-GW allowed" assume that the user has provided consent to allow the network to carry out SIPTO at the local network when an L-GW supports traffic offload.
2. Proposed addition in TR 23.859
It is proposed to add the following procedure within TR 23.859 

*****************  START OF CHANGE *******************
5.4.2
Key issue #SL2: SIPTO at the local network permission

5.4.2.1
General description

The activation of SIPTO@LN service requires special permission from the HPLMN operator at the MME/SGSN for GW selection. The HPLMN operator can configure this permission per UE, per APN, and per VPLMN basis.  The SIPTO@LN permissions also indicate that the user has provided consent to allow UE traffic to be offloaded to a local network.
5.4.2.2
Solution 1

A solution similar to the Rel-10 SIPTO solution, which has added SIPTO specific permission information to each APN, is used. To support the requirement that it shall be possible for an operator to allow/disallow SIPTO@LN on a per subscriber basis for SIPTO permitted APNs, the SIPTO Permissions have a new value defined to specifically allow SIPTO@LN. In short the SIPTO Permissions have the following three values:

-
SIPTO Prohibited (Rel-10),

-
SIPTO Allowed (Rel-10; excluding SIPTO@LN),

-
SIPTO Allowed including SIPTO@LN (Rel-11).

The "SIPTO Allowed" value of Rel-10 implies that SIPTO at /above the RAN (Rel-10) is permitted, but SIPTO@LN (Rel-11) is not.

For an APN which has SIPTO Permissions value set to "SIPTO Allowed" or "SIPTO Allowed including SIPTO@LN", it is assumed that the LIPA Permissions are set to "LIPA prohibited”. Alternatively, it is assumed that the LIPA Permissions and SIPTO Permissions are mutually exclusive, as per Rel-10.

NOTE: 
If the assumption above is not met, the MME/SGSN needs to decide whether the LIPA Permissions take precedence over the SIPTO Permissions for a user in a CSG cell.

The "SIPTO Allowed including SIPTO@LN" value is used by the MME/SGSN to determine if it can:

-
select a P-GW for providing SIPTO at/above RAN when the user is in a macro cell, or

-
select a P-GW for providing SIPTO at/above RAN or an L-GW for providing SIPTO@LN for an APN when user is in a CSG cell or a hybrid cell.

Editor's note:
It is FFS whether in the additional case there is any order of precedence between SIPTO at/above RAN and SIPTO@LN.

The "SIPTO Allowed including SIPTO@LN" value is also used to indicate that the user has provided consent to allow the network to carry out SIPTO at the local network when an L-GW supports traffic offload. 

Moreover,  the existing SIPTO Rel-10 solution allowing the HPLMN to indicate to the VPLMN if SIPTO is allowed or not for a given user is also applicable to SIPTO@LN.
5.4.2.3
Solution 2

One approach is to reuse the LIPA permissions as specified in Rel-10 for SIPTO@LN with one extension to the LIPA permissions for Rel-11: an additional value "L-GW allowed". This value allows the MME/SGSN to select the L-GW for that APN bypassing the CSG check.

The LIPA permissions are interpreted as follows:

-
LIPA-prohibited – means the MME is not allowed to select the L-GW for that UE;

-
LIPA-only – means the MME shall select the L-GW for the UE if available;

NOTE:
the MME has to check the APN is part of the CSG subscription data as well.

-
LIPA-conditional – means the MME should select the L-GW for the UE if the UE is camped on the correct CSG corresponding to the APN requested based on the CSG subscription data. Otherwise the MME selects the P-GW as if the UE is camped on a macro;

-
L-GW-allowed – means the MME may select the L-GW for the UE if available for members or non-members of a CSG.

The LIPA permissions "LIPA-only", "LIPA-conditional" and "L-GW allowed" assume that the user has provided consent to allow the network to carry out SIPTO at the local network when an L-GW supports traffic offload.
Editor's Note:
it is FFS if precedence between SIPTO@LN and SIPTO at and above RAN is needed when both L-GW allowed and SIPTO allowed flags are set for an APN.
*****************  END OF CHANGE *******************
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