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Abstract of the contribution: Discusses the relationship and interraction between ANDSF procedures and PLMN selection.
Discussion
This section explains by means of two typical examples that (i) the ANDSF procedures can trigger PLMN selection and (ii) this PLMN selection does not impact the PLMN where a subsequent SWu/S2c connection is terminated to. 
Example 1: Assume the UE is roaming in the visited PLMN-A and receives a valid ANDSF policy indicating that 
“Access to EPC is preferred over the following prioritized accesses:

· WLAN, SSID-1, priority 1 (highest)

· WLAN, SSID-2, priority 2

· 3GPP, priority 3”
In this case, the expected UE behavior is the following: 

1. Associate with SSID-1 (assuming it is available)

2. Authenticate with any available method and credentials 
a) If the UE has no configured credentials for SSID-1 (e.g. no username, password) and if SSID-1 supports EAP-AKA, the UE may attempt EAP-AKA authentication using USIM-based credentials. In this case, the UE would first use a Root NAI to identify itself and its HPLMN. 
b) If the Root NAI fails (e.g. SSID-1 cannot route AAA messages to HPLMN), the UE would need to construct a Decorated NAI. For this purpose, the UE (a) discovers the PLMNs that interwork with SSID-1, (b) select a preferred PLMN (denoted as PLMN-S) and (c) constructs the Decorated NAI based on this PLMN, e.g. wlan.mncSSS.mccSSS.3gppnetwork.org!<IMSI>@wlan.mncHHH.mccHHH.3gppnetwork.org, where <mccSSS, mncSSS> identify the selected PLMN-S and <mccHHH, mncHHH> identify the HPLMN.
3. Select an ePDG in the visited PLMN-A (assuming SSID-1 is untrusted)
a) Based on the ePDG selection procedures in TS 23.402, the ePDG is selected in the visited PLMN-A, if the UE knows the identity of this PLMN.

4. Establish an IKEv2 connection to the selected ePDG (providing or not a requested IP address)
Clearly, in the above scenario the UE needs to execute a PLMN selection procedure (in step 2) that is triggered by a received ANDSF policy. This PLMN selection would most likely be based on the applicable I-WLAN selection procedures specified in TS 24.234. 

Note that the PLMN selected in order to construct the Decorated NAI (PLMN-S) and the PLMN in which the IPsec tunnel is terminated (PLMN-A) may not be the same. The first (PLMN-S) is selected based on some PLMN selection procedures and the second (PLMN-A) is selected based on ePDG selection procedures.

Example 2: In another example, assume the UE is roaming in the visited PLMN-A and receives a valid ANDSF policy indicating that 

“Access to EPC is preferred over the following prioritized accesses:

· WLAN, any SSID, priority 1 (highest)

· 3GPP, priority 2”

In this case, the steps 1-4 described above would also apply but the UE would also need to select
 an SSID to associate with since the ANDSF policy does not include an SSID preference. This SSID selection may be based on user preferences (e.g. a user defined list of prioritized SSIDs) and on credentials availability (e.g. associate to the SSID for which the UE has a configured username/password). In the lack of any user preferences and credentials availability, the SSID selection may also be based on the applicable I-WLAN selection procedures – i.e. select the SSID that supports interworking with the most preferred PLMN.
Clearly, in this scenario the UE would need to execute an ePDG selection procedure and may need to execute a PLMN selection procedure if EAP-AKA is used for authentication.

Conclusion and Proposal
From the above discussion it is concluded that
a) When UE is registered to a PLMN and receives ANDSF policies that trigger the UE to access EPC over WLAN access, the UE may need to perform PLMN discovery and selection procedures in order to construct a Decorated NAI for EAP-AKA authentication.
b) These PLMN discovery and selection procedures affect only the EAP-AKA authentication and have no impact on the PLMN in which the selected ePDG/PGW is located.

c) When UE is registered to a PLMN and receives ANDSF policies indicating preference to access EPC over WLAN, the UE is expected to select an SSID and then establish a SWu/S2c connection to an ePDG/PGW in the registered PLMN. There is no requirement that the UE should use the registered PLMN for EAP-AKA authentication as well. So the PLMN selection procedure (that is used for EAP-AKA authentication) may select any PLMN, not necessarily the registered PLMN.

d) When the UE receives an ANDSF policy indicating preference to access EPC over WLAN, the requirement for the UE to establish a SWu/S2c connection to an ePDG/PGW in the registered PLMN is fulfilled by the ePDG/PGW selection procedures. This requirement does not put any constraints on the PLMN selection procedure, which is used to select a PLMN for EAP-AKA authentication only.

e) The UE may need to perform PLMN discovery and selection procedures even when trying to establish a WLAN connection for non-seamless offload. Indeed, even in this case the UE may need to go through EAP-AKA thus may need to construct a Decorated NAI.

What specification changes are required?
· Clarify in TS 23.402 that when the ANDSF policies trigger the UE to connect to WLAN access (for seamless or non-seamless WLAN offload), the UE shall use the applicable I-WLAN procedures if the UE needs to select a PLMN for authentication purposes. If this is not specified, the UE may e.g. not attempt to select a PLMN (so EAP-AKA fails if the Root NAI is not accepted), or the UE may select a PLMN that is not the most preferred by the home operator (assuming automatic selection).
· Clarify also that the PLMN selected with the applicable I-WLAN procedures does not affect the PLMN where the SWu/S2c connection is terminated to.
� We mostly refer to “automatic selection” here.
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