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Abstract of the contribution: Proposes text for the BBIII for fixed access sessions.  
Discussion:
Several editor’s notes in BBIII for fixed access sessions impose a change in PCC which is currently covered in the Gx implementation. The proposal is to align the existing stage 3 implementation of Gx with the requirements/assumptions included in WT-134 from BBF.
Proposal

First Change

7.1
Scenarios

Within Rel-11, the following scenarios will be considered:

-
WLAN S2b: UE connects to WLAN/BBF with traffic routed to ePDG/PDN GW

-
WLAN S2c: UE connects to WLAN/BBF with traffic routed to PDN GW via s2c

-
WLAN S2c (untrusted): UE connects to WLAN/BBF with traffic routed to PDN GW via ePDG and S2c

-
NS-WLAN Offload: UE connects to WLAN/BBF with traffic routed directly from BNG

-
Femto 3GPP routed: H(e)NB connected to BBF with traffic routed to PDN GW
Rel-11 will cover rules provisioning from the PCRF to the BNG for:

-
Authorized QoS for fixed access session
-
Per-service usage rates and limits for fixed access sessions
-
Dynamic QoS for 3GPP UE connected to a fixed access


NOTE 1: 
The “fixed access session” is an abstraction for the connectivity service in BBF network which is related to one fixed network subscriber, irrespective of access type or technology, e.g. IPoE Subscriber Line session, PPPoE session.

NOTE 2: 
“Authorized QoS for fixed access session” applies to the entire traffic of a fixed access session. Authorized QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change.

Editor’s note: The interaction between Authorized QoS for fixed access session and dynamic QoS for 3GPP UE needs to be clarified.

Editor’s Note: The target of the work is to define the architecture and functionality for convergence in PCRF in an access agnostic way. Anyway support of access specific parameters will be considered as needed.

Editor’s Note: 3GPP will study and define the set of parameters sent by PCRF to the BNG for the provision of authorized QoS for the fixed access session. Such parameters will be anyway checked with BBF. 
Next Change

7.2.1
Requirements and assumptions

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE) is out of scope of 3GPP.
General architectural assumptions:

-
There is a direct interface between PCRF and BNG.

-
The BNG is the policy enforcement point in the fixed access.

NOTE 1: 
How the BNG performs enforcement in the BBF access is out of scope of 3GPP.

-
More than one access session (e.g. a PPPoE session) can be supported per fixed access line. 

-
There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.
- 
There are fixed access session rules (FAS rules) governing the interaction between PCRF and BNG during the fixed access session. As for PCC rules, the rules for fixed access sessions are defined to detect a packet matching a specific data flow, to identify the service that the service data flow contributes to, to provide applicable charging parameters for a service data flow and to provide policy control for a service data flow.
-
Charging information within the FAS rule makes possible to apply a separate rate to a specific service, to change the rate based on the time of day and/or to enforce per-service usage limits for a service data flow. 
-
FAS rules can indicate to the BNG that interactions with the charging systems are not required for such rule.

-
FAS rules may be predefined and dynamic and apply to fixed access session.

NOTE 2:
The operator may define a predefined rule, to be activated by the BNG. Such a predefined rule is not explicitly known in the PCRF.
-
As with PCC rules, rules for fixed access sessions include:

-
a rule name, used for reference in the communication between the BNG and the PCRF;

-
service identifier, used to identify the service or the service component the service data flow relates to;

-
service data flow filter(s), used to select the traffic for which the rule applies. It shall be possible to define wildcarded service data flow filter(s), both for the dynamic and predefined fixed access rules;
-
precedence, determines which of the rules is applicable, when different rules exist with overlapping service data flow filters;

-
gate status, indicates whether the service data flow, detected by the service data flow filter(s), may pass (gate is open) or shall be discarded (gate is closed) in uplink and/or in downlink direction;

-
QoS parameters, includes the QCI (authorized QoS class for the service data flow), the Allocation and Retention Priority (ARP) and authorized bitrates for uplink and downlink;
-
charging key (i.e. rating group);
-
other charging parameters, defining whether online and offline charging interfaces are used, what is to be metered in offline charging, on what level the BNG shall report the usage related to the rule, etc.

NOTE 3: 
Monitoring key, indication for PS to CS session continuity, Application service provider identity and Sponsor identity are not part of the fixed access rule in this release.




-
The BNG is able to enforce the policies dictated by the fixed access rules and to perform the appropriate mapping to BBF specific parameters.

Next Change

7.4
Procedures for fixed access

Editor’s note: This subclause will identify the requirements and assumptions for convergent Policy and QoS for fixed line session
7.4.1
Provisioning Default QoS for fixed access session

Default QoS is installed in the BNG as part of the access session setup as follows:

1)
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG. 

NOTE 1:
The previous step is defined by BBF and is out of the scope of 3GPP.

2)
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF. 

3)
The PCRF sends Default QoS to the BNG.

NOTE 2:
The PCRF may override the QoS received from the BNG / BBF AAA.
Editor’s note: This description fits the same for default QoS or authorized QoS. In order to align with 3GPP terminology, it should be merged with text on fixed access session (FAS) rules at session initiation.
7.4.2
Request for FAS rules

The BNG shall indicate, via the Gxd reference point, a request for fixed access rules in the following cases:
-
At fixed access session establishment. For that, the BNG may provide the subscriber identification. 

- 
At fixed access session modification. The BNG shall provide the specific event which caused the modification and any previously provisioned rule affected by such modification.

FAS rules can also be requested as a consequence of a failure in the installation/activation or enforcement without requiring an Event-Trigger. 

If the PCRF is, due to incomplete, erroneous or missing information (e.g. QoS, subscriber information) not able to provision a policy decision as response to the request for FAS rules by the BNG, the PCRF may reject the request. At reception of a reject from the PCRF, the BNG shall reject the fixed access session establishment or modification.

If the PCRF detects that the packet filters in the request for new FAS rules received from the BNG is covered by the packet filters of outstanding FAS rules that the PCRF is provisioning to the BNG, the PCRF may reject the request. At reception of a reject from the PCRF, the BNG shall reject the fixed access session modification.

If the PCRF does not accept one or more of the traffic mapping filters provided by the BNG, the PCRF shall reject the request. At reception of a reject from the PCRF, the BNG shall reject the fixed access session establishment or modification.

7.4.3
Provisioning of FAS rules
7.4.3.1 
Overview
The PCRF shall indicate, via the Gxd reference point, FAS rules to be applied at the BNG. This may be using one of the following procedures:

-
PULL procedure (Provisioning solicited by the BNG): In response to a request for FAS rules being made by the BNG, as described in the preceding section, the PCRF shall provision FAS rules; or

-
PUSH procedure (Unsolicited provisioning): The PCRF may decide to provision FAS rules without obtaining a request from the BNG, e.g. in response to information provided to the PCRF via the Rx reference point, or in response to an internal trigger within the PCRF. 

For each request from the BNG or upon the unsolicited provision the PCRF shall provision zero or more FAS rules. The PCRF may perform an operation on a single FAS rule by one of the following means:

-
To activate or deactivate a FAS rule that is predefined at the BNG.

-
To install or modify a PCRF-provisioned FAS rule. If a FAS rule with the same rule name already exists at the BNG, the new FAS rule shall update the currently installed rule. If the existing FAS rule already has attributes also included in the new FAS rule definition, the existing attributes shall be overwritten. Any attribute in the existing FAS rule not included in the new FAS rule definition shall remain valid.

-
To remove a FAS rule which has previously been provisioned by the PCRF
As an alternative to providing a single FAS rule, the PCRF may provide a reference to a group of FAS rules predefined at the BNG. 

The PCRF may combine multiple of the above FAS rule operations in a single command.
If the provisioning of FAS rules fails, the BNG informs the PCRF, and depending on the cause, the PCRF may decide if re-installation, modification, removal of FAS rules or any other action applies.

7.4.3.2
Selecting a FAS rule for Uplink IP packets

If PCC is enabled, the BNG shall select the applicable FAS rule for each received uplink IP packet within the fixed access session by evaluating the packet against uplink service data flow filters of PCRF-provided or predefined active FAS rules in the order of the precedence of the FAS rules. When a PCRF-provided FAS rule and a predefined FAS rule have the same precedence, the uplink service data flow filters of the PCRF-provided FAS rule shall be applied first. Uplink IP packets which do not match any FAS rule shall be silently discarded.

7.4.3.3
Selecting a FAS rule for Downlink IP packets

If PCC is enabled, the BNG shall select a FAS rule for each received downlink IP packet within the fixed access session by evaluating the packet against downlink service data flow filters of PCRF-provided or predefined active FAS rules in the order of the precedence of the FAS rules. When a PCRF-provided FAS rule and a predefined FAS rule have the same precedence, the downlink service data flow filters of the PCRF-provided FAS rule shall be applied first. Downlink IP packets which do not match any FAS rule shall be silently discarded.
7.4.3.4
Gate function

The Gate Function enables or disables the forwarding of service data flow packets. A gate is described within a FAS rule. The FAS rule shall describe if the possible uplink and possible downlink gate is opened or closed.

The commands to open or close the gate shall lead to the enabling or disabling of the passage for corresponding IP packets. If the gate is closed all packets of the related IP flows shall be dropped. If the gate is opened the packets of the related IP flows are allowed to be forwarded.

7.4.3.5
Policy enforcement for "Authorized QoS" per FAS Rule

The PCRF can provide the authorized QoS for a FAS rule to the BNG. The Provisioning of authorized QoS per FAS Rule shall be performed using the rule provisioning procedure. For a PCRF-provided FAS rule, the "Authorized QoS" shall be encoded using the QoS Information field of the FAS rule. If "Authorized QoS" is provided for a FAS rule, the BNG shall enforce the corresponding policy.
NOTE: How BNG enforces the QoS policy in the BBF access is out of the scope of this specification.
7.4.4
Provisioning of Event Triggers for the fixed access session

The PCRF may provide one or several event triggers to the BNG using the FAS rule provision procedure. Event triggers may be used to determine which fixed access session modification or specific event causes the BNG to re-request FAS rules. Although event trigger reporting from BNG to PCRF can apply for a fixed access session depending on the particular event, provisioning of event triggers will be done at session level. The even trigger may be provided in combination with the initial or subsequent FAS rule provisioning.

The PCRF may add new event triggers or remove the already provided ones at each request from the BNG or upon the unsolicited provision from the PCRF. In order to do so, the PCRF shall provide the new complete list of applicable event triggers.

The PCRF may remove in addition all previously provided event triggers. In such a case, the BNG shall not inform PCRF of any event except for those events that are always reported and do not require provisioning from the PCRF.

There are event triggers that are required to be unconditionally reported from the BNG to the PCRF as specified in 23.203 clause 6.1.4 even though the PCRF has not provisioned them to the BNG.
Editor’s note: A number of events triggers in the referred table will not be applicable to fixed access traffic, e.g. PLMN change, location change, and the pure mobile events. This is subject to further contributions. 
7.4.5
Provisioning of charging related information for the fixed access session
7.4.5.1
Provisioning of Charging Addresses
In combination with the initial FAS rule provisioning only, the PCRF may provide off-line and/or online charging system addresses to the BNG. These shall overwrite any predefined addresses at the BNG. 

7.4.5.2
Provisioning of Default Charging Method

The default charging method indicates what charging method shall be used for every FAS rule where the charging method is omitted. The BNG may have a pre-configured default charging method. 
Upon the initial interaction with the PCRF, the BNG shall provide the pre-configured default charging method, if available, to the PCRF. 
Upon the initial interaction with the BNG, the PCRF may provide default charging method to the BNG. The default charging method provided by the PCRF shall overwrite any predefined default charging method at the BNG. 
7.4.5.3
Provisioning of Access Network Charging Identifier

For the purpose of charging correlation between application level (e.g. IMS) and service data flow level, applicable charging identifiers shall be passed along within the PCC architecture, if such identifiers are available. When such identifiers are unknown to the PCRF, the PCRF may request from the BNG the charging identifiers associated with the dynamic FAS rules.
End of Changes
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