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Abstract of the contribution: This contribution describes the commonalities and the differences of the two solutions currently documented in the TR and evaluates whether it is possible to define a combined solution.
Discussion
Reference models
With regards to reference models, solution 1 and solution 2 are compared below:
Exposure of SWw, STa and S2a in solution 1: This reference model only specifies interfaces between the Trusted WLAN Access Network and the UE, the 3GPP AAA Server and the PDN GW. Even if it does not show the distribution of internal functionalities and interfaces between them, it has the advantage to provide a description that is in line with what can be specified in 3GPP.
Exposure of Tw, Tu, Tn, Ta, Tg, STa and S2a in solution 2: This reference model splits the interface between UE and Trusted Non-3GPP WLAN Access into Tw and Tu interfaces, which respectively correspond to the transport of 802.11 signalling messages between the UE and the WLAN Access Network, and to the point-to-point link and per-UE subnet between the UE and the Trusted WLAN Access Gateway. The reference model also reveals Ta, Tg and Tn interfaces between WLAN Access Network, TWAP and TWAG, which carry signalling for UE controlling and per-UE encapsulation between the WLAN Access Network and the Trusted WLAN Access Gateway. This reference model provides one of the possible implementations of SaMOG with details of internal functions and interfaces, but not a generic procedure for 3GPP specifications. Internal interfaces and functional blocks of this reference model are also out of 3GPP scope.
The reference model in solution 1 is compatible with the reference model in solution 2, and could be applicable to more scenarios of actual WLAN network. 
Commonalities
These solutions have the following commonalities:
· a S2a peer with First Hop Router and DHCP server functionalities as well as DHCPv4 relay when deferred IPv4 address allocation is supported; 
· a UE-TNAN reference point that terminating IEEE 802.11-2007 and EAP signalling, and a point-to-point link between the UE and the TNSP/TWAG;
· a similar authentication and authorization mechanism using EAP-AKA’;
· in both solutions, it is assumed that, to identify the UE, L3 triggers are transported in an L2 frame that contains the UE L2 address (MAC address);
· the AAA server provides the APN to which the UE should be attached as well as the PDN Type and the UE IMSI;
· session creation may be performed with deferred IPv4 address allocation in both solutions to save IPv4 addresses when not necessary;
· same messages and parameters over standardized interfaces (STa, S2a, SWw).
Moreover, the solutions are detailed differently and propose different enhancements. The enhancements in the scope of 3GPP are:
Solution 1 suggests several enhancements which may also apply to solution 2:
· Enhancing TNAN and AAA server with the possibility to decide EPC access or non-seamless offload based on the capability of the TNAN to support S2a, NSWO or both, as well as the SSID selected by the UE.
· Enhancing HSS to support a default APN for WLAN;
· Use of separate SSIDs for EPC access via S2a and non-seamless WLAN offload, e.g. SSID_EPC and SSID_NSWO.
Solution 2 also suggests enhancements which may also apply to solution 1:
· The WLAN Access Network, which comprises Access Points and Access Controllers, should replace the TWAP function (Trusted non-3GPP access’s WiFi Access Point) in solution 1.
· Binding of UE IMSI with UE MAC address; 
· L2 triggers for detach: Detecting L2 Detach of UE from the WLAN Access Network via snooping on the AAA protocol for Accounting-Request STOP message.
Differences

The major differences are:

-
The triggers for launching session creation: in sol-1, the trigger is Layer-3 e.g. DHCP Request, RS or LL-DAD NS; in sol-2, the trigger is the EAP-success. EAP success-based triggers are more reliable than L3 Attach triggers since the UE would transmit no further RS if three RS are lost in a row. However, L3 Attach triggers are acceptable as three RS lost in a raw can be considered as a bad WLAN radio environment.
-
The triggers for detaching the UE: in sol-1, detach triggers are L3 and L2, in sol-2, detach triggers are L2 only. S2-113953 proposed to enhance sol-1 with L2 detach triggers: “For IPv6, the UE may be informed of a prefix release by TNSP sending a router advertisement with prefix lifetime zero. For IPv4 the UE may be notified of the loss of IP connectivity via DHCP signalling (e.g. Force Renew, rejection of a lease renew request). For IPv4 and IPv6, the AP may notify the UE of an address/prefix release by a termination of the link-layer”. Eventually, this makes both solutions relying on L2 detach triggers.
Proposed changes

8
Evaluation 
Editor’s Note: This clause will include solution(s) assessment. Terminal impact and changes to non 3GPP protocols will be used to evaluate the various solutions. The impact on the support of various scenarios (e.g. simultaneous access to local network resources/services and access to EPC services in cases of residential WLAN, public hotspots and enterprise WLAN versus access to either one; UE and user involvement in obtaining access to such services) will be used to evaluate the various solutions.

8.x
Evaluation of solutions without UE Impact
The two solutions for Trusted WLAN w/o UE impacts described in clauses 7.1.1 and 7.1.2 describe are compared hereafter. 
8.x.1
Evaluation of Reference models
With regards to reference models, solution 1 and solution 2 are compared below:
Exposure of SWw, STa and S2a in solution 1: This reference model only specifies interfaces between the Trusted WLAN Access Network and the UE, the 3GPP AAA Server and the PDN GW. Even if it does not show the distribution of internal functionalities and interfaces between them, it has the advantage to provide a description that is in line with what can be specified in 3GPP.
Exposure of Tw, Tu, Tn, Ta, Tg, STa and S2a in solution 2: This reference model splits the interface between UE and the Trusted Non-3GPP WLAN Access into Tw and Tu interfaces, which respectively correspond to the transport of 802.11 signalling messages between the UE and the WLAN Access Network, and to the point-to-point link and per-UE subnet between the UE and the Trusted WLAN Access Gateway. The reference model also reveals Ta, Tg and Tn interfaces between WLAN Access Network, TWAP and TWAG, which carry signalling for UE controlling and per-UE encapsulation between the WLAN Access Network and the Trusted WLAN Access Gateway. This reference model provides one of the possible implementations of SaMOG with details of internal functions and interfaces, but not a generic procedure for 3GPP specifications. 
The reference model in solution 1 covers the reference model in solution 2, and could be applicable to more scenarios of actual WLAN network. Internal interfaces and functional blocks described in solution 2 reference model are also out of 3GPP scope.
8.X.2
Evaluation of solutions

8.X.2.1 Commonalities
These solutions have the following commonalities:

· a S2a peer with First Hop Router and DHCP server functionalities as well as DHCPv4 relay when deferred IPv4 address allocation is supported; 
· a UE-TNAN reference point that terminating IEEE 802.11-2007 and EAP signalling, and a point-to-point link between the UE and the TNSP/TWAG;
· a similar authentication and authorization mechanism using EAP-AKA’;

· in both solutions, it is assumed that, to identify the UE, the L3 triggers are transported in an L2 frame that contains the UE L2 address (MAC address);

· the AAA server provides the APN to which the UE should be attached as well as the PDN Type and the UE IMSI;

· session creation may be performed with deferred IPv4 address allocation in both solutions to save IPv4 addresses when not necessary;

· same messages and parameters at standardized interfaces (STa, S2a, SWw).

Moreover, the solutions are detailed differently and propose different enhancements. The enhancements in the scope of 3GPP are:
Solution 1 suggests several enhancements which may also apply to solution 2:

· Enhancing TNAN and AAA server with the possibility to decide EPC access or non-seamless offload based on the capability of the TNAN to support S2a, NSWO or both, as well as the SSID selected by the UE.
· Enhancing HSS to support a default APN for WLAN;
· Use of separate SSIDs for EPC access via S2a and non-seamless WLAN offload, e.g. SSID_EPC and SSID_NSWO.
Solution 2 also suggests enhancements which may also apply to solution 1:

· The WLAN Access Network, which comprises Access Points and Access Controllers, should replace the TWAP function (Trusted non-3GPP access’s WiFi Access Point) in solution 1.
· Binding of UE IMSI with UE MAC address; 
· L2 triggers for detach: Detecting L2 Detach of UE from the WLAN Access Network via snooping on the AAA protocol for Accounting-Request STOP message.

8.X.3
Differences
The major differences are:

-
The triggers for launching session creation: in sol-1, the trigger is Layer-3 e.g. DHCP Request, RS or LL-DAD NS; in sol-2, the trigger is the EAP-success. EAP success-based triggers are more reliable than L3 Attach triggers since the UE would transmit no further RS if three RS are lost in a row. However, L3 Attach triggers are acceptable as three RS lost in a raw can be considered as a bad WLAN radio environment.
-
The triggers for detaching the UE: in sol-1, detach triggers are L3 and L2, in sol-2, detach triggers are L2 only. S2-113953 proposed to enhance sol-1 with L2 detach triggers: “For IPv6, the UE may be informed of a prefix release by TNSP sending a router advertisement with prefix lifetime zero. For IPv4 the UE may be notified of the loss of IP connectivity via DHCP signalling (e.g. Force Renew, rejection of a lease renew request). For IPv4 and IPv6, the AP may notify the UE of an address/prefix release by a termination of the link-layer”. Eventually, this makes both solutions relying on L2 detach triggers.
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