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Abstract of the contribution: This contribution discusses the external identifier issue.
1. Discussion
A global External Identifier is composed of Domain-Identifier and Local-Identifier, and the External Identifier is assumed to be transferred at MTCsp interface (MSISDN can also be regarded as an External Identifier). 
While sometimes a fixed MTC-IWF address (or an address list) is provided to some MTC Servers for them to trigger MTC Devices. And the MTC Server might identify and trigger an MTC Device only with an External Identifier which is unique within this domain which may be reused in different MTC Servers / Domains. Receiving this External Identifier at MTCsp, the MTC-IWF would either add a Domain-Identifier according to from which MTC Server the trigger is received and query the HSS by this “Domain-Identifier + External Identifier”, or just query the HSS by this id and an additional domain name, this domain name, of course, is also concluded according to from which MTC Server the trigger is received. Then the HSS feeds back the Internal Identifier and other procedure is performed. To avoid complexity in HSS, the first alternative is preferred. The HSS could regard the Domain-Identifier + External Identifier as the FINAL External Identifier and just store the relationship between the Internal Identifier and the FINAL External Identifier.
2. Conclusion and Proposal

In this paper, we believe it’s possible that the External Identifier used at some MTC Servers is not globally unique. The MTC Servers may have fixed MTC-IWF(s) to connect with so that there is no need for them to query MTC-IWF via Domain-Identifiers. After receiving the External Identifier at MTCsp, an MTC-IWF can add a Domain-Identifier according to from which MTC Server the trigger is received. The Domain-Identifier can be concluded according to from which MTC Server the trigger is received. For triggers received from those MTC Servers where the External Identifiers are not globally unique, the MTC-IWF would query Internal Identifier from the HSS by Domain-Identifier + External Identifier.
It is proposed to adopt the following changes into TR 23.888.
First change

7.2.3
MTC Identifiers – Key Issue 5.13
This clause contains the agreed conclusions corresponding to Key Issues 5.13. 3GPP Release 11 specifications should be developed in the following areas:
a) IMSI is the internal identifier. 

b) The existing 3GPP identifiers are not modified, i.e. there will be neither changes to IMSI/IMEI structure nor other changes to existing 3GPP identifiers.
c) When the MSISDN is not available for CDR generation in the PS domain, the IMSI shall be used for CDR generation purposes. Typically, the external identifier is used for customer billing.
d) Alternative identifier(s) to MSISDN shall be supported on the MTCsp as the external identifier(s).

e) External identifier shall have following components that makes it globally unique -

a. Domain-Identifier that identifies a domain that is under the control of a Mobile Network Operator (MNO). This is used to find MTC-IWF (i.e. IP address on MTCsp) to be used. Domain-Identifier may have further identification for example to identify MTC-IWF specific for application.

b. Local-Identifier that is assigned by the mobile network operator. This identifier is used to derive or obtain internal identifier by the network operator. The local identifier shall be unique within this domain. The structure of the Local Identifier is flexible. For Example it may be structured into one or more different parts -

i.    A part optimized to find an entry in MNO database (e.g. subscription context in HLR/HSS to derive Internal Identifier). Few examples are the Subscriber Number part of an E.164 MSISDN (see TS 23.003[12]) or other scheme specified by the MNO.

ii.    Another part relevant to customer application (e.g. to enable corporate customer to find information in their database). Few examples are serial number, chassis number for car etc.

f) Multiple external identifiers can map to single internal identifier (i.e. IMSI).
g) The external identifier received at MTCsp may be not global unique sometimes, as a result the MTC-IWF would construct a final external identifier by adding a Domain-Identifier to the received external identifier and query the HSS by this final id (Domain-Identifier + external identifier). The Domain-Identifier is concluded according to from which MTC Server the trigger is received.
End of change
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