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Begin Changes

8
Evaluation 
Editor’s Note: This clause will include solution(s) assessment for the solution with UE impact. Terminal impact and changes to non 3GPP protocols will be used to evaluate the various solutions. The impact on the support of various scenarios (e.g. simultaneous access to local network resources/services and access to EPC services in cases of residential WLAN, public hotspots and enterprise WLAN versus access to either one; UE and user involvement in obtaining access to such services) will be used to evaluate the various solutions.

8.x
Interim evaluation for release 11 specification work

8.x.1
General

This clause evaluates the solutions to support of trusted WLAN access to EPC over S2a without UE impact described in subclause 7.2.1 (solution 1) and subclause 7.2.2 (solution 2). Since the two solutions are fairly similar with respect to how the Trusted Non-3GPP WLAN Access interfaces to the EPC via S2a and STa interfaces the evaluation is split into two parts, the first part of the evaluation in subclause 8.x.2 evaluates together the aspects by which Solution 1 and Solution 2 are found similar, while the second part of the evaluation in subclause 8.x.3 independently evaluates the aspects by which Solution 1 and Solution 2 differs.
8.x.2
Similar aspects
Both Solution 1 described in subclause 7.1.1 and Solution 2 described in subclause 7.1.2 enables trusted WLAN access to EPC over S2a without UE impact in a way that:

· conform to the architectural assumptions outlined in subclause 5.2.1;
· reuse the existing procedures over the STa and S2a interfaces between the Trusted Non-3GPP Access and the EPC, but some minor extensions of the message contents with new information elements might be needed;

· rely on a binding between the UE IMSI and the MAC addressed resulting from the UE and the 3GPP Home Network mutually authenticating with the EAP-AKA' method through the WLAN Access Network conforming to IEEE 802.11-2007 specification;

· require a point-to-point link / subnet between the UE and the S2a endpoint;

· provide no IP address preservation to the UE when the UE moves to another access network.
As a result, Solution 1 and Solution 2 are deemed equally acceptable and desirable with respect to the points outlined above. 
8.x.3
Dissimilar aspects
8.x.3.1
Solution 1

Solution 1 described in subclause 7.1.1 describes a reference model that does not comprises all the functional interfaces that are required to be present for a WLAN Access Network to be used as a Trusted Non-3GPP WLAN Access:

· User plane Interface between UE and S2a endpoint providing a point-to-point IP link / subnet.

· Control plane Interface between STa endpoint and S2a endpoint by which the STa endpoint provides the binding between the UE IMSI and MAC address. 
As a result, Solution 1 is functionally incomplete, which could cause incorrect specification and/or implementation of a Trusted Non-3GPP WLAN Access.
Solution 1 described in subclause 7.1.1 relies on the use of L3 triggers to drive session and tunnel establishment to the EPC. It has been acknowledged that the use of L3 triggers has the following shortcomings:

· L3 Attach triggers are not reliable and can be lost. In the case of an IPv6 only UE, if three RS are lost in a row, the UE would transmit no further RS: "If a host sends MAX_RTR_SOLICITATIONS solicitations, and receives no Router Advertisements after having waited MAX_RTR_SOLICITATION_DELAY seconds after sending the last solicitation, the host concludes that there are no routers on the link retransmits only.". In such a situation the UE attach at the Trusted WLAN would never trigger GTP create session request, an IPv6 prefix would neither be allocated nor advertized to the UE, and the UE would be left with no IPv6 connectivity at all. 
· There are no L3 detach triggers for an UE that loose WLAN coverage: By the time coverage is lost the UE can no longer send an L3 message to inform the network. There are also no L3 detach trigger for an IPv6-only UE that is still under WLAN coverage.
· There are no way for the Trusted WLAN Access Network to detach the UE based on AAA/HSS command without recourse to the WLAN Access Network detaching the UE at the IEEE 802.11 layer (i.e., layer 2).
· There are no L3 detach triggers that the network can systematically use at PGW initiated PDN connection release: No mechanism exists for IPv6, and support for IPv4 DHCP FORCERENEW is not mandated by 3GPP specifications and thus optional in the UEs.

As a result, Solution 1 provides neither a L3-based attach procedure that is robust for an IPv6 UE, nor a L3-based network-initiated detach procedure for an IPv6 UE. 

Thus solution 1 is neither robust nor complete.
8.x.3.2 Solution 2

Solution 2 described in subclause 7.1.2 describes a reference model that comprises all the functional interfaces that are required to be present for a WLAN Access Network to be used as a Trusted Non-3GPP WLAN Access:

· User plane Interface between UE and S2a endpoint providing a point-to-point IP link / subnet.

· Control plane Interface between STa endpoint and S2a endpoint by which the STa endpoint provides the binding between the UE IMSI and MAC address. 

As a result, Solution 2 is functionally complete, which makes a normative specification based on Solution 2 adequate for specification and/or implementation of a Trusted Non-3GPP WLAN Access.

Solution 2 described in subclause 7.1.2 proposes a solution in which S2a bearer creation and deletion for Trusted WLAN Access is driven by the AAA signaling between the Trusted WLAN Access Network signaling and the 3GPP Home Network. Solution 2 has the benefit that none of the shortcomings of Solution 1 outlined in subclause 8.x.3.1 occur:

· a UE that attaches to a Trusted WLAN has successfully completed the WLAN authentication procedure that is transported over AAA to the 3GPP Home network, thus a successful authentication can be used as the trigger for the GTP create session request. Following this a GTP tunnel would be created, and an IPv6 prefix would be allocated and advertized via RA sent to the UE, as a result of which the UE would be able to configure an IPv6 address via stateless address auto-configuration.

· Whether a UE detaches intentionally from a Trusted WLAN, or is detached by the Trusted WLAN after having lost coverage, the Trusted WLAN Access would signal the termination of the session to the AAA server in the 3GPP Home Network. This can be used as trigger for GTP tunnel deletion. 
As a result, Solution 2 provides AAA-driven attach and detach procedures that are robust.

Thus solution 2 is both robust and complete.
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