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Introduction
 This contribution proposes procedures for Gxd interface between PCRF and BNG to the BB3 section in TR 23.839.
Proposal

It is proposed to add the following to 23.839
* * * Start of 1st Change * * *  
7.2 Convergent Policy and QoS
7.2.1
General

The Gxd interface is based on Gxx, however some of the  Gxx procedures and Information Elements may not be applicable to BBF accesses, for example, many of the Information Elements used on Gxx applies primarily to 3GPP accesses and other wireless accesses. On the other hand, new procedures and IEs may need to be added to Gxx in order to support BBF accesses. This clause will identify the parts of Gxx applicable to BBF accesses for convergent scenario.

When Gxd is considered for scenarios were traffic is routed back via EPC the charging will be performed in the PDN GW and it is reasonable to assume that sending QoS-rule type of information over Gxd is sufficient. 

7.2.2
Non-Roaming Procedures

.

7.2.2.1
Gateway Control Session Establishment

The Gateway Control Session Establishment results in that a Gxd session is established.
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Figure 7.2.2.1: GW Control Session Establishment

There are two possibilities for how to trigger establishment of an Gxd session:

Scenario A: BNG-initiated Gateway Control Session Establishment network:

-
This scenario is valid for WLAN UEs. Gxd session establishment is triggered by the BBF access network

-
The BNG can trigger the Gxd session establishment if it becomes aware that a 3GPP UE has attached via the BBF access and also learns the IMSI of the subscriber.  The BBF access network may become aware of the UE if 3GPP-based access authentication (EAP-AKA/AKA') is performed.

-
In the non-roaming case, the BNG discovers a suitable PCRF domain based on UE NAI realm part.

-
The information contained in the request message includes e.g. IMSI, IP-CAN type and local UE IP address. The reply message contains the result code and may also include QoS Rules as described in TS 23.203 [4].

-
As a result of the Gxd session establishment, the BNG is able to associate the aggregate IP traffic plane (tunnel) used by a 3GPP UE with the Gxd session towards the PCRF.

Scenario B: PCRF -initiated Gateway Control Session Establishment
This scenario is valid for WLAN UE and all 3GPP Femto options. Gxd session establishment is triggered by the PCRF:

-
For 3GPP Femto the PCRF triggers the GW Control Session Establishment with the BNG because the signalling between the 3GPP Femto and the EPC network is transparent to the BBF access network. Consequently, the BNG is not in position to trigger the session establishment with the PCRF. For similar reasons the BNG is not able to initiate session modification requests from the PCRF.

-
For WLAN access, in case the BBF access network does not perform 3GPP-based access authentication, the BBF access network will not be aware that a 3GPP UE has attached via the BBF access and will not know the IMSI of the subscriber. In this case, it is assumed that the BBF access cannot trigger the Gxd session establishment with the PCRF. Instead the Gxd session need be triggered by the PCRF.

-
For WLAN UE. the PCRF can trigger the Gxd session establishment if it becomes aware that a 3GPP UE has attached via the BBF access and is able to find a corresponding BNG based on UE local IP address information or CoA received. Depending on scenario, there are two means to trigger the Gxd establishment procedure from the PCRF:

--
The establishment of Gxb* session initiated by ePDG triggers the PCRF to trigger Gxd session establishment with the BNG. The PCRF discovers the BNG serving the UE based on the UE location information provided by the ePDG via Gxb* reference point (e.g. the outer IP header information of IPSec tunnel). This solution applies when untrusted access procedures with S2c and untrusted PMIP-s2b procedure are used,

--
The IP-CAN session establishment will trigger the PCRF to initiate the Gxd session establishment. The PCRF discovers the BNG serving the UE based on the UE location information provided by the PDN GW via Gx reference point (e.g. the CoA when S2c is used and UE local IP address in case S2b is used). This solution applies when trusted access procedures with S2c or with untrusted s2b-GTP are used.

NOTE 1:
When PCRF receives the IP-CAN session establishment indication, PCRF determines if a Gxd session is already present for this IP-CAN session. If Gxd session is not already established, the PCRF shall trigger Gxd session establishment procedure from the BNG selected according to UE location.

NOTE 2:
ePDG is unaware whether Gxd session establishment has been established by the BBF access network, therefore it shall send UE location information to PCRF via Gxb* for untrusted S2c or S2b-PMIP cases or via PDN GW and Gx for S2b-GTP case.

The following clarifications apply for scenario B:

WLAN UE and all 3GPP H(e)NB options:

-
The information contained in the request message sending from the PCRF to the BNG includes e.g. IMSI, IP-CAN type, local IP address (for WLAN UE or H(e)NB) or CoA (WLAN UE only), as described in TS 23.203 [4].

-
As a result of the Gxd session establishment, the BNG is able to associate the aggregate IP traffic plane (tunnel) used by a 3GPP UE or H(e)NB with the Gxd session towards the PCRF.

3GPP H(e)NB Solutions:

-
The PCRF uses a single Gxd diameter session with the BNG for all the UEs that request services via the same 3GPP H(e)NB device.

-
The Gxd session for 3GPP H(e)NB is established once when the first UE connected to the 3GPP H(e)NB attaches to the networks. Subsequent IP CAN session establishments   and IP Session Modification requests are handled via the PCRF initiated GW Control and QoS Rules Provisioning procedure.

-
The V/PCRF determines that the UE is connected to a 3GPP H(e)NB when it receives tunnel information in the IP CAN Session Establishment message over the Gx interface or in the GW Control Session establishment message over Gxc interface.

-
One or more UEs which are attached to the same HeNB may be served by the same PCRF. An UE which is attached to a given HeNB may be served by different PCRFs corresponding to different APNs. Hence, there may be multiple PCRFs initiating Gxd sessions with the same BNG when UEs connected to the 3GPP H(e)NB are served by different PCRFs.

7.2.2.2 GW Control and QoS Rules Provisioning 

-
For WLAN UE and H(e)NB, this procedure would be initiated by the PCRF (non-roaming) or by the V-PCRF (roaming).  The V/PCRF requests the BNG to perform admission control.

-
The BNG takes into account the information contained in the QoS rule but the details for how admission control is performed  in the BNG is out of scope to 3GPP.
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Figure 7.2.2.2-1: GW Control and QoS Rule Provisioning

The GW Control and QoS Rule Provisioning includes the following information:

-
QoS-Rule with the QoS information (QCI, GBR, MBR, ARP).

-
Aggregate Resource for non-GBR bearer.

Editor's note:
Whether the Aggregate Resource is used and the definition of Aggregate Resource is FFS based on H(e)Nb alternatives architecture and WLAN scenario

-
Information (e.g. Session ID) that allows the BNG to associate the request with the existing Gxd session so that the fixed access can identify the traffic plane resources that are affected. For encrypted tunnels (for H(e)NB and untrusted access), there is no immediate need to provide the SDF filters. It is sufficient if the BBF access can associate the request with the right session and perform admission control.

-
UE local IP address and UDP source port number if NAT is detected.

The BNG translates the QoS rule as received of the Gxd interface (i.e. QCI, bit rates, and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on Gxd to QoS parameters applicable in the BBF domain is out of 3GPP scope).

7.2.2.3 BNG-Initiated Gateway Control Session Termination

This procedure would be initiated by the BNG to terminate a Gxd session. The trigger in BNG for initiating this procedure may be that the 3GPP UE is no longer connected via the BBF access (e.g. if the lease of the local IP address used by the 3GPP UE expires), if the BBF access network is aware of the UE's detachment from the BBF access network. The BNG may also use this procedure if an admission control request causes all resources of a UE to be pre-empted (if allowed by regulations).


[image: image3.emf] 

Detection that the UE session  is closed /BBF Access Failure  

GW Control Session  Termination  

BNG   V/ PCRF  

GW Control Session  Termination   ACK  


Figure 7.2.2.3: GW Control Session termination

7.2.2.4
PCRF-Initiated Gateway Control Session Termination

-
This procedure would be initiated by the PCRF (non-roaming) or V-PCRF (roaming) for Gxd to terminate a Gxd session.

-
In case the Gxd session is initiated from the PCRF and PCRF-initiated Gxd session establishment is triggered by Gxb* session, the Gxb* session termination from ePDG may serve as a trigger for PCRF-initiated GW Control session termination toward  BNG.

-
For H(e)NB , the PCRF initiates the GW Control Session Termination to terminate the Gxd session with the BNG when it receives the IP CAN session termination from the last UE connected to the H(e)NB.
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Figure 7.2.2.4: PCRF Initiated GW Control Session Termination

7.2.2.5
BNG-Initiated Gateway Control and QoS Rules Request

In a fixed access, there will probably be limited use of this procedure. For example, the fixed accesses typically do not support UE-initiated resource requests and would also not be able to detect most of the events that are defined as event triggers in PCC. This procedure could however be applicable in case the BNG has pre-empted some resources and wants to report a QoS rule failure to the PCRF, or when the BNG cannot sustain the BW allocated to a particular traffic class/DSCP aggregate.
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Figure 7.2.2.5: Gateway Control and QoS Rules Request

7.2.3
Roaming Procedures

7.2.3.1
H-PCRF Initiated GW Control Session Establishment

The Gxd GW Control Session Establishment procedure is initiated by the H-PCRF when the Gx session establishment/modification from the PDN GW/PCEF includes an indication that a roaming 3GPP UE connects to a H(e)NB in the BBF or WLAN UE access the network via BBF in the VPLMN.  The H-PCRF initiates a single Gxd session for all the UEs connected to the H(e)NB when the first UE attaches to the VPLMN.

For a roaming 3GPP UE connecting to a H(e)NB in the BBF with GTP Home Routed Traffic, the H-PCRF sends to the V-PCRF over the S9 interface the IP tunnel information (including H(e)NB local IP address) and/or FQDN of BBF access network at which the H(e)NB is connected to.

Depending on SP policy the HPLMN may determine QoS rules by taking into account the fact that the presence of BBF access in the VPLMN.

Depending on VPLMN policy the V-PCRF may modify the QoS rules it receives from the H-PCRF.

The V-PCRF initiates the Gxd session with the BNG that includes the QoS information it received from the HPCRF
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Figure 7.2.2.3: H-PCRF Initiated GW Control Session Establishment

7.2.3.2
GW Control and QoS Rules provisioning

The H-PCRF initiates the S9 GW Control and QoS Rules provisioning with the V-PCRF each time the PCRF receives an IP CAN session establishment from a subsequent UE or IP CAN session modification/termination requests. The V-PCRF initiates the Gxd GW Control and QoS Rules provisioning procedure with the BNG each time the PCRF receives an IP CAN session establishment or IP CAN session modification/termination requests.
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Figure 7.3.2.1: GW Control and QoS Rules provisioning
7.2.3.2
H-PCRF Initiated GW Control Session Termination:

The Gxd  GW control session   termination is triggered by the H-PCRF when the last UE connected to the H(e)NB detaches from the network or the WLAN UE terminates the session. The V-PCRF initiates the Gxd GW control session termination procedure with the BNG.
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Figure 7.2.3.2: H-PCRF Initiated GW Control Session Termination

* * * End of 1st Change * * * 
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