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Abstract of the contribution: This contribution proposes an optimization in requesting PDN type for initial attach on S2a with an unmodified UE.
Introduction
The SaMOG work has been phased into: 1) work on solution(s) without UE impact, and 2) work on solution(s) with UE impact. 
With no UE impact, an initial attachment procedure is proposed in TR 23.852 section 7.1.1.2. This procedure is based on an assumption that when a 3GPP UE attaches to EPC over a TNAN, it may send an IPv4 triggering message (e.g. DHCPv4) or an IPv6 triggering message (e.g. RS) to the TNSP. Then the TNSP shall initiate the tunnel setup procedure by using GTPv2 signalling towards the PGW.
At the tunnel setup procedure, the TNSP shall indicate the requested PDN type. It is IPv4-only, IPv6-only, or IPv4v6. Due to the limitation of the unmodified UE, the UE is not able to indicate the IP capability it has. Therefore the TNSP has to assume either a single IP version PDN connection type (e.g. IPv4only or IPv6only) or a dual IP version PDN connection type (i.e. IPv4v6) at tunnel establishment. The current proposal in TR 23.852 section 7.1.1.2 states that IPv4v6 is used by the TNSP if this is supported for this APN. The disadvantage of such solution is that network resources are wasted if the UE is only single-stack capable.
For instance, if the UE is IPv6 only capable, but the TNSP has requested IPv4v6 PDN connection for the UE, the PGW has to allocate one IPv6 prefix and one IPv4 address to the UE. As the UE is IPv6 only capable, the allocated IPv4 address will never be used, and the operator may have limited IPv4 address resources. This is an IPv4 address resource issue for many operators.
Alternatively, the TNSP does not use the PDN type IPv4v6. It could instead indicate PDN type IPv4-only when it receives an IPv4 attach trigger from the UE, and indicate PDN type IPv6-only when it receives an IPv6 attach trigger from the UE. However, that would lead to two PDN connections for a dual stack UE – which also is a waste of network resources.
Solution

This contribution proposes a solution that can avoid the problem of wasting network resources. The proposed solution is to reuse the existing deferred IPv4 address allocation with some adaptations for the SaMOG context. 

When sending the Create Session Request message (step 5), the TNSP shall set the requested PDN type to IPv4v6. The TNSP shall also include a deferred IP address allocation indicator in the message.

The deferred address allocation indicator is set if the L3 attach trigger (received at step 3) is a request for IPv6 connectivity. If an IPv6 attach trigger was received, the deferred address allocation indicator shall be set to “deferred IPv4 address allocation”. 

Note: The opposite case, i.e. when the UE sends an IPv4 triggering message, is proposed to be treated as per current text in the TR. There is no resource limitation issue with the IPv6 prefix allocation and we therefore think it is not justified to introduce deferred IPv6 prefix allocation. This also reduces the impact on the standards as “deferred IPv6 addressing” is not currently supported by EPC. 
At accepting the Create Session Request message, the PGW shall allocate an IPv6 prefix if the deferred address allocation indicator is set to “deferred IPv4 address allocation”.

When sending Create Session Response message (step 8), the PGW shall include the allocated IPv6 prefix, and the deferred IP address allocation indicator which indicates deferred address allocation is allowed.

The TNSP shall continue with the initial attachment procedure as it is specified in TR 23.852 section 7.1.1.2.

After the initial attachment procedure is completed, if a subsequent L3 attach trigger for IPv4 is received from the same UE, the TNSP shall update the PGW with a Modify Bearer Request message which contains a deferred IPv4 address request indicator. 

Upon receiving the Modify Bearer Request message, the PGW allocates a new IPv4 address based on the deferred IPv4 address request indicator, and responses with Modify Bearer Response message. The TNSP shall continue with the layer 3 IP address allocation procedure.

Proposal
It is proposed to add the following to TR 23.852.
*** First Change ***

7.1.1.2
Initial Attach Procedure with GTP on S2a and Anchoring in PDN GW
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Figure 7.1.1.2-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and non-roaming scenarios
Note: 
A per-UE point-to-point link between UE and TNSP is assumed. In particular, it is assumed that the trusted non-3GPP access does not do any routing of UE traffic between TWAP and TNSP. It is assumed that the TWAP applies upstream and downstream forced-forwarding between the UE’s WiFi air link and the TWAP-TNSP link. It is assumed that TNSP applies upstream and downstream forced-forwarding between the TWAP-TNSP link and the UE’s GTP tunnel. The implementation of these assumptions is out-of-scope for 3GPP.
Editor’s Note: Clarification may be needed for forced-forwarding. The need for ARP and for ND in this solution is FFS.

In this specific solution, it is assumed that TNSP is the first hop router and the DHCP server.

Note: 
The link model is different from GTP based S5/S8 and GTP based S2b.
Refer to section 6.1.3.1. Based on assumptions for solutions with no impact to UE, UE cannot provide APN and PCO to TNSP. So, there are following differences than section 6.1.3.1:
· At step 2, the following additions apply:

· The HSS provide APN information to the Trusted Non-3GPP IP Access in the subscription data. HSS provides a default APN for WLAN. PDN type is indicated from HSS in this step.

NOTE: 
If the APN used in 3GPP side is same to the default APN for WLAN then the active PDN connection(s) of the APN may be disconnected in 3GPP access. 

Editor’s Note: How to handle this scenario is FFS.
· The UE and the EPC are mutually authenticated through the WLAN Access as defined in TS 23.402 [3] section 4.9.1.
· IEEE 802.1X as defined by IEEE 802.11 [5] is used over the WLAN air link to carry EAP.

· After EAP authentication, UE traffic over the WLAN air link may be confidentiality and integrity protected as defined by IEEE 802.11 [5].
· At step3, For IPv4 address configuration, DHCPv4 is the L3 attach trigger. For IPv6, LL-DAD NS or RS is the L3 attach trigger. The TNSP does not send RAs until an L3 attach trigger is received. 
Editor’s Note: It is FFS whether DHCPv4, NS, RS is sufficient for the L3 attach trigger.
· At step 5, when TNSP receives L3 attach trigger message, the TNSP selects default APN according the subscription data received in step 2. If the L3 attach trigger is of an IP version not supported by the subscription PDN Type, the TNSP does not send Create Session Request. Otherwise, the TNSP sends a Create Session Request with the PDN Type of the subscription data: 
· If the L3 attach trigger is IPv4 and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv6 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6, and a deferred IPv4 address allocation indicator is included.
· If the L3 attach trigger is IPv4, and step 2 indicates that PDN type is IPv4-only, then PDN type in the Create Session Request is set to IPv4.

· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type is IPv6-only, then PDN type in the Create Session Request is set to IPv6.

· At step 8, PDN GW sends Create Session Response to the TNSP with the deferred IPv4 address allocation indicator to inform the TNSP that deferred address allocation is allowed.
· At step 11, for IPv4, a DHCPv4 message with allocated IPv4 address is sent. For IPv6, the TNSP starts sending RAs with the allocated prefix and sets “autonomous address configuration” flag and “O” flag [RFC 4861].
Editor’s Notes: It is FFS how to support non-seamless WLAN offload.
Note: 
A UE might request to get some IP configuration parameters (e.g. DNS server) by means of DHCP. These parameters sent by TNSP(acting as a DHCP server) to the UE in a DHCP reply. These parameters are retrieved by the TNSP(acting as a DHCP client) from the PGW by means of DHCP. The DNS information may also be sent to the UE in the RA message as specified in RFC6106 "IPv6 Router Advertisement Options for DNS Configuration".
*** Next Change ***

7.1.1.y
Deferred IPv4 address allocation
After the initial attachment is completed, if the UE also performs an IPv4 L3 attach trigger, then the TNSP shall correlate the received IPv4 L3 attach trigger with the established PDN connection.
The TNSP shall update the PGW with Modify Bearer Request message with a deferred IPv4 address request indicator. 

Upon receiving the Modify Bearer Request message, the PGW allocates an IPv4 address for the PDN connection, and responses with Modify Bearer Response message. 

The TNSP shall continue with the layer 3 IP address allocation procedure.

*** End of Changes ***
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