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Abstract of the contribution: This paper proposes a possible solution of QoS control for IMS P2P CDS.
Discussion:
According to the requirements for the IMS P2P CDS system, QoS control should be supported to ensure the required service level quality for user or applications. The QoS problems are listed in the discussion proposal. This paper proposes a possible solution of QoS control for IMS P2P CDS. After the UE selects Peers and possibly obtains the final addresses and ports information for media plane, the UE requests to establish dedicated bearer with the packet filters generated from the local and remote addresses and port numbers. 

Proposal:
It is proposed to accept the following changes to TR 23.844.

  First Change to TR 23.844
6.1.4.x
QoS Control Procedure

After attaining a Peer list from the Tracker AS, the UE selects Peers and requests to establish dedicated bearer with the QoS policy from PCRF and the packet filters generated from the local and remote addresses and port numbers. The content data is then transmitted on the established dedicated bearer.
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Figure 6.1.4.x-1: QoS control Procedure for Alternative 1

1．Perform step1 to step4 as specified in Figure 6.1.4.2.1-1: Session Establishment and Initial Peer list Request.

Editor’s Note: It is FFS whether the invite message needs to carry the UE’s address(es) and port(s) for the media plane .

2．Tracker AS selects peers that can provide the specific content and identifies the Service information needed, e.g. IP address of the IP flow (s), port numbers to be used, information on recommended QoS parameters such as recommended bandwidth or rate, etc.
Editor’s Note: How to generate the recommended QoS parameters is FFS. A possible solution is the service provider provides Tracker AS the recommended QoS parameters such as the minimum bandwidth for the contents, which could guarantee the content could be downloaded in time in most occasions. And Tracker AS selected proper QoS parameter according to UE’s property (such as caching size, access mode, etc.) and corresponding QoS parameters recommended for the specific content.

3. Tracker AS returns service information and list of candidate peers that can provide requested content. The message is forwarded to P-CSCF.

4. P-SCSF records candidate Peers list and provides the Service Information to the PCRF. In the Service Information, the address(s) and port(s) corresponding to the candidate peers could be set to wild card or omitted.

Editor’s Note: It is FFS whether P-CSCF or Tracker AS acts as AF in PCC architecture.

5. The PCRF stores the service information and responds with the Acknowledgement to P-SCSF.
6. P-CSCF provides UE with the candidate Peer list.

7. According to a certain algorithm, the UE selects one or more peers as the content delivery node from the candidate Peers list.

8-9. The UE fetches a Bitmap from each Peer in the Peer list segments. 

According to a certain algorithm, the UE decides from which peer(s) to acquire the content or chunks.

10. Optionally, the UE can negotiate or exchange with the selected peers about the IP addresses and port numbers used to send/receive the content. 

Editor’s Note: The mechanism for negotiating or exchanging the information above is FFS.
11. The UE requests for creation of the dedicated bearer or modification of the packet filters( if there’s already a dedicated bearer) according to the local and remote final IP addresses and port numbers by initiating the bearer resource modification procedure, as specified in TS 23.401.

In this procedure the UE signals a Traffic Aggregate Description (TAD) which includes the packet filter information and requested operation (add/modify/delete packet filters). The packet filter information is derived from the local and remote final IP addresses and port numbers.

12. The P-GW saves packet filter(s) and interacts with the PCRF to trigger the PCC rules and acquire QoS policy.

13. The P-GW creates TFT with the packet filter(s) , and initiates dedicated bearer modification procedure to establish or modify the dedicated bearer with the TFT and the QoS policy, as specified in TS 23.401.

14-15. UE sends the request messages to the selected peers to acquire content. The Peers send the requested chunks to UE through P-GW. The corresponding IP flows are transmitted on the dedicated EPS bearer that is associated with the TFT of the matching downlink packet filter.
Editor’s Note: This solution could solve the problem that the number of initial Candidate Peers exceeds the limitation of TFT by limiting the number of final peers selected by UE in 15, so it might have some impact on UE.
  End Change to TR 23.844
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