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Abstract of the contribution: A proposal for implementation of a trigger delivery function in the MTC IWF is made. The Device Trigger Gateway Solution in 6.45 is used as a baseline, but simplifications as outlined in the discussion part are made, e.g. making device triggering a pure control plane feature. A Rel-11 conclusion to the Device triggering feature is proposed.   
1.  Introduction

A proposal for implementation of a trigger delivery function in the MTC IWF is outlined. It includes an optimized routing of the trigger information directly via the serving SGSN/MME to the UE with full support for PS-only/MSIDSN-less. It also includes a routing of the trigger information using the SMS infrastructure for maximum support in legacy networks and roaming situations. 

The outlined proposal is added as a conclusion to the Device triggering feature and clause 7.2 is updated accordingly.   

2.  Discussion

On a general level, the Device Trigger feature is a service to MTC applications using mobile networks, to get in contact with MTC devices, using an alternative path then the normal E2E IP connection. It could be used in any situation where the MTC Application/MTC Server has lost or need to establish the E2E IP connectivity with an MTC device. 

It is believed that this best done as a pure control plane solution, which might be most robust in a situation where the E2E IP connections need to be recovered.   
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Some agreements in SA2 so far:

· Signaling via a new MTCsp reference point. New protocol TBD.

· The UE to be triggered is identified on MTCsp using a new identifier – translated by the MTC IWF to the IMSI 

· Agreed that MT-SMS shall be one “trigger delivery” method. Works also in roaming and legacy networks.

· A second “trigger delivery” method is being discussed. Supposed to be designed with full PS-only/MSISDN-less support from the beginning.
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Three main solutions for a second trigger delivery method have been discussed:

A) The trigger information is routed via the HLR/HSS and the serving SGSN/MME to the UE.

B) The trigger information is routed directly via the serving SGSN/MME to the UE.

C) The trigger information is routed via the GGSN/PGW/SGW and the serving SGSN/MME to the UE.
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The benefits with alternative B) are:

· The overall system impact is limited, with minimum number of nodes affected.

· A pure control plane method that might have good characteristics for robustness, trigger delay/response time and less risk of overloading multiple network nodes.

· The SGSN/MME can provide detailed feedback to the MTC Server in case the trigger for some reason fails (e.g. “UE unknown in the SGSN/MME”, “UE is in detached state – UE initiated”, “UE is in detached state – network initiated”, “UE does not respond to paging”, “UE does not respond to paging and a missing periodic RAU/TAU has been registered for the UE”, etc).  Translating different network statuses, to appropriate cause codes reported back to the MTC Server/MTC Application, can help to avoid excessive repetitions of the device trigger and hence avoid overload situations. 
Trigger delivery from the SGSN/MME to the UE and the MTC Application needs specific consideration. It is proposed to use delivery in NAS in combination with the normal paging/service request procedure. For GERAN a somewhat different solution would have to be found (not addressed further in this paper). 
2.  Proposal

Based on the discussion above, a minimized version of the “Device trigger gateway solution” 6.45 is proposed. It could either be documented as changing clause 6.45 or as adding a clause 6.45b as proposed below.     
First Change

6.45b
Solution – Device trigger using MT-SMS & direct SGSN/MME interface
6.45b.1
Problem Solved / Gains Provided

Clause 5.8 
"Key Issue – MTC Device Trigger", 

clause 5.11
"Key Issue - Decoupling MTC Server from 3GPP Architecture" and

clause 5.13 
"Key Issue - MTC Identifiers".
6.45b.2
General

This solution uses two trigger delivery methods, delivery using MT-SMS and delivery via direct MTC-IWF to SGSN//MME interface. 
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Figure 6.45b.2-1: MTC device trigger function architecture supporting MT-SMS and direct MTC-IWF to SGSN/MME delivery 

The interrogated HSS returns information related to delivery of the device trigger, such as IMSI and serving SGSN/MME. The trigger information is delivered to the UE using MT-SMS or delivery directly via the SGSN/MME.
The MTC-IWF is a pure control plane function which delivers the trigger information towards the UE regardless of PDP/PDN connection state. The network sends a response to the trigger request to the MTC Server. The result of a device trigger is application specific. The MTC Application in the UE may, for example, establish a PDP/PDN connection (if necessary) and start communicating with the MTC Server or MTC Application. 
Editor’s Note: The details of the solution are FFS.
6.45b.3
Impacts on existing nodes or functionality

Impact to the Core Network: 
-
Deployment of the MTC IWF;

-
New reference points (Sms, SGm and S6m) to connect the MTC-IWF to SMSC, to SGSN/MME and to HSS. The SGm reference point need to be specified as a roaming interface ;
-
New instance of pre-defined reference point (Rf) to connect the CDF;
6.45b.4
Evaluation

End of Changes
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