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Introduction
This paper discusses the scenarios and some key aspects of the BBAI building block 2.

Discussion
During last SA2 meeting, a procedure has been approved for BBAI building block 2 in section 6.3 of TR 23.839. However, this procedure has not considered the scenario when there is a NAT in the RG. 
When there is a NAT inside the RG, the EPC will only know the IP address of the RG and the port number for the traffic going to the core network. The EPC does not know what the port number for the non-seamless WLAN offloaded traffic is. The policy made by the EPC will be based on the RG IP address and the port number for the traffic going to the core network, which cannot be used to identify the traffic offloaded via BBF access network. Since all UEs under the same RG share the same UE local IP address, the UE local IP address itself is not enough to identify the traffic from a certain UE coming from the same RG. Hence, a mechanism needs to be defined to correlate the traffic from a certain UE to the UE.

In BBF, a solution has been adopted into the Appendix C of WT-146 to resolve this problem. In this solution, when the UE attaches to a RG, the RG will first authenticate the UE via AAA server. If there is a NAT in the RG, when the UE request for an IP address, the RG will allocate a range of port number reserved for the future usage of outgoing traffic from the UE. And then, the RG report the port number range to the AAA server via diameter/radius. A typical procedure with the N:1 NAT in the RG is shown in the following figure:
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According to the above figure, the UE is authenticated instep 6, 7, 8, and 9, and the BNG is the AAA proxy for the authentication. In step 12, the UE acquires IPv4 address via DHCPv4, and a range of ports were reserved and allocated for the UE in the RG. In step 14 and 15, the RG informs the port range and the UE ID to the BBF AAA server, and these messages could be known by the BNG as an AAA proxy.
According to the BBF solution, we suggest that, the S9a is established after step 14, and the mapping between UE ID and port range is sent to the PCRF via S9a during its establishment. The Policies for the offloaded traffic made by the PCRF will be based on the port range, as well as the UE local IP address.
Proposal 

It is proposed to the following changes to TR 23.839:
/**************************************** Start of Changes *********************************/
6.3
Procedures WLAN

Editor's Note: This subclause will identify the procedure for offloaded traffic when the UE attaches via WLAN.
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Figure 6.2-1: Procedure on policy interaction for offloaded traffic in WLAN


1
For details of this step, see the initial attach and handover call flows in building block 1. In this step the UE receives its local IP address. The UE authenticates to the 3GPP network either by means of 3GPP-based access authentication or as part of the S2b/S2c tunnel setup. As a result, S9a for this UE is setup. After this step, the UE local IP address is known to the PCRF (non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local break-out case). If there is a NAT in the RG, and the UE is authenticated via 3GPP-based access authentication, the RG will reserve a range of port number for the future N:1 address translation for the traffic from the UE. The RG will report these port range to the BNG/3GPP AAA server. The details of the port range is referred in Appendix C of WT-146 [x]. The BNG reports the port range together with the UE local IP address to the PCRF (non-roaming case), hPCRF(roaming, home-routed case) or vPCRF (roaming, local break-out case).
2-3 Static policy rules for this UE may be sent to the BBF access network. These rules include the UE local IP address and optionally port range if there is a NAT in RG, which enables the BBF domain to correlate packets to this UE.

4. Offloaded traffic from the UE is routed to its peer in the offload network. The peer might be an AF, alternatively the TDF in the BBF domain might detect the offloaded traffic. If the peer is not an AF or traffic detection is not performed for the offloaded traffic, step 5-7 are omitted. 

5. As a result of the previous step, there may be Xx signalling to the PCRF.

Editor's Note: It is FFS how the correct PCRF is found.

6-7. As a result of the previous step, dynamic policies may be sent to the BBF access network. These rules include the UE local IP address and optionally port range if there is a NAT in RG, which enables the BBF domain to correlate packets to this UE.

/**************************************** End of Changes *********************************/
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