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Abstract of the contribution: This document proposes changes to TR 23.812 related to dynamic S-CSCF load balancing.
Introduction

A related discussion document provides background and detail on this proposal. This contribution contains the proposed changes to the TR.

Proposed Changes

Start of change 1

4.2.1.3
Analysis of S-CSCF Load Balancing 

When a UE initially registers in the IMS, a S‑CSCF shall be assigned to serve the UE. S‑CSCF assignment is performed by the I‑CSCF, but the S-CSCF selection policy of the I-CSCF mainly depends on the capabilities, topological information and the availability of the S-CSCF (See TS 23.228 [3] for details). The I-CSCF does not have Load Balancing information related to the S-CSCFs, which may result in a bad distribution of the load between the S-CSCF of an IMS network.  

When a UE re-registers, the S-CSCF, which was assigned at initial registration, may no longer be the optimal choice with regard to load balance and/or availability of alternative S-CSCFs. S-CSCF re-selection may not be done during re-registration, which may lead to sub-optimal S-CSCF allocations for a long time period.
The period between registration and re-registration may be quite long (e.g. 24 hours). During this time a UE will be assigned to a particular S-CSCF. Especially for so-called complex UEs (e.g. NGCNs) with many (sometimes simultaneous) sessions, this assignment may lead to sub-optimal S-CSCF allocations with respect to the load distribution over S-CSCFs. There is a need for a per session S-CSCF (re-)assignment based on load independent of the S-CSCF assignment performed during initial (or re-)registration.

End of change 1

Start of change 2

4.4.1
Problems description
· Editor’s Note: This section analyzes IMS scalability mechanism and identifies potential scalability problems (e.g. how to reduce OPEX upon SLF/HSS and P/I/S-CSCF expansion). 
The network scalability is a critical point for the network expansion ability and maintenance of an IMS network. The problem of scalability includes several aspects. How to preserve the efficiency of locating user data is one of them if the number of subscribers grows a lot. 
When the number of subscribers increases continuously, operators usually need to deploy multiple HSSs that may be distributed geographically. SLF is thus deployed to handle the selection of multiple HSSs. The size of the SIP URI based index table in SLF will become bigger and bigger which may as result cause the inefficiency of addressing the right HSS through querying SLF via Dx and Dh interface. These inefficiencies may be implementation dependent rather than standardization related.
Another aspect relates to the synchronization amongst distributed SLFs. If distributed SLFs are utilized to, e.g. improve the efficiency of locating the right HSS or handle restoration issues, every time a new HSS equipment is added to expand the user capacity, all distributed SLFs may have to be synchronized with the new index information. The larger the user capacity becomes, the larger the number of SLFs needs to be, and the more time-consuming the synchronization will be. 
Another aspect is related to the access of (large) NGCN sites.  If an NGCN for example relies on a subscription-based business trunking scheme in the IMS network, then the individual end-users served by the NGCN are implicitly registered to the IMS. The implication is that all service requests to and from this NGCN are served by the same S‑CSCF during the registration period. Above this S-CSCF load balancing by re-registration will result in selection of the same, already assigned S-CSCF in the case of active sessions with the NGCN.
End of change 2
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6.1.1.6
S-CSCF Load balancing at session initiation
6.1.1.6.1
General
In contrast with the current registration or re-registration schemes the alternative load balancing method described in this clause results in registered UEs without rigid assignment to an S-CSCF for the whole registration period. Thereby allowing conditional assignment of an S-CSCF to a UE for a shorter period, e.g. the period associated with a session.

This method is described in the following subclauses, including some required architectural changes. The method implicitly takes care of overload situations and restoration in case of failure of one of the S-CSCF implementations.
6.1.1.6.2
Dynamic S-CSCF Load Balancing (registration)

Fig 6.1-8 shows an extension to the normal registration procedure: 

· if load balancing is supported for terminating session initiations, then the selected S-CSCF stores the received Path header (containing the path from S-CSCF to P-CSCF) in the HSS for later retrieval during load balancing at session initiation at the terminating side;

· if load balancing is supported for originating session initiations, then the Service-Route header sent in the 200 OK to the P-CSCF shall contain the address of the Load Balancing Function (LBF) for later use during load balancing at session initiation at the originating side.


[image: image1]
 Fig 6.1-8: Information flow extended registration procedure
1
LDF interacts continuously with the S-CSCFs in the same domain to obtain dynamic load information of all S-CSCFs. The load information is on request available to the HSS.

2-5.
On receipt of a REGISTER request the normal (TS 23.228) procedure is executed (e.g I‑CSCF assigns S‑CSCF#1). The UAA answer given by the HSS to the I-CSCF may be based on the load information requested by the HSS from the LDF.

6
In case the IMS supports load balancing for terminating session initiations, then in addition to the normal (TS 23.228) procedure the selected S-CSCF stores via the SAR message in the HSS the Path header information received in the REGISTER message. This enables routing to the P-CSCF associated to the registered UE in case of dynamic S-CSCF load balancing on call termination.

7
Completion of registration following the normal procedure (TS 23.228). In case the IMS supports load balancing for originating session initiations, then the I-CSCF will insert the Load Balancing Function (LBF) in the Service Route header sent to the P-CSCF. This will ensure that during session initiation the LBF will be included in the path from P-CSCF to S-CSCF.

6.1.1.6.3
Dynamic S-CSCF Load Balancing (originating side)

6.1.1.6.3.1 and 6.1.1.6.3.2 show information flows where the preferred S-CSCF is selected at session initiation at the originating side. In the first information flow the P-CSCF is in the home network of the UE and in the latter information flow the UE is roaming and thus the PCSCF belongs to the visited network.

6.1.1.6.3.1
Dynamic S-CSCF Load Balancing (originating side, home network)

In the case the UE relates to a P-CSCF in its home network the S-CSCF selection on the basis of information from the Load Detection Function (LDF) is performed by a Load Balancing Function (LBF).
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Fig 6.1-9: Information flow load balancing originating S-CSCF at session initiation from UE in home network
1
LDF interacts continuously with the S-CSCFs in the same domain to obtain dynamic load information of all S‑CSCFs. The load information is on request available to HSS.

2
P-CSCF receives an originating SIP request for a user who has registered on S-CSCF#1.During registration a Service Route header has been received containing the LBF as next hop.
3
P-CSCF routes the INVITE to the LBF according to the information contained in the stored Service Route header.
4
The LBF queries the HSS for an S-CSCF using the LIR message and receives S-CSCF#2 as an answer in the LIA message from the HSS. The HSS has based its answer on the load information requested from the LDF.

5. 
The LBF forwards the originating SIP request to the selected S-CSCF#2 and the normal procedure follows.
6
S-CSCF#2 retrieves originating user profile with iFC if not known already and performs service control on basis of originating user profile and iFC
7.
S-CSCF#2 forwards the INVITE to the terminating side as usual.

6.1.1.6.3.1
Dynamic S-CSCF Load Balancing (originating side, visited network)

In the case the UE is roaming and thus the P-CSCF belongs to the visited network the S-CSCF selection on the basis of information from the Load Detection Function (LDF) is performed by a Load Balancing Function.

[image: image3] Fig 6.1-10: Information flow load balancing originating S-CSCF at session initiation from UE in visited network
1
LDF interacts continuously with the S-CSCFs in the same domain to obtain dynamic load information of all S‑CSCFs. The load information is on request available to HSS.

2
P-CSCF receives an originating SIP request for a roaming user (registered on S-CSCF#1). During registration a Service Route header has been received containing the LBF as one of hops towards S-CSCF#1.
3
P-CSCF routes the INVITE to the LBF according to the information contained in the stored Service Route header.This INVITE may pass an IBCF of the home network.
4
The LBFqueries the HSS for an S-CSCF using the LIR message and receives S-CSCF#2 in the LIA message from the HSS. The HSS has based its answer on the load information requested from the LDF.

5. 
The LBF forwards the originating SIP request to the selected S-CSCF#2 and the normal procedure follows.
6
S-CSCF#2 retrieves originating user profile with iFC if not known already and performs service control on basis of the originating user profile and iFC.
7.
S-CSCF#2 forwards the INVITE to the terminating iside as usual.

6.1.1.6.4
Dynamic S-CSCF load balancing (terminating)

In the case the IMS receives a terminating session initiation request the S-CSCF selection on the basis of information from the Load Detection Function (LDF) is performed by the I-CSCF.


[image: image4]Fig 6.1-11: Information flow: load balancing terminating S-CSCF at session initiation
1
LDF interacts continuously with the S-CSCFs in the same domain to obtain dynamic load information of all S‑CSCFs. The load information is on request available to HSS.

2
Terminating I-CSCFreceives INVITE from originating side for a UE originally registered to S-CSCF#1.

3
I-CSCF performs user location query as usual to HSS. The HSS requests load information from LDF and determines optimal S-CSCF (in this case S-CSCF#2). This S-CSCF is indicated in the answer to the I-CSCF. 

4
I-CSCF forwards the INVITE to selected S-CSCF#2.

5
S-CSCF#2 retrieves terminating user profile with iFC and stored Path header information if not known.

6
After performing service control according to the terminating user protocol and iFC the S-CSCF#2 forwards the INVITE according to the stored or retrieved Path header information.

7
The INVITE is forwarded to the destination UE.

End of change 3
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6.2.2.1.1
General
The load information of S-CSCFs is beneficial to improve Overload Control. If the  load state of S-CSCFs is considered when selecting an S-CSCF during the initial registration, load imbalance amongst S-CSCFs due to the overload of an S-CSCF might be alleviated to some extent and S-CSCFs might be utilized more efficiently. The LDF (Load Detection Function) could be introduced to help implement S-CSCF Overload Control for certain scenarios. 

The observations in subclauses  6.1.1.3 and 6.1.1.6 are also applicable to Overload Control.
End of change 4

Start of change 5
7.2.2.4
S-CSCF Load Balancing at session initiation

7.2.2.4.1
General
The alternative documented in subclause 6.1.1.6 proposes loosening the rigid assignment of an S-CSCF to a UE at (re)registration and a method for assignment of a prefered S-CSCF at each initial request. This method also employs the LDF, which collects load information from all available S-CSCFs and may be co-located with HSS.
During the study for S-CSCF load balancing at session set-up it appeared important to separate S-CSCF load balancing on the originating side from S-CSCF load balancing at the terminating side. This is mainly because both CSCFs involved in a call may reside in different networks.

7.2.2.4.2
Load balancing originating S-CSCF at session initiation

Load balancing of the originating S-CSCF at session initiation is obtained by the introduction of a new function, the Load Balancing Function. The LBF function will be passed by initial requests due to its introduction (during registration) in the Service Route information sent to the P-CSCF. Since it is a separate function it introduction does not require any change to the P-CSCF function. Since the LBF function will always be part of the home network thie solution enables load balancing for UE that are in the visited network as well as for UEs that are in their home network. Thus, the introduction of this function leads to signalling flows and architectures that are similar for roaming and non roaming situations.

7.2.2.4.3
Load balancing terminating S-CSCF at session initiation

Because the assignment of an S-CSCF to an UE is realized or neglected in a terminating network with S-CSCF load balancing, the path from the S-CSCF to the UE via a P-CSCF has to be retrieved from the HSS at call set-up. To enable this, the HSS must be able to keep this information, stored at registration in the user profile (e.g. by storing Path header information). This requires an addition to the data structure of the user profile and to the format of the signals that contain this information.

End of change 5
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