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Discussion
All mobile platforms today enable applications (by means of suitable APIs) to specify some attributes of their generated traffic, e.g. to specify the source IP address of their traffic, to specify the type of service (QoS), an APN associated with their traffic, etc. Some of these attributes can be used to indicate how applications prefer their outgoing traffic to be routed across multiple local interfaces. For example, an application that selects a source IP address for its traffic expects the underlying platform to route this traffic to the associated IP interface. Similarly, an application that selects an APN for its traffic expects the underlying platform to route this traffic to the associated PDN connection (typical examples: an MMS application, a location-based application using SUPL, etc).
Consequently, a UE implementation has to deal with application routing preferences and with operator routing preferences, i.e. the inter-system routing policies in TS 23.402 plus the policies to be defined in the scope of OPIIS work item. Potential conflicts between these routing preferences can arise. For example, an operator preference may instruct the UE to route traffic of application X to the local interface Y, whereas application X may bind its traffic to the local interface Z. To resolve such conflicts, the following requirements should be considered:
-
The application preferences should be respected whenever possible. Note that some applications will not work otherwise (example: an MMS application with its traffic routed to the Internet APN or with non-seamless WLAN offload).

-
The operator preferences should be capable of preventing undesired traffic from certain APNs and fulfil the offload requirements. As an example, the operator should be able to prevent certain traffic and/or applications from using the IMS APN. 
To meet both these requirements, it is proposed that the solution for IP interface selection shall route traffic that is explicitly bound to an IP interface towards this interface (respect application preferences), provided the operator policies do not prevent such routing (respect operator preferences). In other words, it is proposed that the solution for IP interface selection shall fulfil the following requirement:

-
The application-specific (routing) preferences shall take precedence over the operator-specific preferences, provided the application-specific preferences do not attempt to route traffic to an interface that is forbidden by the operator-specific preferences.
To capture these requirements, the following changes are proposed in TR 23.853.
Proposed Changes
4.2
Architectural requirements

-
The solution for IP interface selection should minimize the conflict with the Inter-System Routing Policies (ISRPs) specified in Rel-10.
-
The solution shall allow an operator to prevent certain traffic from using certain IP interfaces. For example, it shall be possible to specify that traffic to UDP port 5060 shall not use the PDN connection associated with the internet APN.
-
The application-specific (routing) preferences shall take precedence over the operator-specific preferences, provided the application-specific preferences do not attempt to route traffic to an interface that is forbidden by the operator-specific preferences.
NOTE: 
Application-specific routing preferences can be specified by typical programmatic means, e.g. by binding a socket to a local IP address or to an APN.
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