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Abstract of the contribution: This paper is intended to provide a solution for ePDG selection based on the location of UE. 
1. Introduction

In current specification, when UE establishes PDN connection through the 3GPP core network, it selects the ePDG by static configuration or dynamically. When the UE selects the ePDG dynamically, it constructs an FQDN using the PLMN ID and performs the DNS retrieval procedure.
2. Discussion
Considering large deployment, it is not enough to only use PLMN ID for ePDG selection. ePDG selection based on the location of UE consists three parts:
A) How to define the location of the UE?
When talking about the location information of the UE, we can use the geographical location or the location of the access network. In 3GPP, we define the UE’s location including cell-ID, TAI, RAI, SAI and so on. In WLAN, there is no such location information defined. 

Is it necessary to generate new location information for WLAN? Do we need any “sector ID” in the WLAN? In fact, if we generate the sector ID or cell ID in WLAN, this information has to be related to the AP-ID/ANID. The coverage of an AP is much smaller than an eNodeB. Therefore, it is suitable to directly use the AP-ID/ANID as the location information of the UE instead of new defined location information of the UE. 
B) Who performs the selection?
Solution A: the network performs the ePDG selection for the UE
The network selects the ePDG according to the access location information (AP-ID/ANID) of the UE.
Solution B: UE performs the ePDG selection itself, adding its own location information
The UE only knows the PLMN ID it registers to and the SSID it connects to. PLMN ID is not enough for location based ePDG selection. SSID cannot be considered as location information because all of the wifi APs may share the same SSID among one PLMN. If the UE does the selection itself, it adds the BSSID of the AP it connects to into the FQDN it constructs for ePDG selection. 
Analysis:
Solution A requires less impact to the UE. Moreover, it hides the network topology to the UE. 
Solution B is transparent to the network. Moreover, the UE based selection lacks of network control.

C) When perform the selection?

Solution A: during WLAN session establishment 
When the UE attaches the WLAN access network, the network selects the ePDG according to the AP-ID/ANID the UE connects to. The selected ePDG is returned to the UE during the authentication procedure. When the UE establishes IKEv2 tunnel, it uses the ePDG the network provides to it.

Solution B: 

After the UE establishes IPSec tunnel with its initial selected ePDG, the AAA server discovers another ePDG closer to the UE. Then the ePDG reallocation procedure is needed.

Analysis:

Solution A performs the ePDG selection before the IPSec tunnel establishment. It’s the natural way that the network selects the ePDG for the UE. One thing to point out is that the SWa authentication procedure is optional if SWd authentication is performed according to the specification. 
Solution B avoids using the optional step to make sure that the ePDG selection for LOBSTER is performed. But the UE and the ePDG should support RFC5685 IKEv2 reallocation.

Considering the reasonable deployment, if we do not need the WLAN AN-AAA authentication procedure (i.e., other authentication method is used), the session between the WLAN AN and the AAA server needs to be established (e.g, for charging purpose). This makes sure that the ePDG selection for LOBSTER can always be performed before the IPSec tunnel establishment if the network supports. The only impact to the UE is that it receives the ePDG information from the network. The comparisons are showing in the following table.
Table 1 comparison between two solutions of when to select an ePDG

	Impacts
	Delay
	UE
	ePDG
	AAA Server/Proxy

	Solution A
	No, select before IPSec tunnel establishment
	Receives the ePDG information
	No
	Selects the ePDG according to the UE’s location

	Solution B
	IPSec tunnel establishment after the ePDG reallocation
	Support RFC5685
	Support RFC5685
	Selects the ePDG according to the UE’s location


3. Proposal
We propose to discuss the above solutions and adopt Solution A for issue B) and Solution A for issue C). The related CR is S2-113298.
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