SA WG2 Temporary Document

Page 5

3GPP TSG SA WG2 Meeting #86
TD S2-113283
11 – 15 July 2011, Naantali, Finland

Source:
Huawei, Hisilicon
Title:
TS23.139: Handover procedure from eNB/HeNB to HeNB
Document for:
Approval
Agenda Item:
9.3
Work Item / Release:
BBAI/Rel-11
Abstract of the contribution: This contribution proposes to discuss handover procedure from eNB/HeNB to HeNB. 
Discussion
Handover procedures defined in TS23.401 include X2-based handover and S1-based handover. Both them should be enhanced for the case that UE handover from eNB/HeNB to HeNB. There are two issues which should be resolved for handover between HeNB,
First issue is how HeNB IP address and flow description information (i.e. IPsec tunnel information) is send to core network for QoS control of BBF network. Currently, when UE attaches, HeNB sends HeNB IP address and UDP port information to EPC via S1 signaling, in order to enable the PCRF to find the BPCF based on HeNB IP address and the BPCF to perform QoS control based on flow description (i.e. to indentify the IP flow corresponding to the IPsec tunnel from HeNB to SeGW). When the UE perform Ho between two different HeNB the traffic is transmitted in two different tunnels. The figure below shows two scenarios, when both source and target HeNB are connected to the same BBF line and when the HeNB are connected to two different BBF lines.  In both scenarios the HeNB end point is different, but in first scenario in case of NAT the HeNB Local IP address is the same with 2 different UDP source ports, while in second scenario the HeNB Local IP address is the different. However in both scenarios when Ho is performed the UE traffic is switched between Tunnel #1 to tunnel #2. So this contribution proposes that Target HeNB should send its IP address and flow description information to EPC via path switch request.
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Second issue is how to deal with forward data from source eNB/HeNB to target HeNB. Obviously, BBF network it not able to make any admission control for forward data Admission Control based on signalling received by PCRF over S9*, because forward data is transferred before target HeNB sends any signalling to EPC. On the other hand, since BBF network manage traffic IP packets according to DSCP value, BBF network can’t distinguish forward data (dash line) from normal downlink data (solid line), for which BBF network has already made the admission control. Therefore, there may be resource conflict between forward data and normal downlink data, i.e. BRAS/BNG may discard some normal downlink data since forward data occupy the resource allocated to normal downlink data. For the UE which is running GBR service under the target HeNB this can provoke a degradation of services. For example, lets suppose that 10 UEs are running GBR service under the HeNB #2, when another UE_A handover to HeNB #2, the forward data occupies some resource allocated to the 10 UEs and BNG/BRAS have to discard packet randomly. It means that all UEs register a lost of packets for GBR service and some of the GBR service may be disconnected due to packet lost. This contribution proposes that Source HeNB should mark forward data IP packet with a specific DSCP value, such as DSCP used for non-GBR service avoiding impacts on normal downlink data until the IP-CAN session modification is performed.
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This contribution proposes handover procedures, X2-baed and S1-based. 
The contribution introduce also the “Tunnel Flow Description” terminology describe in S2-111yyyy

Proposal

* * * Start of 1st Change * * *  
9.1.X 
X2-based handover without Serving GW relocation

This procedure is used to hand over a UE from a source HeNB to a target HeNB using X2 when the MME is unchanged and decides that the Serving GW is also unchanged. The presence of IP connectivity between the Serving GW and the source HeNB, as well as between the Serving GW and the target HeNB is assumed.

NOTE :
Release 10 don’t support X2-based handover between eNB and HeNB.
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Figure 9.1.X-1: X2-based handover without Serving GW relocation

This procedure is the same as described in 23.401, clause 5.5.1.1.2 with the addition of the new step described below.

Path switch request (Step 1) and modify bearer request(Step 2 and 3), defined in 23.401, clause 5.5.1.1.2, are extend to carry the Target HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks.
Step C.1 The PGW initiates IP-CAN session modification procedure as defined in TS 23.203 [4], with the following additional information, the Target HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks.
Step C.2 The PCRF sends the Gateway Control Session establishment/QoS Rules provisioning message to the BPCF, which includes the Target HeNB local IP address and UDP port if NAT/NAPT is detected.

NOTE: PCRF select BPCF based on HeNB local IP addrsss and/or FQDN, therefore PCRF may select BPCF for Target HeNB which is different from the BPCF for sourcet HeNB.

Step C.3 The PCRF sends the IP-CAN session modification acknowledge to the PGW.

Step C.4 The PCRF notifies BPCF to release the resource which reserved for source HeNB. This step may be Gateway Control Session termination/QoS Rules provisioning procedure.

NOTE :
Admission control in BBF network is not able to perform Admission Control based on signalling received by PCRF over S9*  for forward data from Source HeNB to target HeNB in handover execution phase. Therefore, during HO execution the Source HeNB should mark forward data with DSCP value, such as DSCP value for non-GBR data, to avoid impacts on other UE’s GBR service.

The interaction between the BPCF and the BNG is out of scope.
9.1.Y
X2-based handover with Serving GW relocation

This procedure is used to hand over a UE from a source HeNB to a target HeNB using X2 when the MME is unchanged and the MME decides that the Serving GW is to be relocated. The presence of IP connectivity between the source Serving GW and the source eNodeB, between the source Serving GW and the target eNodeB, and between the target Serving GW and target eNodeB is assumed. (If there is no IP connectivity between target eNodeB and source Serving GW, it is assumed that the S1-based handover procedure shall be used instead.)

NOTE :
Release 10 don’t support X2-based handover between eNB and HeNB.


[image: image4.emf] 

C . 2   Gateway Control   Session  Establishment Procedure  

Source   S -   GW  

P - GW  

vPCRF  

  MME   BPCF   RG   BNG  

C . 4   Resource release  Procedure  

C . 1   IP - CAN   Session  Modification   Procedure  

UE   hPCRF  

Roaming  Scenarios  

Fixed Broadband  Access  

Source HeNB  

Target HeNB  

Handover procedure a s  in TS  23.40 1 ,  Figure  5.5.1.1. 3 - 1   after Step 3a  

Handover   procedure a s  in TS  23.40 1 ,  Figure  5.5.1.1. 3 - 1   before Step 3a  

C . 3   IP - CAN   Session  Modification Procedure  

Target   S -   GW  


Figure 9.1.Y-1: X2-based handover with Serving GW relocation

This procedure is the same as described in 23.401, clause 5.5.1.1.3 with the addition of the new step described below.

Path switch request (Step 1) and modify bearer request(Step 2 and 3), defined in 23.401, clause 5.5.1.1.3, are extend to carry the Target HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks.

Step C.1-C.4 are same to the C.1-C.4 in Figure 9.1.X-1.
The interaction between the BPCF and the BNG is out of scope.
9.1.Z
S1-based handover
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Figure 9.1.Z-1: S1-based handover

This procedure is the same as described in 23.401, clause 5.5.1.1.3 with the addition of the new step described below.

Handover notify (Step 13) and modify bearer request(Step 15 and 16), defined in 23.401, clause 5.5.1.2.2, are extend to carry the Target HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks.

Step C.1-C.4 are same to the C.1-C.4 in Figure 9.1.X-1.
The interaction between the BPCF and the BNG is out of scope.
* * * End of Change * * *  
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Handover procedure as in TS 23.401, Figure 5.5.1.1.2-1 after Step 3a
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Handover procedure as in TS 23.401, Figure 5.5.1.1.3-1 before Step 3a
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Handover procedure as in TS 23.401, Figure 5.5.1.1.3-1 after Step 3a
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Handover procedure as in TS 23.401, Figure 5.5.1.2.2-1 before Step 16
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Handover procedure as in TS 23.401, Figure 5.5.1.2.2-1 after Step 16
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