SA WG2 Temporary Document

Page 1

SA WG2 Meeting #86
TD S2-113158
11 - 15 July, 2011, Naantali, Finland
(revision of S2-11xxxx)
Source:
Huawei, HiSilicon
Title:
Discussion for the MME information stored in the anchor MSC Server 
Document for:
Approval

Agenda Item:
7.6.1
Work Item / Release:
FS_rSRVCC / R10

Abstract of the contribution: Discuss whether the anchor MSC Server storing the information of serving MME node is a new feature or not.
1 Discussion

In SA2#84 meeting, in case of CS voice call established during SRVCC from E-UTRAN to GERAN without DTM support, it has been discussed/agreed that the anchor MSC Server can store the information of serving MME in order to find out the serving MME in case of rSRVCC occurrence. However, it is not clear whether or not this is a new feature. 
In case of SRVCC from E-UTRAN to GERAN/UTRAN:
a) A SRVCC PS to CS Request message shall be sent across Sv interface from the MME/SGSN to the target MSC server as part of the MME/SGSN SRVCC procedure;
b) Consequently, a SRVCC PS to CS Response message shall be sent across Sv interface as a response to SRVCC PS to CS Request by the MSC server.
c) Later on, a SRVCC PS to CS Complete Notification message shall be sent across Sv interface to the source MME/SGSN to indicate the SRVCC handover with CS Domain has been successfully finished during SRVCC procedure;

d) Consequently, a SRVCC PS to CS Complete Acknowledge message shall be sent across Sv interface as a response to SRVCC PS to CS Complete Notification
Based on above discussion, we can conclude that the anchor MSC Server needs to store the related MME information in order to being able to send back SRVCC PS to CS Response/SRVCC PS to CS Complete Acknowledge to the Serving MME.
Also, according to section 5.2.2 of 29.280, we can see that the serving MME delivers MME/SGSN Sv Address for Control Plane and MME/SGSN Sv TEID for Control Plane to the anchor MSC Server via SRVCC PS to CS Request message. See the detail in below text highlighted in yellow.
So, based on the above discussion, we can conclude that the anchor MSC Server storing the information of serving MME is not a new feature and the anchor MSC Server has supported the functionality already.
Abstract from 29.280
5.2.2
SRVCC PS to CS Request

A SRVCC PS to CS Request message shall be sent across Sv interface from the MME/SGSN to the target MSC server as part of the MME/SGSN SRVCC procedure in 3GPP TS 23.216 [2].

Table 5.2.2 specifies the presence requirements and conditions of the IEs in the message.
Table 5.2.2: Information Elements in a SRVCC PS to CS Request 
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	This IE shall be included in the message except for the cases:

· The UE is emergency attached and it is UICCless

· The UE is emergency attached and the IMSI is not authenticated
	IMSI
	0

	ME Identity (MEI)
	C
	This IE shall be included in the message for the following cases: 

· The UE is emergency attached and it is UICCless

· The UE is emergency attached and the IMSI is not authenticated
	MEI
	0

	
	CO
	This IE shall be included for all SRVCC calls if available in the MME or SGSN (NOTE 2).
	
	

	Sv Flags
	C
	The following flags are applicable:

· EmInd: this flag shall be sent if this session is for an emergency call.

· ICS: this flag shall be sent to request IMS Centralized Service support.
	Sv Flags
	0

	MME/SGSN Sv Address for Control Plane
	M
	This IE specifies the address for control plane message which is chosen by the source MME/SGSN
	IP-Address
	0

	MME/SGSN Sv TEID for Control Plane
	M
	This IE specifies the tunnel for control plane message which is chosen by the source MME/SGSN. The target MM shall include this TEID in the GTP header of all related control plane messages which are related to the requested bearer.
	TEID-C
	0

	C-MSISDN
	C
	The MME/SGSN shall include C-MSISDN IE in the message except for the cases:

· The UE is emergency attached and it is UICCless

· The UE is emergency attached and the IMSI is not authenticated

The C-MSISDN is defined in 3GPP TS 23.003 [4].
	MSISDN
	0

	STN-SR
	C
	The MME/SGSN shall include STN-SR IE if this session is not for an emergency call.
	STN-SR
	0

	MM Context for E-UTRAN SRVCC
	C
	The MME shall include mobile station classmarks, supported codecs, and CS Security key in MM Context for SRVCC for E-UTRAN SRVCC. 

The derivation of the CS security keys shall follow the procedures defined 3GPP TS 33.401[7].
	MM Context for E-UTRAN SRVCC
	0

	MM Context for UTRAN SRVCC
	C
	The SGSN shall include mobile station classmarks, supported codecs, and CS Security key in MM Context for SRVCC for UTRAN (HSPA) SRVCC. 

The derivation of the CS security keys shall follow the procedures defined 3GPP TS 33.102[10].
	MM Context for UTRAN SRVCC
	0

	Source to Target Transparent Container
	M
	 The MME or SGSN shall include Source to Target Transparent Container IE
	Source to Target Transparant Container IE
	0

	Target RNC ID 
	C
	This IE shall be used to identify the target access for SRVCC handover to UTRAN (note 1).
	Target RNC ID 
	0

	Target Cell ID
	C
	This IE shall be used to identify the target access for SRVCC handover to GERAN (note 1).
	Target Global Cell 

ID
	0

	Private Extension
	O
	None
	Private Extension
	VS

	NOTE1:
Based upon the SRVCC Handover procedure, either Target RNC ID or Target Cell ID shall be present in this message

NOTE2:
An MME or SGSN supporting the Sv interface should attempt to get the ME Identity for all SRVCC calls for interception, charging or Automatic Device Detection in the MSC.


2 Proposal

It is proposed to delete Editor’s Note 2 and add the clarification that the storing MME information is the existing functionality for the anchor MSC Server.
First Change
6.3.3.9.3
Alternative 3: RAN provided information

According to 6.3.3.9.2:

Regarding bullet a and bullet b where GERAN is DTM capable:

In case of UTRAN or DTM capable GERAN network, during attachment procedure or RAU procedure, the RNC/BSS has the information pointed to the serving SGSN, which can be stored in RNC/BSS in case of active CS session. When RNC/BSS needs to start rSRVCC HO, it includes this serving SGSN address as part of the HO signalling toward the MSC enhanced for rSRVCC.
As RNC/BSS have no UE context for the UE in idle mode, the UE should initiate RAU to provide the RNC or BSS with the RAI/P-TMSI/P-TMSI signature or RAI/TLLI respectively when initiating CS call.
Editor’s Note 1: It is FFS how target RNC/BSC to get the serving SGSN information in case of normal CS HO but without RA change (e.g. inter RNC HO without RA change).
Regarding bullet b where GERAN is Non-DTM capable:

In case of Non-DTM capable GERAN network, according to clause 16.2.1.1.1 of 23.060, it seems the suspend procedure can be reused to transfer RAI and TLLI to BSC. 

In this case, when UE has been involved in active CS call, the UE sends RR Suspend (TLLI, RAI) message to the BSS and BSS stores the related information. If the MS performs an inter-BSC handover while suspended, the TLLI and RAI should be transferred as BSC-to-BSC information in the Handover Required and Handover Request messages. 

Regarding bullet c:

This applies to the scenario of CS voice call established during SRVCC from E-UTRAN to GERAN without DTM support where the UE will be in GPRS PS suspend state in GERAN.

In this case, the UE will send RR Suspend with TLLI/RAI to BSC that is mapped from GUTI pointed to old serving MME and the following procedure is similar with the bullet b.
Alternatively, SRVCC MSC Server is the anchor MSC Server and can store the information of serving MME node. Assuming SRVCC MSC Server can also act as rSRVCC MSC Server, the stored MME information can be used by the anchor MSC Server to find the correct MME. Please note that the SRVCC MSC Server is able to find the source MME based on the received information during SRVCC PS to CS procedure according to TS 29.280.

During rSRVCC procedure, RNC/BSS includes the rSRVCC Info IE with serving SGSN/MME information in Handover/Relocation Required message for CS to PS handover, which is used by MSC Server to find the serving SGSN/MME correctly.
End of Change
3GPP

SA WG2 TD


