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Abstract of the contribution: This contribution proposes an outline for the WLAN part of BB2. 
Introduction
The scope of BB2 is defined as below. This contribution proposes an outline to the BB2 section in TR 23.839, including a reference architecture and architectural assumptions.

The following aspects will be covered in Building Block II (building on interworking functionality of Building Block I):

· Policy and QoS interworking between 3GPP and BBF architectures considering the following scenarios:

· When H(e)NB is being used and traffic is offloaded in the local wireline network

· When WLAN is being used and traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)
Proposal
It is proposed to add the following to 23.839
*** First Change ***

6
Building Block II

6
.1
Architecture

Editor's Note: This subclause will identify the architectural requirements and assumptions as well as architecture common for building block II. The architecture reference model is already defined in building block I. This subclause only captures additions to building block I.
6.1.1 Architecture for WLAN
6.1.1.1
Reference model
Editor's Note: The architecture reference model is already defined in building block I. This subclause is only added for reference.


[image: image1.emf]BRAS/BNG

BBF defined access and network

BPCF

AN (e.g

DSLAM/ONT)

EPCNetwork

SWa

S9*

Customer Premises Network

WiFi

AP

RG

UE

BBF 

Device

BBF AAA  

(proxy)

SWu/S2c

Network to offload to

IP services (e.g. 

Operator controller 

IMS, PSS, some 

service on Internet)

Rx


Figure 6.1.1.1-1: Architecture for offload
6.1.1.2
Architectural requirements and assumptions
The UE has a local IP address and optionally an S2b/S2c tunnel address. The UE uses its local IP address for all offloaded traffic.

The definition of which IP flows to offload is either pre-configured in the UE or sent to the UE by means of ANDSF policies (ISRP). The UE takes the decision which flows to offload. It is possible that some flows are offloaded while simultaneously other flows are not offloaded.
The UE might or might not be behind a NAT. The NAT might reside in the BBF access network or in the customer premises network.
6.1.2 Architecture for Femto

Editor's Note: This subclause covers femto-specific architecture aspects for offloading

6.2 Policy and QoS
Policies for a UE’s offloaded traffic are sent from the EPC Network to the BBF access network via S9*.

Establishment of S9* for a UE is either done as a result of the UE’s 3GPP-based access authentication, or as a result of S2b/S2c tunnel setup. If neither 3GPP-based access authentication nor tunnel setup is performed, then no policies from the EPC Network can be sent to the BBF access network.
The BBF access network might be pre-configured with policies for a UE.
It is assumed that QoS for a UE’s offloaded traffic is enforced by the BBF access network, based on rules received via S9* from the EPC Network.

Editor's Note: It is FFS if reflective QoS as defined in building block 1 is needed also for offloaded traffic.

If the UE communicates with an AF residing in the offload network, then this AF might send a request for resources via Rx to the PCRF in the EPC Network.

A distinction is made between static and dynamic policies. Static policies for a UE are those policies that are known by the EPC Network at the time of UE attachment. Dynamic policies for a UE are those policies that cannot be known by the EPC Network at the time of UE attachment.

6.3
Procedures WLAN

Editor's Note: This subclause will identify the procedure for offloaded traffic when the UE attaches via WLAN.
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Figure 6.2-1: Procedure on policy interaction for offloaded traffic in WLAN
Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1. For details of this step, see the initial attach and handover call flows in building block 1. In this step the UE receives its local IP address. The UE authenticates to the 3GPP network either by means of 3GPP-based access authentication or as part of the S2b/S2c tunnel setup. As a result, S9* for this UE is setup. After this step, the UE local IP address is known to the PCRF (non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local break-out case).
2-3. Static policy rules for this UE may be sent to the BBF access network. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.
4. Offloaded traffic from the UE is routed to its peer in the offload network. The peer might be an AF.
5. As a result of the previous step, there may be Rx signalling to the PCRF.
Editor's Note: It is FFS how the AF finds the correct PCRF.

6-7. As a result of the previous step, dynamic policies may be sent to the BBF access network. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.

6.4
Procedures Femto

Editor's Note: This subclause will identify the procedure for offloaded traffic when the UE attaches via Femto.

*** End of Contribution ***
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