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1. Overall Description
SA2 has been working within the LIMONET work item on requirements for LIPA mobility and for SIPTO at the local network, resulting in a number of questions for which we would seek clarification to SA1.

1.1 User consent

In TS 22.220 §5.9, the following requirement is stated:

-
Based on mobile operator SIPTO policies, the network shall be able to allow the user to accept/decline offload before the traffic is offloaded.
SA2 has been looking at solutions to resolve this requirement, and has come up with three possible approaches:

-
a configuration-based approach, where the user consent is registered as part of the subscriber information;
-
a dynamic approach, where the user or the UE is informed of the offload, and required to acknowledge or reject it before the network can proceed with offload at the local network;
-
a combination of the above.
The second approach will impact the UE and therefore does not apply to pre-Rel-11 UEs.
In TS 22.101, §4.3.5.1 (common requirements for traffic offload at/above the RAN and traffic offload at the local network), it is stated that:
-
It shall be possible to perform Selected IP Traffic Offload for pre-Release 10 UEs.
SA2 would like SA1 to clarify whether (Question 1) the requirement above on accepting/declining offload implies explicit user consent to be acquired whenever a traffic flow is intended to be offloaded, i.e. requiring a new functionality in the UE in order for SIPTO at the local network to be enabled?
Additionally, SA2 would like to know (Question 2) which granularity is required for user consent:
-
per user, or

-
per user per APN, or

-
per user per CSG, or

-
per user per APN per CSG.

1.2 Per IP flow SIPTO policies
During the SA2 discussion on the OPIIS SA2 feature which was foreseen to be used for fulfilling SIPTO at the local network requirements regarding "per IP flow SIPTO policies", we discussed the following SIPTO requirement in TS 22.220 §5.9:

The SIPTO policies may be defined per APN or per IP flow:

-
SIPTO policies per APN indicate whether all traffic associated with a specific APN is subject to offload;

-
SIPTO policies per IP flow are routing policies indicating which APN to use for a specific IP flow. The Operator may provide routing policies to the UE that assist the UE in routing the IP flows towards an appropriate APN.

It was unclear to SA2 how these SIPTO policies per IP flow should be applied:

-
one option is to apply per IP flow SIPTO policies only when the UE has already an established IP connectivity to the local IP network. In such a case, flows are routed to the already established IP connection; otherwise, they are routed to the Core Network;
-
an other option is to apply per IP flow SIPTO policies also for the case where the UE has not established any IP connectivity to the local IP network yet. In such a case, the UE would be required to set up an IP connection to the local IP network before routing the offloaded IP flows to the local IP network.
SA2 would like SA1 to clarify whether (Question 3) the "per IP flow SIPTO policies" are only applicable to cases where the UE has already established IP connectivity to the local IP network, or whether they should also apply when no such IP connectivity is established yet ?
2. Actions:

To SA1 group

ACTION:


SA2 kindly asks SA1 to consider the three questions above and clarify the corresponding requirements in their specifications.
3. Date of Next TSG-SA WG2 Meetings:

SA2 Meeting #87
10th – 14th October 2011
Jeju island, Korea

SA2 Meeting #88
14th – 18th November 2011
San Francisco, United States of America

