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Abstract of the contribution: This contribution proposes that MTC-IWF controls the MTC Device triggering request from MTC Server by acquiring time controlled information from HLR/HSS.

1. Introduction

In SA1 #54 meeting, a new note about MTC Device Trigger and Time Controlled MTC Feature has been agreed to be added to subclause 7.2.2, TS 22.368. The note is that “The Time Controlled MTC Feature does not affect the MTC Server to send trigger indication to the MTC Device.” This will mean that MTC Server is always able to send triggering request regardless of MTC Device time controlled feature. However, when the MTC Device is not able to receive a triggering request from MTC Server under specific condition such as forbidden time, the MTC Server may continue to send additional triggering requests because the MTC Device does not respond to the request, which makes unnecessary signalling traffic flood into network and results in network resource wastes.

This contribution proposes that MTC-IWF acquires MTC device time controlled information from HLR/HSS, suppresses the MTC Device triggering request from the MTC Server and sends the request to MTC Device when it enters the grant time interval or the time interval between grant time and forbidden time in order to prevent repeated MTC Device trigger request from flowing into network. MTC-IWF delivers triggering requests to MTC device by modifying Network-Requested PDP Context Activation procedure.

MTC Server is able to send triggering requests at any time regardless of MTC Device time controlled feature, but MTC-IWF controls the requests and thus decreases network traffic load.

2. Proposal

* * *BEGIN CHANGE * * *

6.X
Solution – MTC device Trigger considering Time Controlled Feature

6.X.1
Problem Solved / Gains Provided

See clause 5.8, "Key Issue – MTC Device Trigger”, clause 5.9 “Key issue-Time Controlled”.

6.X.2
General

6.X.2.1
Overview

This solution proposes that MTC-IWF stores triggering indication sent by MTC Server and sends the indication to MTC Device when it is able to attach to the network; namely, it enters the grant time interval or the time interval between grant time and forbidden time. Then, MTC-IWF delivers the triggering indication by modifying Network-Requested PDP Context Activation procedure. 

6.X.2.2
Detailed solution

The detailed procedure of proposed solution is illustrated on the figure below.

 [image: image1.png]MTC MTC
SGSN GGSN HLR/HSS MTC-WF
Device Server
1.Trigger request
2.Tirpe controlled info reqdest

Attach Request
Attach accept

3.Ti

e controlled info resgonse

Store request until the.
MTC Deviceis able to
connectthe network

6. Rgquest PDP Context| Activation

(triggering information)

7. PDP Context Agtivation procedure

4. Trigger request
5.PDU) Notification Requesi(triggering informatign)
5.PDU Notification Resgonse
8.Trigger complete messag
9. IP cpnnection with MTC [Server

Deletejrequest





Step1:.MTC Server sends MTC-IWF triggering indication for targeted MTC Device by using MTC Device’s external identifier. Triggering request shall carry information as described in clause 6.40, TR 23.888, especially the IP@(or FQDN) and/or TCP(or UDP) port of the MTC Server that the MTC Device has to contact.

Step2: MTC-IWF receives the indication, resolves the corresponding HLR/HSS, and interrogates the HLR/HSS for MTC Device’s time controlled information and routing information based on the targeted MTC device’s external identifier 

Step3: HLR/HSS provides MTC-IWF with time controlled information and routing information (IMSI, APN) of the MTC device. It is presumed that external identifier mapped with IMSI and APN are stored in the HLR subscription profile. Alternatively, APN can be provided by the MTC server as described in subclause 6.41.2, TR 23.888.

Step4: MTC-IWF waits until MTC Device has an opportunity to attach network, namely, it enters the grant time interval or the time interval between grant time and forbidden time. MTC-IWF sends the triggering message to GGSN based on the APN. It is assumed that MTC Device performs GPRS Attach whenever it escapes from the forbidden time and then sustains the GPRS Attach (at least STANDBY State at A/Gb mode, PMM-IDLE State at Iu mode).

Step5: GGSN acquires the serving SGSN address from HLR as specified in subclause 9.2.2.1 TS 23.060 and sends the PDU notification Request message including triggering information in addition to IMSI, PDP Type, PDP Address, APN to the serving SGSN.

Step6, 7: SGSN sends Request PDP Context Activation message having additional triggering information to the MTC Device. The MTC device initiates PDP Context Activation procedure and establishes a PDP connection to GGSN as specified in subclause 9.2.2 TS 23.060.

Step8: When SGSN receives the Activate PDP context Request from the MTC Device, it notifies the MTC-IWF that the MTC device has received the triggering indication. Subsequently, MTC-IWF deletes the triggering requests

Step9: MTC device contacts the MTC Server by using the triggering information such as the IP@(or FQDN) and/or TCP(or UDP) port of MTC Server.

6.X.3
Impacts on existing nodes or functionality
HLR/HSS:

· New interface between HLR/HSS and MTC-IWF shall be defined.

· HLR/HSS needs to support new messages (time controlled info request, time controlled info response)

GGSN

· New interface between GGSN and MTC-IWF shall be defined.

SGSN

· New interface between SGSN and MTC-IWF shall be defined.

Network-Requested PDP Context Activation procedure

· GGSN shall initiate Network-Requested PDP Context Activation procedure when it receives trigger request from MTC-IWF instead of PDP PDU

· Two messages (PDU Notification Requests, Request PDP Context Activation) shall carry triggering information.

* * *End of Change * * *
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