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CT1 LS on ICSI

CT1 have sent an LS to SA2 (C1-112314) regarding QoS, charging and roaming agreement enforcement, and the use of the IMS Communication Service Identifier (ICSI). There is a difference of opinion within CT1 on the issue being raised, and the proposed solution.
The proposal is that the P-CSCF and IBCF in the VPLMN need to be aware of the asserted ICSI in order to grant QoS when different IMS communication services involve the same SDP, to enforce which IMS communication services can be used when roaming, and so that the visited network can generate the same charging records.

The concerns raised with this are: -
· The P-Asserted-Service header field (transports the ICSI) isn’t supported in SIP responses, and difficulties are foreseen in getting the relevant RFC updated.

· Difficult to find a container for transporting the IMS communication service identifier  in SIP responses that would satisfy the IMS communication service identifier requirements such as the trust domain.

· New services that rely on their ICSI’s for granting the appropriate QoS will need all operators to agree on these ICSI’s for the services to work when roaming

Current Stage 2 for ICSI

The IMS Communication Service Identifier is described at Stage 2 in 23.228 clause 4.13. For the purposes of this discussion the key characteristics/requirements are: -

· Included by UE (or AS) in a SIP request, eg INVITE

· May be validated by an S-CSCF or AS

· S-CSCF may take the ICSI into account when invoking service logic

· May be taken into account for charging

· May be an input into PCC rules

· Interoperability between networks shall not be impacted if the ICSI is used

· The network and the terminal shall be able to continue operation as defined in 3GPP Release 5 and 3GPP Release 6

Currently at Stage 2 the P-CSCF doesn’t process the ICSI, but only includes it in the information sent to the PCRF, along with other session-related information such as that based on SDP. This information can be used as input into deriving the QCI. 
In the roaming case, the ICSI is sent towards the HPLMN, and as described previously is validated by the S-CSCF and/or the AS. Until the ICSI is validated in the HPLMN it is carried in the P-Preferred-Service header field. Once it has been validated it is carried in the P-Asserted-Service header field.
Stage 3 contains requirements regarding the validation of the ICSI (in TS 24.229). Essentially, if a P-Asserted-Service header field is present then:-
· If valid, put it in P-Asserted-Service and continue session establishment

· If not valid either reject session establishment or continue, but remove P-Asserted-Service

If there is no P-Asserted-Service present then: -

· The request might be rejected (operator policy), or

· Add an appropriate P-Asserted-Service, or

· Continue without a P-Asserted-Service header field
Let’s consider some scenarios to see whether there are any changes needed to Stage 2.
	Case
	Description
	VPLMN action
	HPLMN action
	Outcome

	1
	UE proposes an ICSI value known by the HPLMN
	The PCRF uses this value when determining eg the QCI. The VPLMN will have been provisioned with the appropriate behaviour for that value, and that a value unknown to the VPLMN would result in a default treatment.
	S-CSCF or AS validates ICSI and continues with session establishment
	The session establishment succeeds


	2
	UE proposes an ICSI value not known by the HPLMN (or not supported when roaming)
	-
	S-CSCF or AS checks the ICSI and decides to reject the session
	The session establishment fails

	3
	
	The PCRF uses this value when determining eg the QCI value. The VPLMN will have been provisioned with the appropriate behaviour for that value, and that a value unknown to the VPLMN would result in a default treatment.
	S-CSCF or AS checks the ICSI and decides to remove the ICSI but continue with the session
	The session establishment succeeds
The VPLMN might have chosen a QCI that is not appropriate for the IMS communication service. (But, since the ICSI value is removed there is no P-Asserted-Service header field that could be provided to the VPLMN anyway.)

	4
	UE doesn’t provide an ICSI value, but the HPLMN can live with this
	A default behaviour is used for determining the QCI value, eg based on SDP info
	S-CSCF or AS adds an ICSI and continues with session establishment
	The session establishment succeeds. QoS is based on other information eg SDP.
The VPLMN is not aware of the ICSI chosen by the HPLMN. 
The VPLMN might have chosen a QCI that is not appropriate for the IMS communication service. If the P-Asserted-Service could be provided to the VPLMN then it could decide to select a different QCI value, but only if it knows this asserted ICSI value anyway (ie has been provisioned with this information). If it doesn’t then a default behaviour would still be needed.

In addition, there is no guarantee that the UE knows what to do with the asserted value from the HPLMN (if it knew the correct ICSI then presumably it would have inserted it in the first place) . 

	5
	
	A default behaviour is used for determining the QCI value, eg based on SDP info
	S-CSCF/AS continues with session establishment without an ICSI
	The session establishment succeeds. QoS is based on other information eg SDP.
The VPLMN might have chosen a QCI that is not appropriate for the IMS communication service. Since the ICSI was removed there is no asserted ICSI value to provide to the VPLMN.

	6
	UE doesn’t provide an ICSI value, but the HPLMN requires one.
	-
	S-CSCF or AS decides to reject the session because there is no ICSI
	The session establishment fails


Based on the table above, it seems that only Case 4 presents an issue that might need to be dealt with. Let’s consider whether the HPLMN asserting an ICSI value back to the VPLMN (and UE) helps, and whether there is an alternative. 

A UE that doesn’t provide an ICSI value even though the HPLMN believes that one should be asserted would seem to be a mis-behaving UE, or badly provisioned. Since it didn’t provide an ICSI it can be assumed that it might well not know what to do with the asserted ICSI, even if the VPLMN does. If the HPLMN believes an ICSI is necessary then it would seem to be safer and simpler to instead reject the call establishment. (An alternative would be that the VPLMN could also reject the session on behalf of the HPLMN, since it would know what ICSI values are valid, and could be provisioned with the appropriate behaviour for the case where there is no ICSI.)
A UE that provides an incorrect ICSI value would also seem to be a misbehaving or badly provisioned UE. The HPLMN should either accept the default treatment that will be provided in the VPLMN, or it should reject the session. (An alternative would be for the VPLMN to reject the session, since it is provisioned with ICSI values acceptable to the HPLMN.)
Introducing an asserted ICSI would require a full negotiation of the ICSI. To be a complete solution, this negotiation would have to involve the UE, the HPLMN and the VPLMN, and would appear to require a message providing acknowledgement of the asserted ICSI by the UE. This seems to be unnecessarily complex.
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