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Abstract of the contribution: Proposes to add a scenario for applications using secure communication.
1.
Discussion
As security is supported and enabled for more and more applications it seems fundamental to support applications which apply security to its communication.
2. Proposal
It is proposed to add the following scenario to the DIDA TR 23.855 v0.1.0.
4.2.x
Identification of traffic when application has security enabled

Security has become more and more important and therefore many applications support security and enable it for its communication, e.g. SSL/TLS is commonly supported and used by web based applications.
Criteria of the identification: Support for DIDA shall enable IP flows to be identified even though security is enabled e.g. using SSL/TLS.
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