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Abstract of the contribution: This contribution proposes architectural assumptions for the solutions for trusted WLAN access connected to EPC via S2a.
Introduction
This contribution proposes a number of assumptions to study for the solutions for WLAN access to EPC through S2a.

Proposal

It is proposed to update TR 23.852 (SaMOG) as shown below:

* * * *FIRST CHANGE * * * *
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   [b]

IEEE 802.11-2007, Part 11: “Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications”.
[c]
IEEE Std 802.1X-2001: "IEEE Standard for Local and metropolitan area networks— Port-Based Network Access Control".
[d]
IEEE P802.11u-2011: "IEEE Standard for Local and metropolitan area networks— Amendment 9: Interworking with External Networks".
[e]
3GPP TS 24.234: “3GPP system to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols; Stage 3”.
* * * *NEXT CHANGE * * * *

5.2
Architectural assumptions for WLAN access to EPC through S2a
In order to support the scenarios described in section 4, the following architectural assumptions are made for WLAN access to EPC through S2a:
· User identity shall conform to the principle defined in TS 23.402[a] clause 4.6.1.
· UE shall conform to IP Mobility Management Selection (IPMS) principle defined in TS 23.402[a] clause 4.1.3. Network Based Mobility (NBM) related principles may be extended for GTP based S2a.
· WLAN access networks that conform to IEEE 802.11-2007[b], 802.1X[c] and 802.11u[d] with WPA2 Enterprise Class certification may be considered as trusted WLAN access by the 3GPP operator.

Editor’s Note: Security considerations for trusted WLAN will be studied by SA3.
· The UE may use IEEE 802.11u[d] based generic container for transferring information to WLAN access to attach to 3GPP EPC through S2a.
Note: Generic container is defined in TS 24.234[e], Annex A. For UE impact case, definition of generic container may be further expanded to carry other 3GPP parameters (For E.g.: APN, etc).
* * * *END OF CHANGES * * * *
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