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1. Introduction
The goal of the proposed changes is to complete the Recommendations clause in 3GPP TR 23.975.
2. Discussion

This P-CR completes the Recommendations section of the 3GPP TR 23.975 by moving the content of the Summary clause to the Recommendations clause.
In addition, some new content is proposed in the Summary clause, as part of a compromise to clarify that the operator is free to use the solutions that are part of Annex B. Along with this addition, the content of Annex B.5, which is not a solution, is proposed to be moved to a new separate Annex.
3. Conclusion
We propose to complete the TR with the following changes:
Proposed changes to TR 23.975
9
Summary
Recommended strategies for 3GPP specifications based on the solutions developed above are provided in clause 10 “Recommendations”.

In addition, operators may consider some of the solutions described in Annex B for deployment. As these mechanisms are not considered further in 3GPP, they are not expected to be further updated or maintained in 3GPP documentation.




10
Recommendations


3GPP specifications recognize two main strategies to provide IPv6 connectivity to UEs. 

For the first strategy, the operator may provide IPv4 and IPv6 connectivity for the UE. According to the scenario considered, the operator will assign a public IPv4 address or a private IPv4 address in addition to an IPv6 prefix. The operator can select one of the technical solutions described in clause 7 of this document.

The second strategy, consisting of providing the UE with IPv6-only connectivity, can be considered as a first stage or an ultimate target scenario for operators. The operator can use NAT64/DNS64 capability to access to IPv4-only services if access to IPv4 services is needed.
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Annex C:
Building Block: Dual-Stack EPS Bearer Contexts in EPS/GPRS
C.1
Description

Release 8 specifications [9], [11] introduce dual-stack EPS bearer contexts to the EPS and GPRS networks, offering a basic cellular layer feature, which not only enables connectivity to IPv4 and IPv6 PDNs but also simplifies the process of migrating from IPv4 to IPv6 in the network. Dual stack bearer contexts are able to transport native IPv4 and native IPv6 packets within one PDN connection/PDP context. Dual-stack bearer contexts are identified in EPS/GPRS signalling by PDN/PDP type 'v4v6'.

The usage of dual-stack bearer contexts omits the need for opening parallel PDN connections/PDP contexts for different IP address family types. This is an advantage during a phased transition to IPv6 within networks, where PDNs need to support legacy applications using IPv4 whilst other applications have already been upgraded to support IPv6.

From Release 8 onwards, the support for dual-stack bearer contexts is mandatory for E-UTRAN/UTRAN/GERAN terminals, which support both IPv4 and IPv6 addressing.

C.2
Functional Description

It is specified in Release 8 EPS and GPRS specifications [9], [11], a Release 8 UE, which has both IPv4 and IPv6 capability, shall always initiate the activation of a PDN connection/PDP context by requesting for a dual-stack (PDN/PDP type v4v6) bearer. The UE is not assumed to have knowledge of the IPv4 and/or IPv6 capabilities of a given PDN. The UE also has no awareness of whether dual-stack bearer contexts are supported by the network to which it is attaching.

The EPS/GPRS network is required to handle requests for dual-stack EPS bearer contexts from the UE and to enforce the type of bearer contexts that are allocated to it.  The network may downgrade the request for PDN/PDP type v4v6 for one of the following reasons:

-
A given PDN supports/allows only one of the address types  i.e. IPv4 or IPv6. This limitation may stem from operator policy.

-
All GnGp SGSNs in the operator's network have not been upgraded to support PDP type v4v6. In this case, parallel v4 and v6 bearers contexts to a PDN need to be used instead, so that inter-RAT mobility to/from GnGp SGSNs is possible.

In Release 8, all EPS control plane entities (MME ,S4-SGSN) and user plane entities (SGW, PGW) are able to identify and handle requests to activate a dual-stack bearer context. Dual stack bearer context support for the GPRS core network (GGSN, Gn/Gp SGSN) is specified in Release 9. A pre-Release 9 Gn/Gp SGSN handles PDP type v4v6 as an 'unknown' PDP type, meaning that it handles a request for PDP type v4v6 as if it were a request for PDP type 'v4'. A pre-Release 9 GGSN does not support dual-stack bearer contexts, but dual-stack usage requires the activation of parallel IPv4 and IPv6 bearer contexts to a PDN.

If the UE fails to activate a dual-stack bearer context, and it receives a single-stack IPv4 or IPv6 bearer context, it may attempt to activate a parallel single-stack bearer context for the other IP address type to the same PDN. The Release 8 network may explicitly signal to the UE an error cause that parallel single stack bearers are allowed to the same PDN.

Parallel PDP contexts to a single PDN may  also be supported in GPRS networks where PDP type v4v6 is unknown. Therefore, in order to ensure dual-stack connectivity for this case, a UE which first attempted to open a dual-stack bearer context should attempt to open parallel single-stack v4/v6 PDP contexts to the same PDN even without receiving an explicit error cause.

C.3
Information flows

The information flows depicting the activation and mobility of dual-stack bearer contexts are included in specifications [9], [11].

C.4
Applicability

In many network deployments, the usage of dual-stack bearer contexts in the network will be the initial method used to begin the transition from IPv4 to IPv6.

The usage of dual-stack bearer contexts has the advantage of offering parallel support of IPv4 and IPv6 addressing within one bearer context. This is a simple solution for end hosts in comparison to handling the activation and mobility of a parallel bearer. Importantly, dual stack bearer contexts offers simplified handling of parallel IPv4 and IPv6 traffic within the network after early EPS deployment phase, when upgraded GPRS core network elements can also be expected to support dual-stack bearer contexts.

The usage of dual-stack bearers during IPv6 transition does not address the shortage or IPv4 addresses, which has been identified as challenge in some IPv6 migration scenarios. However, the usage of dual-stack bearer contexts is an integral part of several IPv6 transition solutions, which also address IPv4 address conservation/re-use. An advantage of using dual-stack bearers within the context of IPv4 address conservation/re-use is that full support for QoS differentiation is already available in Release 8 based UEs.
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