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1
OPIIS Scenarios
The primary use of OPIIS policies is for traffic offload via the home or enterprise network. Described in this clause are two scenarios where traffic offload is performed either via a local PDN connection or via non-seamless WLAN offload. 

1.1
Scenario #1: Multiple PDN connections over 3GPP access
This scenario begins with the user outside of his home with an established PDN connection (PDN1) that is used for all traffic flows (e.g. IMS, Internet, etc). The PDN connection PDN1 is associated with APN1.

When the user returns home, a second PDN connection (PDN2) is established for local IP access. The PDN connection PDN2 is associated with APN2.
NOTE 1: Whether PDN2 is requested by the user explicitly or is established by the UE automatically based on some external trigger (e.g. CSG identity broadcasted from the H(e)NB) is irrelevant.
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Figure 1: Multiple PDN connections over 3GPP access

From this point on, any new Internet-bound flows are routed over the IP interface associated with PDN2, pending user’s consent. The UE relies on OPIIS policies for routing of Internet-bound flows via PDN2.

NOTE 2: Any active IP flows that were established while the user was outside the home are still routed via PDN1.

When the user leaves the home again, the PDN2 connection is released. The UE relies on OPIIS policies for routing of new Internet-bound flows over the IP interface associated with PDN1 again.
1.2
Scenario #2: Multiple PDN connections and non-seamless WLAN offload
This scenario begins with the user outside of his home with an established PDN connection (PDN1) that is used for all traffic (e.g. IMS, Internet, etc). The PDN connection PDN1 is associated with APN1.

When the user returns home, a second PDN connection (PDN2) is established for local IP access. In addition, the UE’s capability for non-seamless WLAN offload is enabled.
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Figure 2: Multiple PDN connections and non-seamless WLAN offload
From this point on, any new Internet-bound flows can be routed either over the IP interface associated with PDN2 (pending user’s consent) or over the IP interface associated with non-seamless WLAN offload. The UE relies on OPIIS policies for making the selection of IP interface for routing of Internet-bound flows.

NOTE: Similar to Scenario #1, any active IP flows that were established while the user was outside the home are still routed via PDN1.

When the user leaves the home again, the PDN2 connection is released and the WLAN coverage is not available. The UE relies on OPIIS policies for routing of new Internet-bound flows over the IP interface associated with PDN1 again.

2
Architectural requirements

Based on Scenario #1 described above the following requirement can be made:
-
If the UE is capable of routing an IP flow via more than one PDN connection (identified via its associated APN), the EPS network shall allow the operator to influence the UE in selecting the PDN connection (identified via its associated APN) where a specific IP flow should be routed.

Based on Scenario #2 described above the following requirement can be made:

-
If the UE is capable of routing an IP flow via more than one PDN connection (identified via its associated APN) and is also capable of non-seamless WLAN offload, the EPS network shall allow the operator to influence the UE in selecting the PDN connection (identified via its associated APN) or the IP interface associated with non-seamless WLAN offload where a specific IP flow should be routed.
NOTE: The operator policies shall allow configurations where the IP interface associated with non-seamless WLAN offload may have any selection priority compared with the IP interfaces associated with the PDN connections.
3
Proposal

It is proposed to agree the scenarios and architectural requirements described previously for inclusion in the OPIIS TR.
First change

4
Requirements

4.1
Scenarios


4.1.1
Scenario #1: Multiple PDN connections
In this scenario the user has two established PDN connections:

· connection PDN1 associated with APN1, used for access to the IMS core network;

· connection PDN2 associated with APN2, used for access to the Internet.
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Figure 4.1.1-1: Multiple PDN connections

For traffic flows generated by applications that are not bound to an APN, the UE relies on operator policies defined in this TR to decide on which PDN connection to route the IP flows.

4.1.2
Scenario #2: Multiple PDN connections from a CSG cell
This scenario begins with the user outside of his home with an established PDN connection (PDN1) that is used for all traffic flows (e.g. IMS, Internet, etc). The PDN connection PDN1 is associated with APN1.

When the user returns home, a second PDN connection (PDN2) is established with a local gateway (LGW). The PDN connection PDN2 is associated with APN2.
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Figure 4.1.2-1: Multiple PDN connections from a CSG cell
From this point on, some Internet-bound flows can be routed via PDN2, pending user’s consent. The UE relies on operator policies defined in this TR for identifying the candidate Internet-bound flows that can be routed via PDN2.

NOTE: If the UE decides to re-route any active IP flows (i.e. flows that were established while the user was outside the home) via PDN2, IP address preservation is not provided.

Editor’s note: It is FFS whether the operator policies defined in this TR apply to existing IP flows.

When the user leaves the home again, the PDN2 connection is released. The UE relies on operator policies defined in this TR for identifying the candidate Internet-bound flows that can be routed via PDN1 again.
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