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Abstract of the contribution: This contribution proposed to use the IMSI as charging identifier in case of PS only subscriptions without unique MSISDN. Discusses the device identifier on the interfaces between MTC Server and the mobile operator network. If the interfaces are encrypted, could IMSI be used as a device identifier? The use of IMSI as identifier for MTC Device that needs to be triggered is proposed as alternative to the use of other identifiers. A distinction is made between trigger identifiers used between MTC User and MTC Server and used between MTC Server and the PLMN.
1 Discussion

A MSISDN is a number uniquely identifying a subscription in a 3GPP network. Simply put, it is the telephone number of the subscriber. Different numbers can be allocated for services like voice or video telephony.
All the devices are currently assigned an MSISDN as they require both CS and PS services. There is a risk and a concern that we will run out of MSISDN numbers in certain countries or parts of a country. Since the number of machine type devices are expected to grow exponentially, the urge to find a replacement for MSISDN is very high. Furthermore, such devices are expected to mainly use PS only services in the future, thus MSISDN is not required for them. However, the issue is that some features within the network expect the presence of MSISDN. Charging uses MSISDN to identify a subscriber; SMS addressing is based on MSISDN. SMS address fields are qualified with Type-of-number and Number-plan-identification which allow to specify numbering plans other than E.164.
For a device that has PS only subscription, SMS is important mainly because over the air provisioning (OTA) and Device Managaement (OMA DM) configuration assume the use of SMS.
Hence it is required to find a solution for the following:
(1) Ability to perform OTA/OMA-DM using an identifier other than MSISDN; ability to send a SMS to the device without unique MSISDN. 
(2) Replacement identifier for charging or an alternative solution that does not require a unique MSISDN per device. According to 32.251, IMSI can also be used as unique identifier for charging:

“The user can be identified by MSISDN and/or IMSI, while the IP-CAN bearer can be determined by a unique identifier generated by the P-GW when creating a IP-CAN bearer.”
(3) Existing implementations may probably rely on the MSISDN as the unique identifier for charging. To avoid excessive impact to existing protocols and implementations, charging principles for existing (non-MTC) subscriptions should not be changed.
Two models exist for where the MTC Server is deployed, either within the operator domain or external to the operator domain by a separate M2M service provider company. These models are also known as “GW model” and “Direct model”.  For the sake of simplifying the standardization effort, it is reasonable to assume that the same device identifier can be used on the MTC interfaces for both these models. 

Discussions have started in SA3 on the usage of secure connections for the MTC interfaces, when the “Direct model” is used. This raises the question whether it would be acceptable to use the IMSI even on the MTC interfaces? If the communication over MTC interfaces is always encrypted, the IMSI would not be visible externally. 

For triggering of an MTC Device the PLMN needs an identifier. This identifier shall indicate the MTC Device or the group of MTC Devices that needs to be triggered. 

The identifier that is used to trigger, may either be a new identier or an existing identifier. Setting up an administration for a new identifier takes a long time. Therefore, in addition to the use of a newly defined identifier, solutions are welcome that can use existing identifiers. The MSISDN is not a suitable existing identifier because the issues with shortages of E.164 resources. But similar shortages do not exist with IMSIs. It is therefore proposed to consider the use of IMSIs as identifier for triggering.

2 Conclusion / Proposal
In order to enable the removal of MSISDN to allow for PS only subscriptions and to limit necessary changes to charging procedures and protocols, we propose that the IMSI should be specified as the mandatory Device Identifier for Charging of MTC devices.
Companies especially operators are encouraged to study their future service provider deployment cases and decide whether IMSI can be used over MTC interfaces. 

1st CHANGE BEGIN

5.8
Key Issue - MTC Device Trigger

5.8.1
Use case description

For many M2M applications there may be an interest to have poll model for communications between MTC devices and the MTC Server. This may be because the MTC User wants to be in control of communication from MTC Devices, and does not allow MTC Devices to randomly access the MTC Server. Also for applications where normally the MTC Devices initiate communications, there may occasionally be a need for the MTC Server to poll data from MTC devices.

For MTC Devices that are not continuously attached to the network or that have no always-on PDP/PDN connection it is beneficial to trigger MTC Devices to attach and/or establish a PDP/PDN connection based on a trigger indication from the MTC server. It is important that it can be guaranteed to the MTC User that  MTC Devices can only be triggered to attach and/or establish a PDP/PDN connection  by authorized MTC Servers.
Triggering of MTC Devices is based on the use of an identifier identifying the MTC Device that needs to be triggered. The identifier used by the MTC User in the triggering request to the MTC Server can be different from the identifier used by the MTC Server in the triggering request to the PLMN network.
5.8.2
Required Functionality

The following functionality is required to trigger MTC Devices:

-
The PLMN shall be able to trigger MTC Devices to initiate communication with the MTC Server based on a trigger indication from the MTC server.

-
The network shall provide a mechanism such that the MTC Device can only receive trigger indications from authorized MTC Servers.

-
Upon receiving a trigger indication from a source that is not an authorised MTC Server, the network shall be able to provide the details of the source (e.g. address) to the MTC User. 

-
The network shall provide a mechanism to the MTC User to provide a set of authorized MTC Server(s).
-
A MTC Device shall be able to receive trigger indications from the network and establish communication with the MTC server when receiving the trigger indication. Possible options are:

-
Receiving trigger indication in detached state and establish communication.

-
Receiving trigger indication in attached state and the MTC device has no PDP/PDN connection.

-
Receiving trigger indication in attached state and the MTC device has a PDP/PDN connection.

NOTE 1:
There are currently available solutions to trigger MTC Devices (e.g. unanswered CS call attempts, sending an SMS). However, these have disadvantage when used at a large scale (e.g. they are based on MSISDNs), and work only for attached MTC Devices. This key issue will investigate possible improvements over the currently available means for triggering.

-
A HPLMN supporting the MTC device trigger feature shall provide an interface for reception of a trigger indication into the PLMN in order to be delivered by the network to the addressed MTC device. This interface:

-
shall be globally consistent (i.e. the same) across PLMNs supporting the MTC device trigger feature.
-
shall not require the MTC server to have prior knowledge of the current reachability state (i.e. attachment and PDP context/PDN connection states) of the targeted MTC device.
NOTE 2:
This interface does not preclude an MTC server from interrogating/monitoring the network for the current reachability state of a MTC device.

NOTE 3:
This interface does not preclude an MTC server from submitting an SMS directly to an SMS-SC to attempt to trigger a MTC device.

-
In the triggering request to the PLMN the MTC Server shall use an identifier to indicate the MTC Device that is required to be triggered. The identifier used:

- can be a new identifier; or

- can be an existing identifier such as an IMSI.

NOTE 4:
The identifier used by the MTC User in the triggering request to the MTC Server can be a different identifier than the one used by the MTC Server in the triggering request to the PLMN. The identifier used by the MTC User is out of scope of 3GPP standardisation and may e.g. be an application specific identifier.
5.8.3
Evaluation
1st CHANGE END
2nd CHANGE BEGIN

5.13
Key Issue - MTC Identifiers

5.13.1
Use Case Description

The amount of MTC Devices is expected to become 2 orders of magnitude higher than the amount of devices for human to human communication scenarios. This has to be taken into account for IMSI, IMEI and MSISDN. Regulatory bodies indicate shortages of IMSIs and MSISDNs.

The MTC Feature PS Only in 22.368 includes a requirement that PS Only subscriptions shall be possible without an MSISDN. In principle an MSISDN is not used in any of the PS based signalling procedures. However, it will have to be assured that all PS procedures indeed work and subscriptions can be uniquely identified without providing an MSISDN. Furthermore, 22.368 specifies that remote MTC Device configuration shall be supported for PS only subscriptions without an MSDISDN assigned. Current remote MTC Device configuration solutions (i.e. Device Management and Over-the-Air configuration) are based on SMS, which assumes the use of MSISDNs. So a solution to support remote MTC Device configuration that does not require the use of MSISDNs is needed.

An MTC Group is a group of MTC Devices that share one or more Group Based MTC Features and which belong to the same MTC Subscriber. A so-called MTC Group identifier uniquely identifies such a group across 3GPP networks.
5.13.2
Required Functionality

-
It shall be possible to uniquely identify the ME.

NOTE 1:
This requirement relates to the ME which is generally identified by the IMEI.

-
It shall be possible to uniquely identify the MTC Subscription

NOTE 2:
The two requirements above also apply to human-to-human communications. However, for Machine-Type Communication identifiers will have to be able to cater for a number of identifiers up to two orders of magnitude higher than for human-to-human communications.

-
A network operator shall be able to provide PS only subscription without the need to assigning an unique MSISDN per device or subscription. 
-
If no (unique or common) MSISDN is assigned to a PS only subscription, the IMSI shall be used as charging identifier.
-
Remote MTC Device configuration shall still be supported for subscriptions without an MSISDN.

NOTE 3:
Current remote MTC Device configuration solutions (i.e. Device Management and Over-the-Air configuration) are based on SMS, which assumes the use of MSISDNs.
-
IMSI shall be one of the allowed identifiers used on the external interfaces to the MTC Server in certain deployment scenarios. Security measures shall be applied on the external interfaces to avoid eavesdropping of the device identifier.
-
MTC Group shall be identified uniquely across 3GPP networks.

5.13.3
Evaluation

2nd CHANGE END










































