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This document provides a non-exhaustive list of scenarios that drive the need for enhanced IP flow identification in ANDSF policies.
1 
Discussion
Several ANDSF policies, notably the ISRP policies, include filters for identifying different classes of IP flows and making it possible to apply different routing rules on different classes based on the operator policies. Currently, classes of IP flows can be identified by means for the 7-tuple [Address Type, QoS, Protocol, Source Address, Source Port, Destination Address, Destination Port] (see TS 24.312).
It has been recognized however that IP flow identification based on the above 7-tuple is not sufficient to support several practical scenarios and cannot support all operator routing policies. For this purpose, it is required to extend the identification means in ANDSF policies. 

The text below provides some scenarios that drive the need for identifying the traffic of specific applications. It is proposed to insert them in TR 23.xyz in order to guide and scope subsequent work. Note that other types of traffic identifiers (except the application identity) can be considered in the future.
FIRST CHANGE

4.x
Scenarios

The need for enhanced data identification in ANDSF policies is driven by the following scenarios:

Editor’s Note: This is a non-exhaustive list and is meant to be extended as work progresses.
-
Scenario 1: Some applications will not work with non-seamless WLAN (NS-WLAN) offload, for example operator applications that require service access through the 3GPP core network (e.g. for billing or subscriber identification purposes). Traffic from these applications should be identified in the UE and routed to the 3GPP radio access interface. For this purpose, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X shall be restricted on the WLAN radio access”. 
-
Scenario 2: Some applications will not work with NS-WLAN offload because service requests (i.e. control traffic) need to go through the 3GPP core network, although media traffic may be performed with NS-WLAN offload. As an example, an RTSP session may need to go through the 3GPP core (e.g. to identify and bill the subscriber) but RTP/RTCP traffic may be routed over NS-WLAN and offload the 3GPP system. To accommodate such scenarios, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X and of type Y shall be restricted on the WLAN radio access”. 

-
Scenario 3: Some applications will work with NS-WLAN offload but should preferably be routed over 3GPP access for example to enjoy improved performance from guaranteed QoS. Traffic from such applications should be identified in the UE and routed to the 3GPP radio access. For this purpose, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X shall be restricted on the WLAN radio access”.
From the above scenarios, it is concluded that filter rules in ANDSF policies should be capable to identify:

-
The traffic of a specific application. How applications are uniquely identified across different UE platforms is FFS and possibly a stage-3 issue.
Note that TS 23.402 already provides some hints suggesting that traffic identification based on application identity is required: “[The UE applies the operator policies] by selecting the most preferable access technologies / access networks and/or APNs which should be used by the UE when available to route IP traffic that matches specific criteria (e.g. all traffic to a specific APN, or all traffic belonging to a specific IP flow, or all traffic of a specific application, etc).”
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