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Abstract of the contribution: It is proposed to add tunnel info in the [S1-AP] “handover notify message” / “path switch message” for HO procedure from macro cell/HeNB to (another) HeNB.
Introduction：
For the Handover case, the tunnel information may be changed, for example, when UE handover from a Macro cell to a H(e)NB, it is then proposed to add tunnel info in the [S1-AP] handover notify Message and [S1-AP] path switch message to convey/update the tunnel info to the MME during the HO procedure from macro cell/HeNB to (another) HeNB.

/**************************1st change starts***************************/
5.7.2.3 
X2-based handover without Serving GW relocation
This procedure is used to hand over a UE from a source eNodeB to a target eNodeB using X2 when the MME is unchanged and decides that the Serving GW is also unchanged. The presence of IP connectivity between the Serving GW and the source eNodeB, as well as between the Serving GW and the target eNodeB is assumed.

The same procedure with changes indicated below cover HOs between HeNBs.
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Figure xxx: X2-based handover without Serving GW relocation

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in 5.7.3.
This procedure is the same as described in 23.401, clause 5.5.1.1.2, with modifications to the following steps:

1. This step is the same as step 1 in 23.401, with the addition that the HeNB includes in the path switch request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”.
2. This step is the same as step 2 in 23.401, with the addition that the MME includes in the modify bearer request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”.
3a. This step is the same as step 3a in 23.401, with the addition that the S-GW includes in the modify bearer request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”.

Note2: After the P-GW receives the new tunnel-info, the P-GW will modify the IP-CAN session with the PCRF to update the tunnel-info. The PCRF will send the tunnel-info to the BPCF via S9* interface, and request for resources from BBF access network, which can be referred to section 5.2.2.1.2.

5.7.2.4 X2-based handover with Serving GW relocation

This procedure is used to hand over a UE from a source eNodeB to a target eNodeB using X2 when the MME is unchanged and the MME decides that the Serving GW is to be relocated. The presence of IP connectivity between the source Serving GW and the source eNodeB, between the source Serving GW and the target eNodeB, and between the target Serving GW and target eNodeB is assumed. (If there is no IP connectivity between target eNodeB and source Serving GW, it is assumed that the S1-based handover procedure in clause 5.5.1.2 of TS 23.401 shall be used instead.)

The same procedure with changes indicated below cover HOs between HeNBs.
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Figure xxx: X2-based handover with Serving GW relocation

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in section 5.7.3.

1. This step is the same as step 1 in 23.401, with the addition that the HeNB includes in the path switch request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”.
2. This step is the same as step 2 in 23.401, with the addition that the MME includes in the create session request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”.
3a. This step is the same as step 3a in 23.401, with the addition that the target S-GW includes in the modify bearer request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”. 

Note2: After the P-GW receives the new tunnel-info, the P-GW will modify the IP-CAN session with the PCRF to update the tunnel-info. The PCRF will send the tunnel-info to the BPCF via S9* interface, and request for resources from BBF access network which can be referred to section 5.2.2.1.2.

5.7.2.5
S1-based handover

The S1-based handover procedure is used when the X2-based handover cannot be used. The source eNodeB initiates a handover by sending Handover Required message over the S1-MME reference point. This procedure may relocate the MME and/or the Serving GW. The source MME selects the target MME. The MME should not be relocated during inter-eNodeB handover unless the UE leaves the MME Pool Area where the UE is served. The MME (target MME for MME relocation) determines if the Serving GW needs to be relocated. If the Serving GW needs to be relocated the MME selects the target Serving GW, as specified in clause 4.3.8.2 of TS 23.401 on Serving GW selection function.

The same procedure with changes indicated below cover HOs between HeNBs.
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Figure xxx: S1-based handover

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in section 5.7.3 . Steps 16 and 16a concern GTP based S5/S8.

NOTE 2:
If the Serving GW is not relocated, the box "Source Serving GW" in figure xxx is acting as the target Serving GW.

13. This step is the same as step 13 in 23.401, with the addition that the HeNB includes in the handover notify message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”.
15. This step is the same as step 14 in 23.401, with the addition that the MME includes in the modify bearer  request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”.
16. This step is the same as step 16  in 23.401, with the addition that the target S-GW includes in the modify bearer request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”. 

Note2: After the P-GW receives the new tunnel-info, the P-GW will modify the IP-CAN session with the PCRF to update the tunnel-info. The PCRF will send the tunnel-info to the BPCF via S9* interface, and request for resources from BBF access network, which can be referred to section 5.2.2.1.2.

/**************************1st change ends***************************/

/**************************2nd change starts***************************/
5.7.3.4 
Intra-LTE TAU and Inter-eNodeB (macro to HeNB) Handover with Serving GW Relocation

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the TAU with MME and Serving GW change procedure defined in TS 23.401 [3], clause 5.3.3.1 as well as Inter-eNodeB Handover with CN Node Relocation described in TS 23.401 [2], clause 5.5.1.2.

In case of a Serving GW relocation, the target Serving GW must establish a Gateway Control Session with the PCRF to perform policy controlled functions such as Bearer-Binding. The source Serving GW relinquishes its Gateway Control Session with the PCRF in step B.
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Figure 5.7.3.4 -1 (23.402, 5.7.1-1): Intra-LTE and Inter-eNodeB (macro to HeNB) Handover with Serving GW Relocation

A.1)
The Target Serving GW initiates the Gateway Control Session Establishment Procedure.
A.2) 
The new Serving GW performs a PMIPv6 Proxy Binding 
A.3) 
The PDN GW acknowledges the Binding 

A.3.1)
The v/PCRF initiates the GW Control and QoS rule modification (without BPCF relocation)/establishment (with BPCF relocation) procedure and update the “Tunnel- Info”.
The v/PCRF requests the BPCF to determine whether the BPCF will allocate resources for a new SDF/s. The message includes the QoS rule and QoS Information (QCI, ARP, GBR, MBR) IEs.
Steps between A.3 and B.1 are described in TS 23.401 [2], clauses 5.3.3.1 and 5.5.1.
B.1) 
The old Serving GW initiates the Gateway Control Session Termination Procedure
/**************************2nd change ends***************************/
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8. Tracking Area Update procedure
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TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, after step B







TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, between steps A and B
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TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, before step A
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TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, after step B







TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, between steps A and B
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TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, before step A
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