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This paper discusses a method of using MTC GW for triggering MTC devices.
Discussion
At the SA2#83 meeting, the concepts of MTCsp reference point and Device Trigger Gateway were introduced. Though this newly introduced entity (Device Trigger Gateway or MTC Gateway or simply the Gateway (GW)) and the reference point MTCsp get us closer to defining the solution(s) for communications between the MTC server and MTC device, there are still issues that remain to be addressed. For instance, if SMS is invoked to transmit the triggering message from the MTC server, the problem of routing SMS using IMSI based MTC device ID (due to the MSISDN not being available for many MTC devices) needs to be dealt with. If a PDP context / PDN connection is used (for IP based communications), the MTC server needs to know the publically routable address of the MTC device so as to be able to send mobile terminated data packets for triggering the MTC device. If the Gateway is to relay the triggering message, either via signalling or via data bearer services, the Gateway needs to know the location of the GGSN/PGW that is serving the (possibly roaming) MTC device.
This paper examines the details of MTC device triggering when an intermediate Device Trigger Gateway, which is referred as MTC GW in this paper, is used between the MTC server and the 3GPP network entities such as the GGSN/PGW. A new interface, “MTCp” is introduced for signalling and data transfer between the MTC GW located in the HPLMN, and the GGSN/PGW located in the VPLMN. MTCp is the inter-PLMN variant of the MTCi interface between the MTC GW and the GGSN/PGW in the home domain. Both the MTCp and MTCi have a ‘bearer’ component that can be used to transfer data packets relayed by the MTC GW, as well as a ‘signalling’ component that can be used for device triggering, event reporting, monitoring or even for assisting in NAT traversal (NAT traversal discussed in another paper).
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According to the agreements at the SA2#83 meeting, at least one MTC GW is deployed in the HPLMN that communicates with the MTC server. The MTC server acquires the MTC GW address from the ID of the MTC device or by just by way of configurations. The agreements at the SA2#83 meeting assume that the MTC identifier (MTC device ID) used on the MTCsp reference point must be globally unique and should be one-to-one mappable to device IMSI. With such uniqueness of the MTC device ID, the MTC GW is able to query the HSS/HLR for information such as the IP address assigned to the MTC device and the serving GGSN/PGW address etc. On the receipt of device triggering message from the MTC server, the MTC GW interrogates (using the MTC device ID) the HSS/HLR for the MTC device address and the GGSN/PGW address. Such information could be stored in HSS/HLR after the MTC device has established the PDN connection/PDP context. If the HSS/HLR has no valid MTC address and GGSN/PGW address, it can be assumed that no PDN/PDP exists. In such case, in order to communicate with such MTC device, a PDP context or PDN connection need to be established.  
On the receipt of trigger information from the MTC server for an MTC device, the MTC GW forwards the triggering message to the MTC device as ‘data packets’ which could be encapsulated within a tunnel between the MTC GW and GGSN/PGW (MTCi/ MTCp interface). The tunnel could be IPinIP or GRE or even a GTP tunnel. The triggering data packets sent to the device could be derived from the contents within the messages received from the MTC server. Since the triggering data packets are destined for the MTC device, the PDN connection / PDP context should have been established before the transmission of triggering data packets. The MTC GW can ensure that the device has attached to the network in EPS or the PDP context has been activated in GPRS on successful retrieval of the MTC device IP address and PGW/GGSN ID/ address from the HSS/HLR. 
Alternatively, the MTC GW can send the triggering message to the GGSN/PGW via the signalling component of the MTCi/ MTCp interface between the MTC GW and GGSN/PGW. After deriving the triggering contents from the signalling message, the GGSN/PGW packs them into the NAS signalling or Paging request that is sent to the MTC device. The NAS signalling could be the bearer context modification request in EPS or PDP context modification in GPRS.
Proposal
6.X
Solution – Gateway based Device triggering solution

6.X.1
Problem Solved / Gains Provided

See clauses 5.8 "Key Issue – MTC Device Trigger"

6.X.2
General

This solution proposes a method for MTC device triggering with the assistance of the MTC GW. The MTC GW relays triggering message from the MTC server to the GGSN/PGW, which in turn transmits the triggering message to the MTC device via bearer services or via NAS signalling. 
A reference point “MTCp” is introduced for signalling and/or bearer data transfer between the MTC GW located in the HPLMN and GGSN/PGW located in VPLMN, as illustrated in Figure 1. MTCp is the inter-PLMN variant of MTCi interface between the MC GW and the GGSN/PGW in the home domain. MTCp have a ‘bearer’ component that can be used to transfer data packets relayed by the MTC GW, as well as a ‘signalling’ component that can be used for device triggering, event reporting, monitoring, or even for assisting in NAT traversal. The ‘bearer’ component of MTCi /MTCp could be based on IPinIP, GRE or even the GTP tunnel. The ‘signalling’ component could be based on Diameter or RADIUS.
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The MTC server acquires the MTC GW address from the ID of the MTC device or by way of configurations. MTC identifier (MTC device ID) used on the MTCsp reference point must be globally unique and should be one-to-one mappable to device IMSI. MTC device IP address and GGSN/PGW address /identity are stored in the HSS/HLR after the MTC device successfully establishes the PDP context / PDN connection. When the device detaches from the network or the PDP context deactivates, this information is deleted or marked as invalid. With such uniqueness of the MTC device ID, the MTC GW is able to query the HSS/HLR for information such as the IP address assigned to the MTC device and the serving GGSN/PGW address etc. 
On the receipt of device triggering message from the MTC server, the MTC GW interrogates (using the MTC device ID) the HSS/HLR for the MTC device IP address and the GGSN/PGW address. If the HSS/HLR has no valid MTC address and GGSN/PGW address, it can be assumed that no PDN/PDP exists. In such case, in order to communicate with such MTC device, a PDP context or PDN connection needs to be established. The HSS/HLR triggers the SGSN/MME where the device is located to have the PDP/PDN established. 
On the receipt of trigger information from the MTC server for an MTC device, the MTC GW forwards the triggering message to the MTC device as ‘data packets’ which could be encapsulated within a tunnel between the MTC GW and GGSN/PGW (MTCi/ MTCp interface). The triggering data packets sent to the device could be derived from the contents within the messages received from the MTC server. Since the triggering data packets are destined for the MTC device, the PDN connection / PDP context should have been established before the transmission of triggering data packets. The MTC GW can ensure that the device has attached to the network in EPS or the PDP context has been activated in GPRS on successful retrieval of the MTC device IP address and PGW/GGSN ID/ address from the HSS/HLR. 

Alternatively the MTC GW can send the triggering message to the GGSN/PGW via the signalling component of the MTCi/ MTCp interface between the MTC GW and GGSN/PGW. After deriving the triggering contents from the signalling message, the GGSN/PGW packs them into the NAS signalling or Paging request that is sent to the MTC device. The NAS signalling could be the bearer context modification request in EPS or PDP context modification in GPRS.

Figure 2 illustrates the example procedure for MTC device triggering of this solution.

[image: image3.emf]MTC Device PGW MTC GW HSS MTC Server

Register PGW address

,

MTC 

device IP address, MTC Device ID

Response

Attach and IP 

address assignment

response

Relay the triggering 

message

Trigger indication( MTC ID)

Query address of GGSN/PGW 

and MTC device IP Address

MT triggering data

sent through tunnel between the 

MTC GW and PGW in H/VPLMN

MME

MT triggering data 

Triggering message 

within the Diameter message 

sent from MTC GW to PGW

Modify/Update Bearer request

(triggering message

)

response

response


Figure 2

6.x.3
Impacts on existing nodes or functionality

6.x.4
Evaluation
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