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Abstract of the contribution:

The use of IMSI as identifier for MTC Device that needs to be triggered is proposed as alternative to the use of other identifiers. A distinction is made between trigger identifiers used between MTC User and MTC Server and used between MTC Server and the PLMN.
Discussion:

For triggering of an MTC Device the PLMN needs an identifier. This identifier shall indicate the MTC Device or the group of MTC Devices that needs to be triggered. 
The identifier that is used to trigger, may either be a new identier or an existing identifier. Setting up an administration for a new identifier takes a long time. Therefore, in addition to the use of a newly defined identifier, solutions are welcome that can use existing identifiers. The MSISDN is not a suitable existing identifier because the issues with shortages of E.164 resources. But similar shortages do not exist with IMSIs. It is therefore proposed to consider the use of IMSIs as identifier for triggering.

The use of IMSI as identifier for identifying an MTC Device that requires triggering may be considered unsuitable, because it is a semi-private identifier. However, when the operator owns the MTC Server, the trigger identifier is used in the PLMN internally only, so there is no issue with the use of IMSIs. Even when the MTC server is outside the operator domain, the MTC Server and MTC Device are generally owned by the same entity so there is no issue with privacy of the IMSI either. There is also no issue with number portability as IMSIs are used as internal numbers (i.e. not made public to third parties). Also in the current case where MSISDNs are used as trigger identifier, the MTC application owner will have to change IMSIs when changing operator.
Note that the use of IMSI between the MTC Server and the network does not imply that IMSI is also used in the trigger request between MTC User and MTC Server. This latter request may use a totally different application specific identifier.
It is therefore proposed to allow the use of an IMSI inside the PLMN as identifier for identifying MTC Devices that needs to be triggered.
Proposed changes:

5.8
Key Issue - MTC Device Trigger

5.8.1
Use case description

For many M2M applications there may be an interest to have poll model for communications between MTC devices and the MTC Server. This may be because the MTC User wants to be in control of communication from MTC Devices, and does not allow MTC Devices to randomly access the MTC Server. Also for applications where normally the MTC Devices initiate communications, there may occasionally be a need for the MTC Server to poll data from MTC devices.

For MTC Devices that are not continuously attached to the network or that have no always-on PDP/PDN connection it is beneficial to trigger MTC Devices to attach and/or establish a PDP/PDN connection based on a trigger indication from the MTC server. It is important that it can be guaranteed to the MTC User that  MTC Devices can only be triggered to attach and/or establish a PDP/PDN connection  by authorized MTC Servers.
Triggering of MTC Devices is based on the use of an identifier identifying the (group of) MTC Device(s) that needs to be triggered. The identifier used by the MTC User in the triggering request to the MTC Server can be different from the identifier used by the MTC Server in the triggering request to the PLMN network. 
5.8.2
Required Functionality

The following functionality is required to trigger MTC Devices:

-
The PLMN shall be able to trigger MTC Devices to initiate communication with the MTC Server based on a trigger indication from the MTC server.

-
The network shall provide a mechanism such that the MTC Device can only receive trigger indications from authorized MTC Servers.

-
Upon receiving a trigger indication from a source that is not an authorised MTC Server, the network shall be able to provide the details of the source (e.g. address) to the MTC User. 

-
The network shall provide a mechanism to the MTC User to provide a set of authorized MTC Server(s).
-
A MTC Device shall be able to receive trigger indications from the network and establish communication with the MTC server when receiving the trigger indication. Possible options are:

-
Receiving trigger indication in detached state and establish communication.

-
Receiving trigger indication in attached state and the MTC device has no PDP/PDN connection.

-
Receiving trigger indication in attached state and the MTC device has a PDP/PDN connection.

NOTE 1:
There are currently available solutions to trigger MTC Devices (e.g. unanswered CS call attempts, sending an SMS). However, these have disadvantage when used at a large scale (e.g. they are based on MSISDNs), and work only for attached MTC Devices. This key issue will investigate possible improvements over the currently available means for triggering.

-
A HPLMN supporting the MTC device trigger feature shall provide an interface for reception of a trigger indication into the PLMN in order to be delivered by the network to the addressed MTC device. This interface:

-
shall be globally consistent (i.e. the same) across PLMNs supporting the MTC device trigger feature.
-
shall not require the MTC server to have prior knowledge of the current reachability state (i.e. attachment and PDP context/PDN connection states) of the targeted MTC device.
NOTE 2:
This interface does not preclude an MTC server from interrogating/monitoring the network for the current reachability state of a MTC device.

NOTE 3:
This interface does not preclude an MTC server from submitting an SMS directly to an SMS-SC to attempt to trigger a MTC device.
-
In the triggering request to the PLMN the MTC Server shall use an identifier to indicate the (group of) MTC Device(s) that is required to be triggered. The identifier used:

- can be a new identifier; or

- can be an existing identifier such as an IMSI.

NOTE 4:
The identifier used by the MTC User in the triggering request to the MTC Server can be a different identifier than the one used by the MTC Server in the triggering request to the PLMN. The identifier used by the MTC User is out of scope of 3GPP standardisation and may e.g. be an application specific identifier.
5.8.3
Evaluation
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