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1
Discussion

Without BBF interworking the procedures for a UE connected to the HeNB are those defined by TS 23.401, while with BBF interworking the procedure needs to be enhanced in order to show the interactions of PCRF with the BPCF via the S9* interface for the QoS management and in some procedure some message needs to be enhanced to carrying new information as already defined for Alternative 2 E-UTRAN Initial attach.
This contribution proposed a revision of the procedures showing the difference where needed for enabling the management of QoS in the BBF portion of the connection between the HeNb and the SeGW/HeNB GW.

* * * Start of 1st Change * * *  
5.7.2.1 
E-UTRAN Initial Attach 
Editor’s note: this procedure is based on TS 23.401, clause 5.3.2.1
NOTE: 
Enhancements to the Initial Attach procedure rest on the assumption that the HeNB sends the tunnel information and the FQDN of the BPCF to the MME using the S1-Setup procedure defined in 3GPP TS 36.413

When the HeNB initiates the S1-Setup procedure with the MME per 3GPP TS 36.413, section 8.7.3.1, it includes in the   S1 Setup Request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”, and the FQDN of the BPCF in the BBF access network. The MME stores this information and then sends it towards the PCRF when a UE attaches to the network via the HeNB. 

Editor’s note: Providing tunnel information via S1 Setup Request is not suitable in presence of HeNB GW, because the HeNB GW terminates all non-UE associated signalling (refer to TS 36.300 clause 4.6.2). This means that in presence of HeNB GW there is only one S1 Setup message between the HeNB GW and the MME, regardless of the number of HeNBs. It is FFS which S1 message(s) should be used instead.
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Figure 5.7.2.1-1: Attach procedure

This clause is related to the case when the UE performs initial attachment to the E-UTRAN network via a HeNB. The HeNB is already powered ON.
1- The description of these steps are the same as for step 1-13 of TS 23.401 clause 5.3.2.1 with the following modification:

· in step 12  the MME also includes HeNB Tunnel-Info and FQDN of BPCF in the Create Session Request sent to the Serving GW
· in step 13 the Serving GW also includes HeNB Tunnel-Info and FQDN of BPCF in the Create Session Request sent to the PDN GW
2 The description of these steps are the same as for step 14 of TS 23.401 clause 5.3.2.1 with the addition that the PDN GW also includes HeNB Tunnel-Info and FQDN of BPCF
3 The PCRF initiates Gateway Control Session establishment to establish S9* Session. The IMSI, IP-CAN type, outer IP header information (HeNB Tunnel-Info) for tunnel traffic needs to be included in the request message which sending to the BPCF.
4. 
The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specifications WT-134 [11] and WT-203 [6]. This step is out of 3GPP scope.
5 The description of these steps are the same as for step 16-24 of TS 23.401 clause 5.3.2.1



* * * End of 1st Change * * *  
* * * Start of 2nd Change * * *  
5.7.2.2 
UE requested PDN connectivity
Editor’s note: this procedure is based on TS 23.401, clause 5.10.2
NOTE: 
Enhancements to the UE requested PDN connectivity procedure rest on the assumption that the HeNB sends the tunnel information and the FQDN of the BPCF to the MME using the S1-Setup procedure defined in 3GPP TS 36.413

The UE requested PDN connectivity procedure for an E-UTRAN is depicted in figure 5.10.2-1. The procedure allows the UE to request for connectivity to a PDN including allocation of a default bearer. The PDN connectivity procedure may trigger one or multiple Dedicated Bearer Establishment procedures to establish dedicated EPS bearer(s) for that UE.

An emergency attached UE shall not initiate any PDN Connectivity Request procedure. A normal attached UE shall request a PDN connection for emergency services when Emergency Service is required and an emergency PDN connection is not already active.
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Figure 5.7.2.2-1: UE requested PDN connectivity

This procedure is the same as described in 23.401, clause 5.10.2, 
1- The description of these steps are the same as for step 1-3 of TS 23.401 clause 5.10.2 with the following modification:

· in step 2  the MME also includes HeNB Tunnel-Info and FQDN of BPCF in the Create Session Request sent to the Serving GW

· in step 3 the Serving GW also includes HeNB Tunnel-Info and FQDN of BPCF in the Create Session Request sent to the PDN GW

2 The description of these steps are the same as for step 4of TS 23.401 clause 5.10.2with the addition that the PDN GW also includes HeNB Tunnel-Info and FQDN of BPCF

3 The PCRF initiates Gateway Control Session establishment to establish S9* Session. The IMSI, IP-CAN type, outer IP header information (HeNB Tunnel-Info) for tunnel traffic needs to be included in the request message which sending to the BPCF.
4. 
The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specifications WT-134 [11] and WT-203 [6]. This step is out of 3GPP scope.
5 The description of these steps are the same as for step 5-14 of TS 23.401 clause 5.10.2


* * * End of 2nd Change * * *  
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4The E-UTRAN attach procedure as in Figure 5.10.2 of TS 23.401 from step 5 to 14







The E-UTRAN attach procedure as in Figure 5.10.2 of TS 23.401 from step 1 to 3
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