SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #84
TD S2-111491
11 - 15 April 2011, Bratislava, Slovakia

Source:
Huawei, Hisilicon
Title:
C-x interface procedure
Document for:
Approval
Agenda Item:
9.3
Work Item / Release:
BBAI/Rel-11
Abstract of the contribution: This contribution proposes to clarify that C-x interface is per HNB and only for CS QoS control and to add C-x interface procedures.
Introduction

In the last SA2 meeting, a forward architecture has been approved and new interface C-x between HNB GW and PCRF is introduced. This new interface is used for HNB GW to request QoS resource from policy controller. But the details have not been discussed. This contribution discusses the open issues
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Issue 1: C-x session is per HNB or per UE
There are two establishment modes of C-x session, per HNB and per UE. If C-x session is per HNB, there will be only one C-x session for all UEs under the same HNB. Otherwise, if per UE, there will be multiple separate C-x sessions for every UEs under the same HNB.

Per HNB:

C-x session is established when HNB register to HNB GW. At the establishment procedure, PCRF may provide some default QoS rule to BPCF for HNB control plane QoS. When receive RAB establishment request, HNB GW trigger C-x session modification to request QoS for specific bearer. When HNB de-register or power off, HNB GW will terminate C-x session.

Per UE:
C-x session is established when UE register to CS or attach to PS. When receive RAB establishment request, HNB GW trigger C-x session modification to request QoS for specific bearer. When UE detaches, HNB GW release C-x session.

When UE enter idle state, HNB-GW, which appears as an RNC, will delete UE context and release Iu session. Therefore, C-x session is terminated when UE enter idle state and re-established when UE return connect state. This will lead frequently C-x session establishment and termination and make a great impact on PCRF performance 
Conclusion

According to the follow table, we can find the former case, C-x session is per HNB, is more efficient. 
	
	Impact on PCRF performance
	Quantity of C-x session
	QoS for control plane

	Per HNB
	Low 
	Less, equal to the quantity of HNB
	Support

	Per UE
	High, frequently diameter establishment and termination when UE enter or exit idle state.
	More, equal to the quantity of UE
	Do NOT support.


Issue 2: C-x session is for only CS or both CS and PS QoS control.
There are two QoS control modes of C-x session, only for CS QoS control and for both CS and PS QoS control.
Only for CS QoS control

HNB GW only request QoS resource from PCRF when it receives RAB request from CS domain via Iu-CS and take no action on C-x interface when it receives any request from PS domain via Iu-PS. For CS traffic QoS control, HNB GW triggers PCRF to push QoS rule to BPCF. For PS traffic QoS control, PS core network, e.g. Rx/Gx interface, triggers PCRF to push QoS rule to BPCF.
Both for CS and PS QoS control

HNB GW request QoS resource from PCRF when it receives any RAB request from CS or PS domain. For CS traffic QoS control, HNB GW triggers PCRF to push QoS rule to BPCF. For PS traffic QoS control, there are two ways that trigger PCRF request QoS, by HNB GW and by PS core network. In order to avoid sending duplicate QoS rule to BPCF, PCRF must ignore the trigger from PS core network. For example, when PCRF receives resource request from Rx or Gx, PCRF must determine whether this traffic will impact on HNB GW. If yes, PCRF will delay QoS rule provision to BPCF and waits the QoS request from HNB GW. Otherwise, PCRF send QoS rule to BPCF directly.
Conclusion
The case that C-x session is used for both CS and PS QoS control need PCRF to determine whether trigger S9* action and lead to PCRF more complex. On the other hand, CS and PS QoS control are separated in legacy 3GPP network at all. Therefore, it’s reasonable that they are also separated in BBAI case.
Issue 3: Tunnel information to the HNB GW/SeGW.
The IPsec tunnel is tunnel between the HNB and the SeGW is define for 3GPP in TS 33.310 and TS 33.310 based on RFC specification. Further more the H(e)NB and SeGW shall use the IKEv2 mechanisms for detection of NAT, UDP encapsulation for NAT Traversal, H(e)NB initiated NAT keep-alive, IKEv2 SA and IPsec SA rekeying, and Dead Peer Detection (DPD). 
The support of NAT traversal with IKEv2 is described in RFC 4306 which allows to discover if the NAT is supported on source or destination side and which is the corresponding Source IP or destination IP as part of the IKEv2procedure. In addition the NAT traversal for IPsec can be detected and supported as defined by RFC 3947. The detection of UDP or TCP port is also part of the IPsec and IKEv2 tunnel establishment.
Proposal

According to the discussion, this contribution proposes to C-x interface is per HNB and only for CS QoS control. The C-x procedure is added.

* * * Start of 1st Change * * *  
5.10  3GPP Femto Architecture Decision

A way forward is based on the architecture diagrams below.
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Figure 5.x-1 : Architecture for CS and PS support 

NOTE-1:  CS support is provided by the serving network

NOTE 2: 
Dynamic allocation of resources in the BBF access network for circuit switched calls from the HNB can be provided by C-x interface.
NOTE X: C-x interface is only used for CS QoS control. HNB GW request QoS resource from PCRF only when it receives RAB request from Iu-CS.

NOTE Y: C-x session is per HNB, i.e. HNB GW establishes only one C-x session for a given HNB. The C-x session should include HNB ID, HNB local IP address (assigned by BBF network), IPsec tunnel information, and so on. PCRF can regard C-x session as a special IP-CAN session and HNB as a special UE.
Editor’s note: 
It is FFS whether CSG membership based admission control is required.  If it does, the impact to the system architecture will be addressed accordingly.  

* * * End of 1st Change * * *  
* * * Start of 2nd Change * * *  
X.1 C-x session establishment
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Figure xx: HNB power on procedure
1) When the HNB powers on, it receives a local IP address from the BBF Access Network. Local-IP assignment by BBF is out of 3GPP scope.This IP address is the OuterIP address of the IPSec tunnel between the HNB and the SeGW.

2) The IKEv2 tunnel establishment procedure is initiated by the HNB as describe in TS 33.320The SeGW IP address to which the HNB refers to establish IPSec tunnel is discovered via DNS query as specified in clause 5.1 in TS32.583 and TS32.593. 
After successful mutual authentication, SeGW provides the IP Address to HNB as defined in TS 33.320, In case of NATted BBF RG, during the IPsec tunnel establishment the procedure as defined by RFC 4306 and RFC 3947, the SeGW detects NATed/NATPed Source IP address (the Source outter IP Address of HNB) and the port mapping 
3) The HNB initiates the Registration to HNB GW including the Inner-IP Address and Outer-IP Address (HNB local IP address) of the IPSec tunnel. The registration procedure is already defined in TS 25.467 section 5.2.2 and in TS36.413 section 8.7.3.

4) The HNB GW establishes an C-X session with the PCRF including information about the HNB such as CSG ID, the Inne IP Address and Outer IP Address (HNB Local IP address) of the IPSec tunnel.

5) The PCRF responds to the HNB GW for HNB’s registration.

6) The PCRF identifies the IP address associated with the fixed access over which the HNB is communicating based on IPSec tunnel information received during step 3. The PCRF establishes an S9* session towards the BPCF using the HNB local IP address assigned by BBF network. Policies applied may, for example, be associated with control plane signalling or management traffic for the HNB.
7) The BPCF responds to the request.
X.2 Resource Assignment procedure
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Figure xx: Resource Assignment procedure
1) When the MSC receives a SETUP message from the UE to initiate call setup, the MSC triggers RAB assignment request message to the HNB GW.

2) The MSC sends the RAB assignment request message to the HNB GW to establish, modify, or release one or several RABs. QoS information may also be included in the message.

3) On reception of the CS domain RAB Assignment Request message at the HNB GW, the HNB GW requests authorisation for the bearer(s) that form part of the original request including the HNB Local IP address QoS information. The HNB GW can identify CS domain RAB by Iu-CS connection CN Domain Indicator(referenced 25.413 9.1.33)    
4) The PCRF requests the BPCF to modify the resource by sending the GW Control and QoS Rule Provision (QoS-Rule with the QoS information) message to BPCF. The QoS-Rule with the QoS information indicates the BPCF how to modify the corresponding resources in BBF access network. 

5) The BPCF takes into account the information contained in the QoS rule and modifies the corresponding resources, but the details for how to modify the resource in the BBF access is out of scope to 3GPP. 

6) The BPCF acknowledges the GW Control and QoS Rule Provision message by sending an GW Control and QoS Rule Provision Ack message to the H(e)NB Policy Function

7) The PCRF responds with the outcome of the authorisation request

8) Based on the authorisation decision, the HNB GW continues or rejects the RAB assignment.

9) The MS responds with RAB assignment message.

* * * End of 2nd Change * * *  


























































































































































































































































































































































































































































































3GPP

SA WG2 TD


_1362916250.doc

[image: image1]









7. S9* Session Establishment complete











6. S9* Session Establishment



 















3.HNB register with HNB GW(HNB’s Inner IP address, NATed/NATPed HNB’s Outer Local-IP) 











2. IKEv2 Authentication and Tunnel Setup
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4. C-X Session establishment
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75 C-X session establishment complete
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5) Update S9* session response







4) Update S9* session request 







6) Bearer Authorisation Response







3) Bearer Authorisation Request 
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