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Abstract of the contribution: This contribution proposes miscellaneous cleanup updates to TR 23.839. 
Introduction
List of proposed changes:
· Section 5.1.2.2. Changed editor’s note “The enhancement of PCRF for supporting interworking with BBF Policy Framework is FFS” to only apply for Femto. We believe that for WLAN this has been studied in-depth now.
· Section 5.1.2.2. Removed the general editor’s note “It is FFS how to capture the 3GPP assumptions on the BBF access network elements functionalities”. All assumptions on BBF are captured in 5.2.2.1.6. References to the BBF specs are added.
· Section 5.1.2.3. Removed the editor’s note “It is FFS whether the enhancement of reference points S9 and Gx is required for supporting interworking with BBF access network”. We believe that this has been studied in-depth and documented in other sections of this TR.
· Section 5.2.2.1.6. Remove the editor’s note “Also scenarios where 3GPP-based access authentication is not supported needs to be studied. The BPCF-initiated S9* session for such scenarios will be considered”. We believe that these scenarios have been studied in-depth now. They are described in detail in section 5.2.2.1.2.
· SA#83 approved S2 111134. That contribution proposed to add an extra information element sent from 3GPP to BBF via S9* to enable user differentiation within the BBF domain, even when multiple UEs reside behind a single NAT. Only the S2b-PMIP flows were available in TR 23.839 at that time. This contribution adds the new information element also to the S2b-GTP flows. See section 5.5.1.1a and 5.5.1.4a.
Proposal

It is proposed to update TR 23.839 as shown below:

****** 1st Change ******
5.1.2.2 
Network Elements

The 3GPP network elements are defined in details in 3GPP TS 23.401 and 3GPP TS 23.402.

To support initiation of S9* session from the PCRF when using untrusted access procedures, the ePDG is enhanced to transport the access information of the UE, e.g. the outer header of the IP-sec tunnel, to the PCRF via the Gxb* or the S2b reference points as described in 5.2.2.1.2.
Editor’s Note: It is FFS whether Gxb* or S2b and Gx is used to carry the access information of the UE in case S2b is used.
Editor’s Note: The enhancement of PCRF for Femto scenarios for supporting interworking with BBF Policy Framework is FFS

Editor’s Note: It is FFS if the PDN GW and ePDG need enhancement for supporting QoS management for interworking with BBF access network 

The BBF network elements BRAS, BNG, RG, BPCF* are defined in details in BBF TR-058, TR-101, WT-145 [7], WT-134, and WT-124.

The BBF device represents any devices defined by broadband Forum or supported by BBF access, as a PC, Media center, etc, and they are considered outside the scope of 3GPP.
NOTE: The definition of BPCF*for enhancements to support Policy & QoS interworking with mobile networks is under discussion in BBF WT-134 [8] 

****** Next Change ******
5.1.2.3
Reference Points

The reference point S1-MME, S1-U, S3, S4, S10, S11 are defined in TS 23.401 . The reference points S2b, S2c, S6a, S6b, SWx, SWa, SWm, SWn, SWu, SGi, Rx, Gxc are defined in TS 23.402. 

Gx
It provides transfer of dynamic QoS control policies (QoS) and charging rules from PCRF to Policy and Charging Enforcement Function (PCEF) in the PDN GW.

Gxb*     
It connects the ePDG with the PCRF and transports access information, e.g. the outer header of the IPSec tunnel. It is only used for scenarios in which the ePDG provides the access information via Gxb* to trigger the PCRF to initiate the S9* session.
S9
It provides transfer of dynamic QoS control policies (QoS) and charging control information between the Home PCRF and the Visited PCRF in order to support local breakout function. In all other roaming scenarios, S9 has functionality to provide dynamic QoS control policies from the HPLMN.


S9*
For building block 1 it provides transfer of dynamic QoS control policies (QoS)  from the Home PCRF to the  BBF Policy BPCF  and in roaming scenario from  the Visited PCRF and to the BBF Policy BPCF  function in order to provide the interworking between PCRF and the BBF policy framework. The S9* is based on enhancement of S9 reference point for supporting interworking with BBF Policy Framework.

NOTE: In Building Block 1 traffic is routed back to EPC and charging control is done by HPLMN.
SWa
It connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner.

STa
It connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner.

The Reference points within the BBF access network are defined in BBF TR-058, TR-101, WT-145 and  WT-134 and they are considered out of the scope of 3GPP.
****** Next Change ******
5.2.2.1.6 
Assumptions about functionality in the BBF access network

In the above analysis, the following assumptions were made about functionality in the BBF Access Network:

· The BPCF is able to map the QoS information (QCI, bit rates, ARP) received over S9* to access-specific parameters applicable in the BBF access network [WT-203].
· The BBF access network (e.g. BPCF) can perform admission control based on the QoS rules received over S9* [WT-203].
· The BBF access network is able to support 3GPP-based access authentication and forward EAP messages between the UE and EPC [WT-203].
· Triggered by the access authentication and/or local IP address assignment, the BPCF initiates establishment of the S9* session with the PCRF. This assumes that the BBF Access becomes aware of the 3GPP UE attaching [WT-203].
· BPCF support for PCRF- initiated establishment of S9* session [WT-203].
· Assumptions related to QoS interworking based on DSCP:
· The RG/AN might have pre-configured rules limiting the traffic to a certain maximum bandwidth. These rules might be on a per-DSCP basis. The RG might have pre-configured rules to allow only 3GPP UEs to set DSCP. Distinguishing 3GPP UE from other devices might for example be concluded from authentication (always EAP-AKA for 3GPP UEs) or from packet destination address (always ePDG/PGW for S2b/S2c). The RG functions mentioned here are out-of-scope for 3GPP. 

· In WLAN scenarios without user plane confidentiality protection, the RG should perform reflective QoS. Note as these are tunnelled scenarios, the RG needs to examine both the inner and the outer IP header.
· In WLAN scenarios with user plane confidentiality protection, the RG honours the DSCP marking set by the UE.
· In a femto scenario, the RG honours the DSCP marking set by the H(e)NB.
· It is assumed that the BNG enforces UE bandwidth limitation based on the information (including QoS rules) received over S9* via the BPCF. These rules may have a different granularity as determined suitable for the BBF network (e.g. in a scenario with user place confidentiality protection). The granularity may be on a per UE and DSCP basis.
Editor’s note: The assumptions on QoS interworking are still to be acknowledged by BBF

· In an S2b/S2c scenario with multiple UEs behind the same NATed RG, it is assumed that the BBF is able to use UE local IP address and UDP source port number received over S9* e.g. to perform accounting or policy enforcement on a per-UE granularity.
· Editor’s note: This assumption is still to be acknowledged by BBF.

****** Next Change ******
5.5.1.1a
Initial Attach with GTP on S2b
· Editor’s note: this procedure is based on TS 23.402, clause 7.2.4
· Editor’s note: only the different procedures compare to subclause 5.5.1.1 are described here. 
This clause is related to the case when the UE powers-on in an untrusted BBF access network via S2b interface.

GTPv2 (see TS 29.274 [xx]) is used to setup GTP tunnel(s) between the ePDG and the PDN GW. The IPsec tunnel between the UE and the ePDG provides a virtual point-to-point link between the UE and the ePDG.
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Figure 5.5.1.1a-1: Initial attachment when Network-based MM mechanism are used over GTP based S2b for roaming, non-roaming and LBO

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.
1-3. 
The description of these steps are the same as for step 1-3 in subclause 5.5.1.1.

A.1-A.2. 
The description of these steps are the same as for step A.1-A.2 in subclause 5.5.1.1.

4-7. 
The description of these steps are the same as for step A-D in TS 23.402, clause 7.2.4, with following additions: the UE local IP address and optionally UDP source port number (if NAT is detected) are also included in the Create Session Request message at step 4. The UE local IP address and optionally UDP source port number (if NAT is detected) are forwarded to the PCRF at step 5.

B.1 Triggered by step 5, the PCRF (non-roaming case) or the v-PCRF (roaming case) triggers the BPCF to do Gateway Control Session establishment to establish S9* Session. The IMSI, IP-CAN type, outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.

8-12. 
The description of these steps are the same as for step 8-12 in subclause 5.5.1.1.

****** Next Change ******
5.5.1.4a 
E-UTRAN to Untrusted Non-3GPP IP Access Handover with GTP on S2b

· Editor’s note: this procedure is based on TS 23.402, clause 8.6.2
· Editor’s note: only the different procedures compare to subclause 5.5.1.4 are described here. 
This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an untrusted non-3GPP access network. GTP or PMIPv6 is assumed to be used on the S5/S8 interface and GTP is used on the S2b interface.
The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to the PDN GW in the VPLMN. The vPCRF receives the Acknowledgment from the PDN GW and forwards it to the hPCRF.

-
In the non-roaming case, the vPCRF is not involved.

In case of connectivity to multiple PDNs the same behaviour as described in clause 5.5.1.4 also applies to this procedure.

The optional interaction steps between the PDN gateway and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the PDN gateway. 
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Figure 5.5.1.4-1: E-UTRAN to Untrusted Non-3GPP IP Access Handover with GTP on S2b

1-7) The description of these steps are the same as for steps 1-7 in subclause 5.4.1.4
8-10)
 The description of these steps are the same as for steps A-C in TS 23.402, clause 8.6.2, with following additions: the UE local IP address and optionally UDP source port number (if NAT is detected) are also included in the Create Session Request message at step 8. The UE local IP address and optionally UDP source port number (if NAT is detected) are forwarded to the PCRF at step 9.
B.1)  Triggered by step 9, the PCRF (non-roaming case) or the v-PCRF (roaming case) triggers the BPCF to do Gateway Control Session establishment to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.

11-16) The description of these steps are the same as for steps 11-16 in subclause 5.4.1.4

****** End of contribution ******
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