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During SA#83 F2F meeting at Salt Lake City, BBAI WI team has agreed to incorporate the CS support for 3G deployment scenario as part of the overall system architecture.  The intent of this contribution is to propose a unified C-x interface and procedures to support both CS and PS for 3G in case when the C-x is deployed.  

The proposed solution imposes no impact to the existing SGSN, GGSN, and MSC, and minimizes the system impact to PCRF to enable both CS and PS support in BBAI while allowing consistent control flows for PS support in 3G system through the existing Rx interface.  As a result, a common 3G BBAI architecture for different combinations of the 3G operators’ deployment scenarios that supports PS-only or both PS and CS services is feasible.     
Introduction
It is 3G operators’ requirement for the continuation support for both CS and PS when BBAI is enabled in their existing 3G deployment.  Therefore, minimum impact to the existing 3G network elements are critical design consideration for BBAI to support for CS and PS. 
Proposal

This contribution presents a simple unified C-x interface and procedures, that interconnect the HNB-GW and PCRF to support both PS and CS services. The proposed solution imposes no impact to the existing SGSN, GGSN, and MSC, and minimizes the system impact to PCRF to enable both CS and PS support in BBAI while allowing consistent control flows for PS support in 3G system through the existing Rx interface.  As a result, a common 3G BBAI architecture for different combinations of the 3G operators’ deployment scenarios that supports PS-only or both PS and CS services is feasible.    
Solution Overview
The proposed C-x operation is partitioned into two phases. 
· Phase-1:  C-x Session Registration per HNB 

· Phase-2:  HNB Resource Allocation during UE CS and PS Service Request Processing 

The other corresponding procedures such as Iu release or handover related procedure are also included in this proposal.
Phase-1: C-x Session Registration Per HNB

The following Figure-1 summarizes the overall operation of this phase. 
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Figure 1: Phase-1 HNB BBAI C-x Session Establishment 

During this phase, as soon as the HNB is powered on and establish an IKEv2 mutual authenticated SA successfully with the SeGW for its corresponding EPC network over the BBF access network, the HNB will then register with its serving HNB-GW.  
During the IKEv2 mutual authentication procedures between the HNB and serving SeGW, and after the successful mutual authentication, the serving SeGW will leverage the already supported IKEv2 Configuration Payloads parameter in the IKEv2 message, that carries the Inner-IP assigned to the HNB by the EPC network, to also include the HNB’s “NATed/NATPed” Outer-IP of the IPSec Tunnel if the HNB detects NAT/NATP is present  between the itself and its serving SeGW. 

Once the HNB receives both its Inner-IP and the NATed/NATPed Outer-IP from its serving SeGW, the HNB will then includes its Inner-IP and Outer-IP of the IPSec Tunnel to register with its serving HNB-GW.  The registration of the HNB with its serving HNB-GW will then trigger the HNB-GW to register a C-x session for the corresponding HNB towards PCRF with the information regarding the HNB’s Inner-IP (assigned by the EPC) and the corresponding HNB’s NATed/NATPed Outer-IP (assigned by the BBF access).  Once the C-x session is established, such session is used for the total resource allocation granted by the PCRF towards the HNB.  
Note that, the selection of the serving PCRF per HNB and the BPCF for the corresponding HNB based on the HNB’s NATed/NATPed Outer-IP is beyond the scope of this contribution.  

At this phase, the PCRF will have knowledge of the HNB’s NATed/NATPed Outer-IP assigned by the BBF access so that it can communicate with the BPCF for the resource allocation for the given HNB.  
Phase-2:  HNB Resource Allocation during UE CS and PS Service Request Processing 
The following Figure-2 summarizes the overall operation of this phase. 
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Figure 2 : Phase-2 HNB BBAI Resource Allocation and De-allocation 

When UE attached to the given HNB initiates a CS service session with the MSC, the MSC will then initiate the RAB assignment request towards the HNB-GW.  When the UE attached to the given HNB initiates a PS service session with the AF, the AF will request resource from PCRF via Rx interface, which will authorize the resource request and make a PCC decision based on subscription and configuration, and initiate the bearer establishment/modification via Gx interface between PCRF and GGSN. In turn, the GGSN will trigger the SGSN to send a RAB assignment request towards the HNB-GW.  
The RAB assignment request from both MSC and SGSN is similar to the HNB GW, hence,  HNB GW can process it the same way and communicate with the serving PCRF of the given HNB to request for the bearer resources allocationfrom BBF access . 
The PCRF will then proceed with the resource allocation with the BPCF over the S9* interface. The subsequent procedures over the S9* and beyond remain the same as today BBAI for Building Block I.  Note that the serving PCRF for the given HNB selected by HNB GW may not necessarily be the same PCRF which was assigned to the UE during the UE’s PS service registration.
The core network PCRF which serves a UE will decide whether to initiate the S9* session request based on whether there is tunnel information stored in the UE’s IP-CAN session context. To avoid the core network PCRF to initiate the S9* session after step 2 in the figure, the HNB GW will not send tunnel information to the core network in case the C-x interface is used for triggering the resources request from fixed network. The HNB GW makes such decision based on it’s local configuration.

Design Benefits

The design presented by this contribution has the following major advantages in the BBAI architecture:
(1) No change to the Rx between the AF and PCRF
(2) No change to the existing MSC and SGSN

(3) Simplify the PCRF design logic to support common procedures for 3G CS and PS support for BBAI 

(4) Compatible with existing PS support control flow
****** 1st Change ******
 Xxx1. HNB power on
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 Figure xx: HNB power on procedure
1) When the HNB powers on, it receives a local IP address from the BBF Access Network. Local-IP assignment by BBF is out of 3GPP scope. The Local-IP is the Outer-IP of HNB of the IPSec tunnel between the HNB and the SeGW.

2) The IKEv2 tunnel establishment procedure is initiated by the HNB. The HNB may indicate in a notification part of the IKEv2 authentication request that it supports MOBIKE. The SeGW IP address to which the HNB refers to establish IPSec tunnel is discovered via DNS query as specified in clause 5.1 in TS32.583 and TS32.593. A secure connection is established between the HNB and SeGW. 

3) The SeGW and the HNB proceed with mutual authentication.

4) After successful mutual authentication, SeGW provides the Inner-IP of the HNB assigned by EPC network via the Configuration Payload of IKEv2 message, in addition, it includes also the NATed/NATPed Outer-IP of the IPSec tunnel in another IKEv2 Configuration payload to the HNB. 

5) The HNB initiates the Registration to HNB GW including Inner-IP and Outer-IP of the IPSec tunnel. The registration procedure is already defined in TS 25.467 section 5.2.2 and in TS36.413 section 8.7.3.

6) The HNB GW establishes a C-X session with the PCRF including information about the HNB such as the Inner-IP and Outer-IP of the IPSec tunnel.

7) The PCRF responds to the HNB GW for HNB’s registration.

8) The PCRF identifies the IP address associated with the fixed access over which the HNB is communicating based on IPSec tunnel information received during step 6. The PCRF initiates establishment of an S9* session by sending GW Control Session Establishment message to the BPCF. IPSec Tunnel information is included in the message. The BPCF stores the IPSec Tunnel information to identify the access point of the HNB in the BBF access network.
9) The BPCF acknowledges the S9* Session Establishment by sending an GW Control Session Establishment Ack to the PCRF.
 Xxx2.  Resource Assignment procedure
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 Figure xx:  RAB Create / Modify / Release procedure
1) When the SGSN receives a create / modify / delete bearer request message from GGSN or when the MSC receives a SETUP message from the UE to initiate call setup, the SGSN/MSC triggers RAB assignment request message to the HNB GW.

2) The SGSN/MSC sends the RAB assignment request message to the HNB GW to establish, modify, or release one or several RABs. QoS information may also be included in the message.

3) On reception of the RAB Assignment Request message at the HNB GW, the HNB GW sends the Resource Allocation Request message to the PCRF to request authorisation for the bearer(s) that form part of the original request including the HNB IP address and QoS information.

4) The PCRF requests the BPCF to modify the resource by sending the GW Control and QoS Rule Provision (QoS-Rule with the QoS information) message to BPCF. The QoS-Rule with the QoS information indicates the BPCF how to modify the corresponding resources in BBF access network. 

5) The BPCF takes into account the information contained in the QoS rule and modifies the corresponding resources, but the details for how to modify the resource in the BBF access is out of scope to 3GPP. 

The BPCF acknowledges the GW Control and QoS Rule Provision message by sending an GW Control and QoS Rule Provision Ack message to the PCRF.
6) The PCRF responds with the outcome of the authorisation request

7) Based on the authorisation decision, the HNB GW continues or rejects the RAB assignment.

8) The MS responds with RAB assignment message.

Xxx3. UE detach or Iu release procedure
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Figure xx:  UE detach or Iu release procedure
1)
The UE initiates a detach to the CS/PS core or the HNB performs an Iu release for active-to-idle transition.
2)
The MSC or SGSN release the Iu by sending Iu Release Command message to the HNB. This message may be triggered either by an Iu Release Request message from the HNB or by detach request from the UE.
3)
On reception of the Iu Release Command message at the HNB GW, the HNB GW sends the Resource Release Request message to the PCRF
4)
The PCRF requests the BPCF to release the resource indicated in the Resource Release Request message. The PCRF sends the GW Control and QoS Rule Provision (QoS Rule with the QoS information) to BPCF. The BPCF releases the corresponding resources in BBF access network according to the QoS rule with the QoS information.
   If all the activated bearers are released, the PCRF should send GW Control Session termination to the BPCF to terminate the S9* session.
5)
The BPCF takes into account the information contained in the QoS rule and releases the corresponding resources. The BPCF acknowledges the GW Control and QoS Rule Provision message by sending an GW Control and QoS rule provision Ack message to the PCRF.
   If the PCRF indicates the BPCF to terminate the S9* session, the BPCF release the S9* session and sends GW Control Session termination Ack to the PCRF.
6)
The PCRF responds with the outcome of the authorisation request

7)
The HNB GW continues with the Iu release command to the HNB.

NOTE:
The HNB GW may need not wait for the response from the PCRF before continuing the Iu release command to the HNB.

8)
The HNB releases the radio resource, and initiates radio bearer release.

9)
The remainder of the Iu release procedure completes. 

Xxx4. Inter HNB mobility to different HNB GW
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Figure xx: Mobility from HNB to another HNB associated with another HNB GW
1)
The source HNB sends a Handover Notify towards the target SGSN via the source SGSN.

2)
Handover procedures continue as per TS 23.060. The target SGSN sends a Handover Request to the target HNB. 

3)
On reception of the Handover Request message at the target HNB GW, the target HNB GW sends Resource Allocation Request message to the target PCRF to request authorisation for the bearer(s) that form part of the original request including the IP address assigned to the target HNB and QoS information.
4)
The target PCRF decides what action to take and may send GW Control and QoS Rule Provision to update S9* session as a result of the decision. 

5)
The BPCF acknowledges the changes to the session
6)
The target PCRF responds with the outcome of the authorisation request

7) 
Based on the authorisation decision, the target HNB GW continues, modifies or rejects the Handover request. The modification is limited to removing bearers that were not authorised.

8)
The target HNB acknowledges the Handover Request

9)
Handover procedures proceed as per TS 23.060. The source SGSN receives Forward Relocation Complete message.

10)
The source SGSN deletes the UE context in the source HNB by sending a UE Context Release request towards the source HNB.

11)
On reception of the RAB Assignment Request or UE Context Release Request message at the source HNB GW, the source HNB GW sends Resource Release Request to the source PCRF to request authorisation for the bearer(s) that are being released. 

12)
The source PCRF decides what action to take and may send GW Control and QoS Rule Provision to update the S9* session as a result of the decision. 

13)
The BPCF acknowledges the changes to the session

14)
The source PCRF responds with the outcome of the authorisation request

15) The source HNB GW continues with the RAB assignment / UE Context release.

NOTE:
The HNB GW need not wait for the response from the PCRF before completing the RAB assignment / UE context release to the HNB.

16)
The remainder of the Handover procedure completes.

Xxx5. Mobility to macro network
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Figure xx: Mobility from HNB to macro network

1)
The source HNB sends a Handover Notify towards the target SGSN via the source SGSN.

2)
Handover procedures continue as per TS 23.401. The source SGSN receives Forward Relocation Complete message.

3)
The source SGSN deletes the UE context in the HNB by sending a UE Context Release request towards the HNB.

4)
On reception of the RAB Assignment Request or UE Context Release Request message at the HNB GW, the HNB GW sends Resource Release Request to the PCRF to request authorisation for the bearer(s) that are being released. 

5)
The PCRF decides what action to take and may send GW Control and QoS Rule Provision to update the S9* session as a result of the decision. 

6)
The BPCF acknowledges the changes to the session

7)
The PCRF responds with the outcome of the authorisation request

8) The HNB GW continues with the RAB assignment / UE Context release.

NOTE:
The HNB GW need not wait for the response from the PCRF before completing the RAB assignment / UE context release to the HNB.

9)
The remainder of the Handover procedure completes.

****** End of contribution ******
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