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Abstract of the contribution: This contribution proposes an efficient concept to lower the amount of subscription data exchanged between HSS/HLR and CN nodes in order to reduce the overall load on HSS/HLR interfaces.
Discussion
The present Study Item on Core Network Overload (CNO) avoidance has been triggered by AT&T’s paper S2-103561.
From the registration signalling procedure between SGSN and HLR as described in S2-103561 it became apparent that such procedures require potentially a very large number of MAP ISD and SAI messages. 
This is due to the fact that certain MAP information elements (e.g. InsertSubscriberDataArg  in the ISD message, SendAuthenticationInfoRes in  the SAI message) are segmented by the MAP layer  since segmentation on the SCCP layer is regarded as “risky” in the MAP specifications. MAP segmentation requires acknowledgements for each message segment (see TS 29.002).

In this paper we propose a solution that could help reducing the load on HSS/HLR interface by optimizing the representation of subscription data exchanged over these interfaces. 

The proposed solution aims at reducing the size of ISD messages (e.g. ISD) by introducing subscription profiles identifiers, and transferring identifiers instead of the entire list of subscription data on HSS/HLR interfaces. The proposed solution also substantially improves of efficiency of subscription data storage and processing in Core Network nodes.
Proposal
We propose to include the following text into TR  23.843.

* * * Start of proposed changes in TR 23.843 * * * *

6.2
Solutions targeting at HSS/HLR overload prevention

6.2.1       Introduction

This section addresses solutions aiming to prevent HSS/HLR overload, e.g: 

· minimizing HSS/HLR interrogations in registration procedures,

· optimization of HSS/HLR message content,

· mechanisms to enable core network nodes (MSC/VLR, SGSN, MME) to obtain information on HSS/HLR load status.

The solution space includes, 

· existing concepts, such as:

· provision of Super-Charger functionality as defined in  TS 23.116 [3] 

· overload protection function for HSS  using Diameter  (see e.g. RFC 3588 [4])

· avoidance of unnecessary authentication procedures

· new concepts, such as, e.g.:

· potential optimizations in user profile download from HSS
· load indicators in messages sent by the HSS/HLR 

6.2.x
Solution x: Optimizing subscription data download from HSS
The risk of overload on HSS/HLR interfaces is partially due to the fact that the size of messages sent from HSS/HLR to Core Network nodes (SGSN, MME, MSC/VLR) which include subscription data, is increasing with every release of the specifications.
When the MAP protocol is used, e.g. on the Gr interface, the bare size of certain MAP information elements (e.g. InsertSubscriberDataArg  in the Insert Subscriber Data (ISD) message), causes message segmentation by the MAP layer. MAP segmentation requires acknowledgements for each message segment (see TS 29.002). This further increases the load on MAP-based HSS/HLR interfaces.
Subscription data consists of following three types of information:
· user identities (e.g. IMSI, MSISDN), 
· dynamic data (e.g. SGSN number, SGSN address, MNRG),
· static data (e.g. APN subscriptions, ODB). 
Static subscription data is highly duplicated among the individual user subscriptions. Even big network operators with more than 500 million subscribers typically offer less than 100 different tariffs. However, subscriptions for the same tariff type usually share the same static subscription data for all corresponding users. 

The duplication property of static subscription data can be utilized by introducing the concept of Subscription Profile IDs on HSS/HLR interfaces. 
The Subscription Profile ID serves as an identifier of a corresponding record of static subscription data stored in CN nodes (SGSN, MME and MSC/VLR) and in HLR/HSS. It can be used in messages indicating subscriber data from the HLR/HSS to the CN nodes instead of providing the entire data record itself.
Editor’s note:  
The details of employing the Subscription Profile ID in the Insert Subscriber Data procedure are FFS. It needs to be studied further if there could be risks that subscription records stored in HLR/HSS and CN node can get unsynchronized. 
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