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Abstract of the contribution:

In this discussion paper, bulk signalling in EPC is proposed as a means for increasing the communication efficiency and performance. In this contribution we identify some EPC procedures which could benefit from corresponding optimizations. Example calculations demonstrate that suitable bulking sizes can be achieved with signalling aggregation over sufficiently small time periods. A solution to error handling with bulk signalling is proposed and is shown to present no difficulty.
Discussion

Analysis of procedures

We analyse the procedures in EPS for potential benefit from bulk signalling. Considering that bulk signalling requires aggregation of multiple individual signalling messages within a very limited time (i.e., in the order of few seconds), a certain statistical average over time is necessary. As an example, in Figure 1 the Tracking Area Update procedure with MME and S-GW change (i.e., node changes are likely to happen for UEs on board of the same train) is shown graphically. The parts considered for bulk signalling are discussed in Table 1. 
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Figure 1: Tracking Area Update procedure with MME and Serving GW change (Figure 5.3.3.1-1 in TS 23.401)

Table 1 lists the procedures and categorizes them with respect to delay tolerance. 

	Procedure
	Description
	Comment

	Step 3
	TAU Request
	Delay tolerant for MTC devices.

For the sake of better CNO control, it is more efficient to start the bulk signalling procedure at the RAN.

	Steps 4 and 5
	Context Request/Context Response
	This step takes place if there is change in MME. In this case, the new MME groups UEs into different groups, uniquely and locally identified based on the old MME/SGSN address derivable from the GUTI. Context request can be handled in bulk for each formed group of UEs. Context response can be also bulked by the receiving old MME.

	Step 6
	Authentication (download authentication vector from HSS to MME)
	Delay tolerant (up to a few seconds or tens of seconds) in re-authentication.

The first authentication needs to be handled immediately, thus it is NOT delay tolerant.

Intuitively, only authentication messages destined to the HSS are considered. UEs can be therefore grouped based on their corresponding HSS. In case UEs can be authenticated at any available HSS, which is the most usual case, this grouping is not required and all authentication messages will be sent in a bulk to one HSS.

	Steps 8, 9, 10,11
	Modification and Update of bearers.
	Depending on the bulk operation in Steps 4 and 5, the relevant messages of these messages can be potentially bulked should the new MME select the same new serving gateway and PDN gateway for the UEs whose TAU request messages were aggregated. The delay tolerance of this operation depend on the UE types (e.g., MTC device). 


	Steps 12, 13, 14, 17
	Location update
	This signalling is delay tolerant and can be thus subject to bulk handling.


Table 1: analysis of Periodic TAU procedure for potential use of bulk signalling

Conclusion 1: In the TAU procedure, depending on the UE type (e.g, MTC device) and on the underlying scenario (i.e., with or without node change), different signalling messages can be subject to bulk handling.  
Following an analogous analysis, in the UE initiated Service Request procedure (Figure 2), the re-authentication procedure (step 3) and (to some extent) the signalling for modification of bearers from MME to S-GW would be also a potential target for bulk signalling.
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Figure 2: UE initiated Service Request procedure (derived from Figure 5.3.4.1-1 in TS 23.401)

Gain and Benefits

Using the possible aggregation of TAU request messages as an example, being issued from a large number of MTC devices, at eNBs as shown in Figure 1 (Step 3) and considering a medium sized EPS network with the features indicated in Table 2, we demonstrate the potential of bulk MTC signalling. 
TAU messages consist of mandatory fields, worth 15 octets, as shown in Figure 3 and a set of optional fields. Since we concentrate only on UEs (e.g., MTC devices) that are associated with the same MME, the only parameter which is device specific, is the M-TMSI, which identifies a UE at one MME. The other fields, consisting 11 octets out of a total of 15 octets, are common to all UEs associated with the MME.  

	Type
	Nr
	Comment

	Average Nr of (e.g.,) MTC devices per MME
	100 K
	Distributed over a number of eNBs

	Average duration of periodic TAU timer
	56 Min
	Default value per TS 24.301

	Message Aggregation Period
	10 s
	Depends on the tolerance level of the procedure to delay


Table 2: input data (assumptions for medium sized EPC nodes and medium sized EPC networks)

Based on the assumption that there will be an average of around 30 TAU requests per second at the MME only from the MTC devices, along with the setting of the message aggregation period to 10s, it is possible to bulk 300 TAUs in a single message of 1211 Bytes, while with individual messages 4500 Bytes are needed. Further aggregation could be made as shown in Figure 1(in some steps following Step 3).
Furthermore, the effort of parsing the parameters of many messages is also reduced to a minimum, which shall reduce by a large factor the overall time spent for the procedure. Accordingly, signalling efficiency can be improved even if all IEs for the many original signalling messages would differ, just by avoiding the processing of multiple messages (e.g., every message must be acknowledged, i.e., protocol state needs to be kept for some time) and by much more efficient parsing. The gain in terms of shortening the overall procedure processing time/load depends on the underlying equipments. 
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Figure 3: Tracking Area Update message with mandatory header fields.
Error/abnormal case handling
Although it is assumed that the larger amount of signalling messages result in positive cases, bulk signalling must be designed to handle error cases as well. The following distinction can be made:

· message loss of a bulk signalling: this error should be very infrequent; the complete message has to be resent.

· errors related to a bulk signalling message itself (e.g. coding error):

· error occurs in the general part: the whole message cannot be used further, which means all parts related to individual UE contexts are also invalid. A “bulk NACK” needs to be sent back to the originating node.

· error occurs in a part pertaining to an individual UE part: 

· errors on the receiving side (e.g. negative outcome of a check): this relates inherently to one or more individual UEs contexts. A corresponding combination of “bulk ACK” and “bulk NACK” response messages can be sent back to the originating node; alternatively, if the error happens only with one individual UE context, the negative acknowledgement can also be an individual response message. 

This is illustrated in Figure 4.
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Figure 4: Principle of error handling with bulk signalling (error on responder side)

Conclusion 2: It can be noticed that the handling of error cases for bulk signalling does not present a real obstacle; rather it can be based on the same bulk signalling principles, possibly in a combination with conventional signalling.  

Conclusion

Procedures such as “Initial Attach” and “Additional PDN Connectivity Request” should have minimal latency for ‘normal’ UEs, because it would mean that a user or application is waiting for a positive acknowledgement. However, for UEs with low priority NAS signalling (as they are currently envisaged for MTC) these procedures allow for some modest latency, e.g. on the order of a few to tens of seconds; the same holds in general for “Periodic TAU”, “Re-Authentication” and “Location Update/Cancel Location”. Only with such allowed latency, aggregation of signalling makes sense. Indeed, bulk signaling reduces the overall amount of signaling and can offer opportunities to reduce or prevent overload situations in the network in different CNO scenarios. In an accompanying P-CR, S2-110764, we propose adding Bulk Signaling Handling as a new option to the solution space. 
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