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This paper examines potential impacts on system design by a new service requirement to interact with “offline” terminals. Some technical challenges are identified and questions are asked to guide further work. 
Introduction
The scope of the SIMTC work item is broad and prioritisation is to take place at the next SA plenary meeting. In the meantime, topics related to the reachability aspects have been recommended for study by SA2. A new feature, which has not yet been supported in the system, is the ability to manage devices which are “offline”.  In this paper, service requirement associated with this feature and some impacts on the system design are presented. Technical challenges are identified and some guidance on the direction of further work is sought.   
Requirements

In [1] further explanation was given to the meaning of “offline/online” terminals which is quoted below:
Online:  
“Online” means the MTC Device is attached to the network for MT signalling or user plane data. 

Offline:  
When the MTC Device is “offline” (i.e. detached) the MTC Device can listen to trigger indications on for example a broadcast or paging channel.

There are a few service requirements in [1] which assume the system is able to manage terminals which are in the “offline” state. They are as follows:
· Common service requirement: MTC devices may be kept offline or online when not communicating, depending on operators policies and MTC application requirements
· Device Triggering: Receiving trigger indication when the MTC device is offline
· Location Trigger: The network shall be able to initiate a trigger to the MTC device based on the area information provided by the network operator and the network may apply location specific triggers when the MTC device is offline (it is assumed that the area covered is based on the characteristics of the radio access network e.g. a cell or a group of cells)
· Infrequent transmission: 

· The network shall establish resources only when transmission occurs

· When there is data to transmit/receive, the MTC device shall connect to the network, transmit and/or receive the data then return to an offline state

Discussion
The services requiring interactions with the “offline” devices were described in the previous section. 

In this section some technical challenges are presented.  Questions are asked to review initial agreements amongst the SA2 delegates regarding this topic as well as to guide further work on the subject.
In order to meet service requirements the following challenges were identified:   

1. User/Terminal Identification

Home PLMN:

In the system the subscriber is identified by the IMSI which is his permanent identifier. The terminal is also allocated its permanent identifier (i.e. the IMEI). When the UE is attached to the system, it has been allocated a temporary identifier such as Temporary Mobile Subscriber Identity (TMSI), Packet TMSI (P-TMSI), or Globally Unique Terminal Identity (GUTI). The primary reason for assigning these identities is to conceal the UE’s true identity and yet to be able to identify the UE/MS while in IDLE mode for procedures such as the paging (TMSI or P-TMSI or S-TMSI) and manage its location and identification in the core network.  However users/terminals which are not attached to the system, do not have these temporary identities allocated and no current UE context exists in the Core to be used by the system (some context information may still exist if it is cached in the system). 
In Rel-10 the requirement to conceal true user identity was lifted by allowing UEs configured for MTC to use the IMSI when attaching to the system (e.g. roamers). 

Roaming:
There is another important limitation that needs to be taken into account. The UE configured for MTC, while in the “offline” state may cross the HPLMN network boundaries. Technically this is not roaming as the UE is in the “offline” state, and the identity allocated and used in the old network will not be valid in the new network which provides coverage for the UE (unless the IMSI is used which is globally unique).    

Question1a: 
Should a permanent identity be used when the system needs to contact the “offline” UE/MS? 
Question1b: 
If not, should a new identity be used instead? Which layer would use this identity (e.g. NAS, Application layers) and what is the scope of these identities (i.e. local to PLMN, inter-PLMN, global)?  Who is responsible for the assignment of these identities, The Mobile Network Operator (MNO) or the MTC Service Providing Entity (This question is also linked with the question about the validity of allocated IP addresses discussed in the next subsection)? 
2. Ability to route/forward data to/in the Core to reach the “offline” terminals
Home PLMN:

In the LTE/EPC system when the UE attaches it is allocated an IP address and at least the default bearer is configured. The portion of the route i.e. the S5/S8 bearer is configured so that the S-GW could request from the MME triggering of the paging procedure. The system also tracks the UE mobility in IDLE mode and the serving S-GW/MME is always in the service area linked with the UE’s geographical location. The location of the UE is known in the system (with the granularity of the TA list allocated to the UE). 

In the LTE/EPC, the UE can be allocated an IP address dynamically or statically however the configured route (the S5/S8 bearer) is not present for the detached (offline) terminals regardless of the IP address type. At present the PDN-GW does not buffer the incoming data but only performs bearer mapping and classification based on TFT filters. Due to the fact that the location of the UE will be unknown and the S5/S8 portion of the route not configured, the PDN-GW will not know how to route incoming data (e.g. which S-GW to use). In this scenario typically the remote node would receive a notification that the host is not reachable or times out.  
For the PS/GPRS attached UE/MS in a pre-LTE/EPC network, typically an IP address is not allocated until the PDP context is activated. The UE/MS can also have a fixed IP address linked with its subscription in which case any incoming data would trigger the GGSN to query the HLR in order to locate the network entity linked with the UE/MS location and request the PDP context activation if none exists. Due to the fact that the UE/MS’s location is not known (the UE/MS is “offline”) the PDP context cannot be activated and the UE/MS specific preconfigured route between the GGSN/SGSN does not exist. 
Roaming:
When the UE is “offline” and crosses the PLMN network boundary, the PDN-GW/GGSN in the HPLMN/VPLMN is not able to route data to the S-GW/SGSN in the VPLMN.

IP address allocation:
When a UE is allocated an IP address from the pool managed by the PLMN, the address is routable allowing the remote end to send packets to the PDN-GW/S-GW of the PLMN (HPLMN (the case of home routed traffic) or VPLMN). Supposing the address is allocated by the ISP from its own pool of addresses, the forwarding path/tunnel needs to be established to the gateway. When the current UE/MS location is not known the PDN-GW/SGSN cannot forward data and the path/tunnel established between the ISP and the PDN-GW/SGSN will be of no value. 
Also from an IP routing point of view, due to the fact that an IP address has two functions, serving as the host identification and locator, the latter function might be difficult to maintain (for example if the address is allocated by the VPLMN and the “offline” UE crosses the PLMN boundaries, the PDN-GW/GGSN in the VPLMN will not be able to forward IP packets to the UE).

Question 2a:  Should the PLMN’s gateways (PDN-GW/GGSN) always be the first point of contact for
incoming data? 
Question 2b:  If not, should there be another network entity assisting the management of “offline”
terminals? (This question is also linked with the question as to which entity should co-ordinate paging as addressed in the next subsection)
3. Ability to notify/page the device in the “offline” state

In the LTE/EPC system the S-GW requests that the control entity (e.g. the MME) triggers the paging procedure every time it buffers data pending its delivery to the IDLE UE. In the pre-LTE/EPC network, the SGSN performs similar functions (for the PS/GPRS attached UE/MS with the PDP context)
. However “offline” devices cannot be paged/ notified due to the following reasons:
· addressing and identification problems (no paging identity, paging cycle not configured etc.)

· location of the UE within the PLMN is not known to perform local paging

· uncertainty about the whereabouts of the UE/MS i.e. whether it’s in the coverage of the particular PLMN or not 
This raises the following issues:

· identity to be used when the system needs to notify “offline” UE/MS ( discussed in one of the sections above)
· which node(s) should co-ordinate paging as the MME/SGSN might no longer be suitable (the intra/inter PLMN cases)
· what means should be used to deliver the system notification
The UE notification can be sent in a number of ways some of which are listed below:
· use p-t-m distribution e.g. ( broadcast ( SMS like e.g. CBC or MBMS like)) but these might not be available in some deployments  
· use of  the paging procedure with differentiated scope e.g. global (intra/inter PLMN), pre-defined geographical regions, incremental
· a priori arrangements and “wake ups” (periodic/aperiodic) so the system can use legacy procedures.  
Question3a: 
Is the term “offline” terminal synonymous with the term detached terminal? Would it be beneficial to revisit this definition and to define another “state” which from a functional point of view, is between the “detached” state and the “attached & IDLE” state?  
Question3b: 
Which node would be the best paging coordination entity? 

Question3c: 
What means are preferred to deliver the notification?

4. Support/Interaction with the third parties (non 3GPP entities)
There are some service requirements in [1] which require that a common understanding of certain descriptors/identifiers exists between administrative domains. One example is location triggers when the external entity (typically the MTC service providing entity) may request the network to notify the MTC device. The PLMN uses local identities such as cell-ids, tracking areas etc. which have no meaning outside the PLMN boundaries. Therefore there is a need for the interworking functions to separate domains as well as provide a common understanding of identifiers. Another example might be identities to be used for “offline” terminals, the inter-system paging coordination and the understanding of wake up times/periods if configured by the external entity.  The MTC service providing entity will likely have more information although probably presented at a higher abstraction level typically not available in the HPLMN unless it has been exchanged between the administration boundaries. 

In [2] ETSI has defined the M2M framework of the functional architecture as well as reference points.  The Service Capabilities (SC) shared by applications, also access core network functionalities through a set of exposed interfaces. Although the framework is not in the remit of the 3GPP, some co-ordination and agreement as to what pieces of information can be exchanged and how the core network data can be accessed might help tackle some of the challenges presented in this document. 
Question 4a:  Should the assistance of non-3GPP entities be assumed in order to help manage “offline” 

terminals?
Question 4b: 
If yes then should the inter-working entity and protocols/interfaces be defined allowing access to the intra-domain data?

In some scenarios described above there is also some uncertainty as to the whereabouts of terminals due to their “offline” status/state which renders some functions traditionally implemented in the HPLMN difficult to accomplish. 

Question 4c: 
Should some co-ordination functions e.g. the paging co-ordination function be delegated to the non-3GPP entities? Presumably, that would only be applied to ”offline” terminals.
5. Subscription and control

Clearly for “offline” terminals and roamers the coupling with the HPLMN is looser (for example there will be some devices which will “always” roam, having international/geographically restricted subscriptions).  Would it make sense to treat the PLMN merely as a connectivity provider also on an ad-hoc basis? If the answer is yes, some conceptual changes would be required as the notion of the HPLMN no longer applies with all the implications to charging, routing, security etc. 
With regard to roaming, the information about roaming partners is not used except when the HSS validates registration coming from a particular VPLMN. The MTC Service Providing Entity might also have knowledge of operators it has signed agreements with to provide connectivity services. In the 3GPP model it is the HPLMN which is entirely in charge. Would it be beneficial to revisit/extend the model?
Question 5a:
Due to this loose coupling and technical challenges would it be acceptable to delegate some functions traditionally reserved for the HPLMN to the external/third party entities?
Question 5b:
If not, should the functions implemented in the PLMN be extended? 
Conclusion/Proposal
This paper examines some technical challenges with respect to managing “offline” devices. In order to guide further work the SA2 delegates are kindly requested to consider addressing the questions posed throughout this document.  
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