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1. Introduction
The SA1 requirements for Release 11 in 3GPP TS 22.220 clause 5.8 indicate support of Managed Remote Access to home based network from a UE attached to a PLMN network as indicated below:

“-
The H(e)NB may support remote access for a CSG member to the home based network from a UE via a PLMN in order to provide access to IP capable devices connected to the home based network.

· It shall be possible to restrict the access to the home based network on per-subscriber basis (e.g. some subscribers may have managed access to their home network and others may not).”
Based on the aforementioned requirements Managed Remote Access can also be applicable to LIPA-enabled home based network.  However, the objectives on the LIMONET WID for Release 11 (see SP-100705) does not cover the case of managed remote access.  The LIMONET WID objectives are appended below for reference:
“This work item aims to specify the architectural aspects based on the requirements from 22.220 and 22.101 for LIPA and SIPTO at the local network.

This includes the support of mobility for LIPA between the H(e)NBs located in the local network using a stand-alone L-GW separate from the H(e)NB to which the UE is attached.

Additionally, this includes functionality to support traffic offload requirements at the local network including mobility.

While the QoS management and interworking with BBF for the scenario above is out of scope of this Work Item and considered in the BBAI Work Item, the architecture developed by this Work Item will allow policy and QoS inter-working needs of BBAI to be fulfilled.”
2. Discussion – Managed Remote Access to a LIPA-enabled home network
Two use cases can be derived for Managed Remote Access to a LIPA-enabled home network (in this discussion a UTRAN based macro network is used for reference).
1) User attaches to macro network and wishes to access remotely an IP device connected to the user’s home network, which is also LIPA-enabled (see Figure 1)
2) User attaches to a neighbour’s LIPA-enabled home network and wishes to access remotely LIPA home network (see Figure 2)
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Figure 1 – Managed Remote Access to LIPA-enabled home network (UE attached to macro-cell)
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Figure 2 – Managed Remote Access to LIPA-enabled home network (UE attached to a visited LIPA-enabled home network)

The above figures illustrate co-located LGW architecture for the LIPA-enabled home network. However, the problem can be easily extended for the case of stand-alone LGW architecture as well. We skip these figures, for the sake of brevity.

For both cases the UE would need to contact the home network by initiating a session using the LIPA APN of the home network that can be pre-configured at the UE.  The SGSN, by receiving the LIPA APN, based on subscription information can verify the LGW IP address of the home network and setup an MRA session with the home network.
Based on the method of accessing the home network, the SGSN can have different methods to setup an MRA session with the LIPA-enabled home network.  For example for the Macro to Home Network case the SGSN has the option to either setup:
a. Direct tunnel between LGW and macro NodeB/RNC (optimised path)
b. Or setup GTP tunnels via SGSN (non-optimised path)
Similarly for the (neighbour’s) Guest Network to Home Network case, the SGSN has the following options for setting up the user plane:  

a. Core network (SGSN) establishes GTP tunnels via SGSN

b. Core network (SGSN) establishes a direct tunnel (optimised path) between neighbor’s HNB and user’s home LGW

c. Core network (SGSN) establishes a direct connection between neighbor’s LGW and user’s home LGW. 
All such options can be included for analysis within the WID in order to identity the most feasible method for managed remote access.

Furthermore, when mobility is considered, it is necessary to address the following cases as well:

1) User engaged in MRA from the macro-network moves into the home network coverage area. 

2) User engaged in MRA from a neighbour’s guest network moves into the user’s own home network coverage area. 

In both cases, it needs to be addressed whether the MRA session is handed-over to a LIPA session.  Alternatively, the MRA session is continued using the existing data path, even though it is non-optimised.
3. Proposal

InterDigital proposes to include Managed Remote Access to LIPA-enabled home network within the Release 11 LIMONET WID.
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