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This contribution provides a discussion of using load status notification from HLR/HSS to prevent overload.
**** BEGIN OF CHANGE  ****
6.2
Solutions targeting at HSS/HLR overload prevention

6.2.1       Introduction

This section addresses solutions aiming to prevent HSS/HLR overload, e.g: 

· minimizing HSS/HLR interrogations in registration procedures,

· optimization of HSS/HLR message content,

mechanisms to enable core network nodes (MSC/VLR, SGSN, MME) to obtain information on HSS/HLR load status. The solution space includes, 

· existing concepts, such as:

· provision of Super-Charger functionality as defined in  TS 23.116 [3] 

· overload protection function for HSS  using Diameter  (see e.g. RFC 3588 [4])

· avoidance of unnecessary authentication procedures

· new concepts, such as, e.g.:

· potential optimizations in user profile download from HSS
load indicators in messages sent by the HSS/HLR  
6.2.x Load prevention using Load Indications from HSS/HLR

6.2.x.1 Solution description
Load indication messages are generally useful to convey the overload status of that node, and other network nodes can then take action to backoff or regulate requests accordingly. In the case of HSS/HLR, however, a few factors limit the usefulness of this mechanism. These limitations are inherent due to architecture, protocol interworking, and the lack of options for network nodes that receive the load status.

Details on the HLR/HSS informing about its overload status is described below:
a) From HLR/HSS deployment perspective, it is normal to deploy one or more STPs or IWFs (for Diameter/SS7 translation), e.g. between SGSN/MME and HLR/HSS. And the MAP or Diameter messages are transferred (instead of pure relay) between signalling network entities. In this case, the node is only aware of the entity status (e.g. overload/congestion) around itself (e.g. previous or next hop). In other words, even if the SGSN/MME is able to receive an overload status information, it is typically not from the HLR/HSS, but from the neighbouring signalling entity (e.g. STP).

b) In case of UDC architecture, it is not possible to distinguish between the overload status of the Front End (FE) and the User Data Repository (UDR), especially when the UDC is deployed in a distributed manner.
6.2.x.1 Impacts on node or architecture

Information elements need to be added and load prevention mechanisms implemented.
6.2.x.1 Evaluation
Solutions with the HLR/HSS informing about its overload status to other entities, e.g. SGSN/MME have following issues:
a) Due to subscription profile storage characteristics, the SGSN/MME has no chance to select another HLR/HSS for a specific UE for the purpose of reducing the burden of the overloaded HLR/HSS.

b) According to the current principles, the SGSN/MME is unable to associate a specific HLR/HSS with a specific user/IMSI before it successfully signalled with the user’s/IMSI’s HLR/HSS.. The SGSN/MME derives the HLR/HSS identity from the MAP/Diameter message sent by the HLR/HSS (e.g. the insert subscription data request). The “user identity to HSS resolution mechanism” as specified in section 8 of TS 29.272, shall be applied. In other words, even if the SGSN/MME would know an HLR/HSS overload status, the SGSN/MME still can not know whether a new registering user/IMSI belongs to an overloaded HLR/HSS in order to control overload (e.g. reject the attach request). The association is known only after the (overloaded) HLR/HSS was able to accept the location update request from the SGSN/MME.

For above reasons mechanisms using load status indications from HLR/HSS cannot provide any viable solution for HLR/HSS overload prevention.
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