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Abstract of the contribution: This contribution proposes to update the call flow for initial attach procedure with S2b.
Introduction
We propose to update the initial attachment procedures for untrusted WLAN with traffic routed back to the EPC with S2b.
Proposal

It is proposed to update TR 23.839 as shown below:

****** 1st Change ******
2
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****** Next Change ******
5.5.1.1
Initial Attach with PMIPv6 on S2b
Editor’s note: this procedure is based on TS 23.402, clause 7.2.1

This clause is related to the case when the UE powers-on in an untrusted BBF access network via PMIPv6 based S2b interface.

In the non-roaming case, PMIPv6 specification, RFC 5213, is used to setup a PMIPv6 tunnel between the ePDG and the PDN GW. It is assumed that MAG is collocated with ePDG. The IPsec tunnel between the UE and the ePDG provides a virtual point-to-point link between the UE and the MAG functionality on the ePDG.
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Figure 5.5.1.1-1: Initial attachment when Network-based MM mechanism are used over PMIPv6 based S2b for roaming, non-roaming and LBO

NOTE 1:
Before the UE initiates the setup of an IPsec tunnel with the ePDG it configures an IP address from an untrusted non-3GPP IP access network. This address is used for sending all IKEv2 messages and as the source address on the outer header of the IPsec tunnel.

The home routed roaming, LBO  and non-roaming  scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional steps A, B, and 11 do not occur. Instead, the BBF Access Network may employ static configured policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.
1. 
The UE may perform the 3GPP based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network. 

2. 
The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1 
Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope. 

A.2 
If the BPCF receives the trigger in step 3 and policy interworking with PCRF is supported, the BPCF initiates S9* session establishment. The BPCF includes the IMSI and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 1-3 is out of scope for 3GPP specifications.

3. The description of this step is the same as for step 1 in TS 23.402, clause 7.2.1
B1.  In Alternative B, the ePDG initiates Gxb* session establishment with the PCRF by using Gateway Control Session establishment procedure. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC and the outer IP header information of the tunnelled traffic in the message to the PCRF. 

Editor’s note: It is FFS whether other information is needed to be sent by ePDG to the PCRF in this step.

For roaming case (both home routed and LBO), the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG contains IMSI, APN, IP-CAN type , UE IP address allocated by EPC and outer IP header information of the tunnelled traffic in the request message. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding tunnelled traffic related info (e.g. outer IP header info of the tunnelled traffic).

B.2 Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.

4-10. The description of these steps are the same as for steps 3-9 in TS 23.402, clause 7.2.1
11. 
The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. 

12. 
The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.

****** Next Change ******
5.5.1.1a
Initial Attach with GTP on S2b
Editor’s note: this procedure is based on TS 23.402, clause 7.2.4
Editor’s note: only the different procedures compare to subclause 5.5.1.1 are described here. 
This clause is related to the case when the UE powers-on in an untrusted BBF access network via S2b interface.

GTPv2 (see TS 29.274 [xx]) is used to setup GTP tunnel(s) between the ePDG and the PDN GW. The IPsec tunnel between the UE and the ePDG provides a virtual point-to-point link between the UE and the ePDG.
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Figure 5.5.1.1a-1: Initial attachment when Network-based MM mechanism are used over GTP based S2b for roaming, non-roaming and LBO

1-3. 
The description of these steps are the same as for step 1-3 in subclause 5.5.1.1
A.1-A.2. 
The description of these steps are the same as for step A.1-A.2 in subclause 5.5.1.1

4-7. The description of these steps are the same as for step A-D in TS 23.402, clause 7.2.4, with following additions: the UE local IP address are also included in the Create Session Request message at step 4. The UE local IP address and optional UDP port number are forwarded to the PCRF at step 5.
B.1 Triggered by step 5, the PCRF (non-roaming case) or the v-PCRF (roaming case) triggers the BPCF to do Gateway Control Session establishment to establish S9* Session. The IMSI, IP-CAN type, outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.

8-12. 
The description of these steps are the same as for step 8-12 in subclause 5.5.1.1

****** End of contribution ******
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