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This document discusses. 
1. Potential ISRP Conflicts
Inter-System Routing Policies (ISRP) have been introduced in Rel-10 in order to enable UEs to apply operator-specific rules for routing traffic between different access systems. Different types of ISRP have been defined, namely “ISRP for IFOM”, “ISRP for MAPCON” and “ISRP for non-seamless WLAN (NSWLAN) offload”. In stage-3 specs, these different ISRP types correspond to different OMA DM branches inside the ISRP node (see TS 24.312).
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Figure 1: Example UE logic used to apply the different ISRP policies.
Figure 1 above shows a possible UE logic that could be used to apply the different types of ISRP policies. The objective of this figure is not to define a favourable UE implementation but rather (i) to clarify that different ISRP policies are applied for different purposes (and possibly in different UE functional modules) and (ii) to indicate that ISRP policies are applied in a specific order. As shown in this figure, “ISRP for NSWLAN” offload polices are applied first (e.g. at the IP layer) and “ISRP for IFOM” policies are applied next (e.g. at the DSMIPv6 layer).

Another view is depicted in Figure 2, which indicates the various routing decision points in the UE (MAPCON aspects are skipped for simplicity). This figure shows in a different way that “ISRP for NSWLAN” offload polices are applied before the “ISRP for IFOM” policies are applied. 
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Figure 2: Another view of applying ISRP policies in the UE.
In order to make UE implementation simple, we assume that different functional modules in the UE use only the ISRP policies applicable to this module. For example, the DSMIPv6 layer does not need to use or have visibility to “ISRP for NSWLAN” offload or to “ISRP for MAPCON” policies. 

Given the above assumptions, we derive that:

-
If there are any conflicts between “ISRP for NSWLAN” offload and “ISRP for IFOM” policies, then since the “ISRP for NSWLAN” offload are executed first, these policies will prevail over the “ISRP for IFOM” policies. 
For example, if the following conflicting policies are provisioned to UE
ISRP for NSWLAN offload 
( IP flows to port 80 should be routed to WLAN access (non seamlessly)

ISRP for IFOM 
( IP flows to port 80 should be routed to 3GPP access

then, IP flows to port 80 will be routed to WLAN access (non seamlessly), since the “ISRP for NSWLAN” offload are enforced first at the IP layer and the “ISRP for IFOM” policies should not be visible to the IP layer.
2. Proposal
In order to simplify the UE implementation, it is proposed to agree on the principle, that “ISRP for NSWLAN” offload take precedence over “ISRP for IFOM”, if there are any conflicts between them. 

We recognize that other conflicting resolution mechanisms may be possible (e.g. to prioritize all ISRP policies), but then either (i) complicated inter-functional module (or even inter-processor) interfaces will have to be supported in the UE, or (ii) every functional module in the UE will have to have visibility to all ISRP policy types and process all of them (e.g. the DSMIPv6 layer will have to check also “ISRP for NSWLAN” offload and process all ISRP policies in a specific priority order). In both cases, the UE implementation is complicated without any obvious benefits. 

Note that the above principle does not restrict the UE implementation in any way. It only provides the means to simplify UE implementations without the need of inter-process communication between different routing enforcement processes. 

This CR that implements the above principle can be found in S2-110585. 
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