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This document discusses the need of extending the ANDSF framework in order for the operator to provide inter system routing policies which are not solely based on IP addresses and port numbers. 
1. Release 10 ANDSF Inter System Routing Policies
The ANDSF framework was introduced in Release 8 with two purposes:

· Provide access network information, e.g. WLAN Access Points in the vicinity of the UE location, to enhance the way the UE discovers new non-3GPP Access Networks. 

· Provide mobility policies in order for the operator to guide the UE to select the proper radio technology in any given location at any given time. 

Release 8 is characterized by the limitation of not allowing simultaneous connections to multiple access networks. For this reason, the Inter System Mobility Policies (ISMP) were defined in a way that was independent of the traffic sent by the UE: the granularity of the policies is the UE itself. 

In Release 10 simultaneous network connections to multiple radio access technologies were enabled by MAPCON, IFOM and non seamless WLAN offload. To take this into account, the ANDSF framework has been enhanced with the introduction of Inter System Routing Policies (ISRP), allowing the operator to provide policies based on the traffic exchanged by the UE. The granularity of the policies is now the IP flow.

In this way the operator can indicate different preferred or forbidden radio access technologies as a function of the type of traffic the UE sends. Specifically an ISRP can be based on:

· The PDN identifier (i.e. APN) the UE uses for a given connection;
· The destination IP address the UE sends traffic to;

· The destination port number the UE connects to;

· A combination of the three elements above
. 

As an example, this can be a set of inter system routing policies provided by an operator to the UE (note that information included in the ANDSF MO such as validity, location and others are not shown in this table for the sake of simplicity):

	Traffic description
	Rule Priority
	Preferred RATs
	Forbidden RATs

	dest_port == 2568
	2
	1) 3GPP
	1) WLAN

	dest_addr == 74.225.124.0/24
	1
	1) WLAN with DSMIPv6
2) 3GPP
	

	dest_port == 80
	5
	1) Non seamless WLAN
2) 3GPP
	

	APN == “internet”
	3
	1) WLAN with DSMIPv6
2) 3GPP
	

	APN == “internet” && dest_port == 7654
	2
	1) 3GPP
	1) WLAN


2. Current trends in Internet traffic

In recent years a clear trend of aggregation of the Internet traffic into few transport ports has emerged. See for example the IETF plenary presentations at http://www.ietf.org/proceedings/73/slides/plenaryw-1.pdf and http://www.ietf.org/proceedings/77/slides/plenaryt-4.pdf. This implies that fewer and fewer ports carry most of the Internet traffic and in particular a very large amount of the Internet traffic is carried over port 80 (HTTP). 

It is not the purpose of this document to discuss what the motivations of this aggregation are (e.g. NAT traversal). It is however important to note that recent data show that more than 50% of the total Internet traffic is carried over port 80. The interesting point is that many diverse type of traffic is part of this chunk: web browsing, video streaming, email, etc and more in general most of the applications currently popular on application store generate traffic over port 80. The trend is even more impressive with a reduction of 71% of P2P traffic from 2007 to 2009 and increase of 24% of web traffic and of 67% of video traffic (and most video players use HTTP/port 80)
. 
These considerations have impacts on the ANDSF and Inter System Routing Policy framework discussed in the previous section. For example the operator with the current framework is not able to discriminate between video streaming (e.g. www.youtube.com) and web browsing (e.g. www.google.com). As another example the operator will not able to set different policies for different applications downloaded by the UE from an application store unless they are designed to use different port numbers.   
3. Possible approaches to enhance the ANDSF framework

Given the limitations analyzed in the previous section, there is a need to more clearly identify the traffic a given ISRP applies to. 
The requirement is that the operator can identify a subset of traffic which has specific characteristics (e.g. video streaming) but shares the same port number characteristics of other type of traffic (e.g. port 80 for HTTP traffic). One way of dealing with this problem is to specify the policy based on the destination IP address or the destination prefix, but this is a cumbersome solution in terms of ANDSF configuration since the ANDSF will need to be configured and updated whenever a server IP address changes or a new server is introduced. 
Some ways of identifying traffic in a more detailed way than based on destination IP and port are (this is definitely not an exhaustive list and other methods should be studied):
· IP flow throughput. It could be possible to define a policy so all IP flows that generate more than a given throughput threshold (e.g. 1 Mbps) should be handled in a certain way (e.g. WLAN preferred). This was discussed in the August SA2 meeting (S2-103555, Qualcomm) and some points of discussion were raised and should be addressed. 
· File size. In some situations a file download is anticipated by a protocol where the file size of the download is provided by the server to the client. FTP is clearly an example of this case, but some podcast synchronization applications which run over HTTP have this property as well. In this case, it could be possible for the operator to guide the UE to download or upload? large files only in a given network or location
. 
· Application name or identifier. The name or an identifier of the application which generates a given IP flow can be used to identify the traffic. This cannot be a general solution which applies to all applications but can be used by well-known applications or applications which are provided by the operator (e.g. an audio streaming application which is pre-loaded in an operator phone).   
· Role identifier. Similarly an abstraction of the characteristics of the application could be used. We refer to it as the “role” of the application and can be for example “VoIP”, “Video Streaming”, etc. This role can be either inferred by the entity in the UE which enforces the routing decision or can be provided via an API by the application.    
· Destination FQDN. Instead of using the destination IP address, the destination FQDN can be used. This would allow a simpler configuration and would allow to have a common set of policies even in case there are a set of distributed web servers (CDNs). 
4. Release 11 proposal

We think there is value in Release 11 to address the problem of identifying in a more detailed form the IP flows which apply to a policy within the framework of Inter System Routing Policy and ANDSF. This will allow operators to guide the UE to the preferred radio access technology for any given IP flow and therefore to have more flexibility in managing network resources. 
S2-110478 proposes a new Work Item for this purpose. We are however open to different ways (e.g. TEI-11) to start this activity.

� Based on the current description in TS 23.402 and the respective stage 3 implementation in TS 24.312, source IP address and source port number can be also used to describe the traffic a policy applies to. However these two elements have practically a limited use as the IP address is assigned dynamically (and therefore not known by the ANDSF) and the port number is most of the time ephemeral and not representative of the service or the application in use. 


� Data from � HYPERLINK "http://www.ietf.org/proceedings/77/slides/plenaryt-4.pdf" �http://www.ietf.org/proceedings/77/slides/plenaryt-4.pdf�


� Note that this is already done in a hardcoded way in some commercial phones, which don’t allow application or podcast downloads over cellular if the size is above a threshold. 
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