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Abstract of the contribution: This contribution compares two alternative methods to provide IPSec tunnel information to PCRF for WLAN interworking with BBF accesses.
1 Introduction 
In TR23.839, there are 2 alternative solutions for providing the IPSec tunnel information to the PCRF for S2b-PMIP based WLAN interworking: 1) Send the IPSec tunnel information to PCRF via Gxb* interface between ePDG and PCRF. 2) Send such information via PMIP from ePDG to PDN GW, and then via Gx interface from PDN GW to PCRF. This paper tries to compare and make an evaluation on these 2 alternative solutions and proposes one solution as the solution for R11 Technical Specification.
2 Discussion
2.2 Comparison of the 2 alternatives
1) Impacts on network entities

The Gxb* based solution impacts ePDG only, while PMIP based solution impacts both ePDG and PDN GW. Thus, the Gxb* based solution has less impacts on existing network. Regarding the new interface, the Gxb* is based on Gxx interface which has already been defined since R8. Hence, the Gxb* is not a brand new interface as people may regard.

Besides, since the PMIP based solution needs to change PDN GW, the entities which select the PDN GW also are impacted. In S2b PMIP scenario, this entity is ePDG. However, if the UE initially attached to 3GPP and handover to WLAN, and if the PDN GW serving the UE in 3GPP access does not support BBAI, the QoS will not be guaranteed when the UE handover to WLAN access. Thus, either the user experience is impacted, or the MME/SGSN needs to know the BBAI requirements from the UE during PDN connection establishment when the UE attaches via the 3GPP access and select a PDN GW which supports BBAI for the UE.

2) Roaming Consideration

The Gxb* based solution is roaming transparent, when the UE is in visited PLMN, the UE can connect to 3GPP core network via BBF access with QoS guaranteed, while the HPLMN does not need to support BBAI, since the ePDG can provide such additional information to BPCF via V-PCRF, transparent to H-PCRF.

However, in PMIP based solution, the tunnel information need to be transferred to PDN GW. If the traffic is home routed, the PDN GW and PCRF in home PLMN needs to be upgraded to support such function. 

People may argue that the IPSec tunnel information is transferred to PDN GW for trusted S2c scenario, yes, but this is not an enhancement to the architecture, since such information is already transferred over Gx and S9 session. The HPCRF does not need extra interface to get this information.
3) Architectural consistency
The Gxb* based solution can support all scenarios, including PMIP based S2b, GTP based S2b, and trusted/untrusted S2c. However, PMIP based solution cannot support untrusted S2c since there is no interface between ePDG and PDN GW. So, if PMIP based solution is adopted, the Gxb* is still needed to be specified to support untrusted S2c. 
3 Conclusion


The Gxb* based solution to provide IPSec tunnel information to the PCRF has more benefits than PMIP based solution, therefore, the Gxb* based solution is recommended as the adopted solution for WLAN interworking with BBF accesses.
Proposal

The proposed changes to TR23.839 are as follows:

* * * Start of 1st Change * * *  
5.2.3 
Conclusion
Editor’s Note: This clause will provide conclusions and descriptions with respect to what specification work is required for the item.
For traffic routed via EPC, the S9* reference point re-uses procedures defined for the Gxx reference point in TS 23.203. In particular this implies that the PCRF provides QoS information over S9* in the form of QoS Rules as defined in TS 23.203. The BPCF translates the QoS rule as received of the S9* interface (i.e. QCI, bit rates, and ARP) into access specific QoS parameters applicable in the BBF domain (this aspect is out of scope of 3GPP). 
Editor’s note: The above conclusion does not make assumptions about protocol details. Stage 2 TS 23.402 and TS 23.203 use the same message names for Gxx and S9 with home routed traffic but they have been defined using separate Diameter applications on stage 3. How the stage 2 messages on S9* are implemented on stage 3 is out of scope for this document. 

Editor’s note: Enhancements to the Gxx procedures to support S9* are being identified and captured in this TR. 

The existing Gxx procedures need to be enhanced with a possibility to trigger Gateway Control Session Establishment from the PCRF as described in 5.2.2.1.2.2.
The preferred method for transmitting IPSec tunnel information to the PCRF is to transmit such information via Gxb* interface between ePDG and PCRF.
* * * End of Change * * *  
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