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Abstract of the contribution: This contribution provides a solution to bring  MTC Device presence awareness (i.e. IP address and Device Identity) and associated addressing requirements through the use of AAA Accounting messages in the MTC Server.
1 Discussion

The 3GPP standards have the necessary “hooks” to resolve and serve as a foundation for solutions to the “Key Issue IPv4 Addressing” and the associated issue of bringing MTC device presence awareness (i.e. IP address and Device Identity) to the MTC Server.
Although the use of Radius is not mandatory in 3GPP networks it is widely deployed. Radius is an Authorization, Authentication, and Accounting service that may also take on the function of IP address allocation (like DHCP), see TS 29.061. The Radius Accounting START/STOP messages have a side effect of indicating when a PDP Context is activated and deactivated. This is shown in 29.061 (clause 16 Usage of RADIUS on Gi/SGi interfaces)
Similarly Diameter accounting messages (command ACR) have the same property and is elaborated in 29.061 (clause 16a Usage of Diameter on Gi/SGi)

The radius accounting messages are already defined for this purpose allowing the GGSN to inform receivers of PDP context activation/de-activation events (ref: 29.061 clause 18 Usage of RADIUS at the Pk Reference Point) . 
As there is a similar need for the MTC Server to be aware when MTC Devices can be addressed it is proposed that SIMTC can reuse such concepts.

This in combination with the  IPv4 addressing solution that reuses existing tunnel concepts (e.g. Layer 3 IPnIP tunnel) between the GGSN/P-GW and MTC server as already documented in 6.29 [TR 23.888] provides a solution:

· Allows the MTC Server to be informed of the presence of MTC device (i.e. IP address and Device Identity) which can used by  the MTC server to initiated communication towards the device

· Allows the MTC server to fully exploit IPv4 private address space that may be allocated to the devices 

· The MTC Server can have a Public IP address which serves as the tunnel end point. This allow to meet the requirement:  “Server in a public address sending a mobile terminated message to a MTC device in a private IPv4 address space”
2 Proposal
It is proposed to add the following to TR 23.888 v 1.0.0.
****************** 1st change ********************
6.29.x MTC Server with AAA Accounting 

Although the use of Radius is not mandatory in 3GPP networks it is widely deployed. Radius is an Authorization, Authentication, and Accounting service that may also take on the function of IP address allocation (like DHCP), see TS 29.061. The Radius Accounting START/STOP messages have a side effect of indicating when a PDP Context is activated and deactivated. This is shown in 29.061[4] (clause 16 Usage of RADIUS on Gi/SGi interfaces)

Similarly Diameter accounting messages (command ACR) have the same property and is further elaborated in 29.061 [4] (clause 16a Usage of Diameter on Gi/SGi)

Radius accounting messages are already used in 3GPP for a similar purpose which allows the GGSN to notify a presence server of context activation/de-activation events (ref: 29.061 clause 18 Usage of RADIUS at the Pk Reference Point). 
Supporting Accounting  messages within the MTC Server would allow the MTC Server to be aware of the existence of a PDP Context/PDN connection and as such the presence of the MTC Device. This provides the necessary information allowing for the MTC Server centralized control such that it can initiate communication towards the MTC Device.

This is illustrated for the Radius case in figure x and figure y for the GPRS and  EPS cases which show the GGSN/P-GW reporting  PDP Context and PDN Session creation/deletion to the MTC Server. 
Note that the Radius Access-Request/Accept (or equivalent Diameter AA-Request/Answer) is not required to be sent to the MTC Server though it could be of value if the MTC Server wants to be directly involved in the IP address assignment. The Access-Request (or Diameter AA-Request/Answer) can be sent to a separate AAA or may not even be sent if another IP Address allocation method (e.g. IP address allocated from local pools in GGSN/P-GW) is used. Nevertheless independent of the IP address allocation method the Accounting message would be sent by the GGSN/P-GW following IP address assignment and PDP context/PDN connection activation.
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Figure x Accounting messages for Presence Information over Gi
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Figure y Accounting Messages for  presence information over SGi
For presence and reach ability purposes it would be expected that as a minimum only the mandatory parameters within the Radius Accounting-Request START and Accounting-Request STOP messages as per Clauses 16.4.3 and 16.4.4 of 23.061 [4], respectively,  the "Calling-Station-Id" (i.e. Identifier for  the MS carrying the MSISDN)  and related IP address information AVPs  (e.g. Framed-IP-Address) would required to be supported. 
A similar minimal level of AVP support for Diameter accounting (i.e. command ACR) would be required as per Clause 16a.4.3 of 23.061[4].
Support of other optional related attributes (e.g. accounting octet counts, etc) could be ignored by the MTC Server.
Though it is noteworthy that many optional parameters exist that could be utilized by the MTC Server (e.g. 3GPP vendor specific attributes) and may bring added value to the MTC Server (e.g. 3GPP-IMSI, 3GPP-IMEISV, 3GPP-User-Location, 3GPP-MS-TimeZone etc, 3GPP-RAT-Type etc..)
The MTC Server would maintain information regarding presence (i.e. connectivity) of the device as well as a mapping between the MS Identifier (e.g. Calling-Station-ID and/or 3GPP-IMSI or any new 3GPP device Identifier) and the IP Address information and store any other parameters of interest provided within the Accounting messages. 
With the information that the MTC device has a PDP context/PDN connection and availability of IP address information the MTC Server can be the initiator of communication towards the MTC Device as required by the Key issue – IPv4 Addressing.
When the MTC Server has data to send it can deliver packets towards the MTC device at any point following the session establishment in the GGSN/P-GW and reception of the Accounting-Start.
In the case of IPv4 private IP address usage the MTC Server could deliver the packets to the MTC Device using the existing tunnelling mechanisms as shown in Figure 6.29.2-1. The MTC Server would encapsulate the packet destined for the MTC Device (i.e. Source IP = MTC Device Private IPv4 address) and deliver it towards the tunnel endpoint (i.e. GGSN/P-GW) associated with the dedicated APN used by the MTC Service provider.
If MTC Device presence is not known the MTC Server could, for example, proceed in one of the following ways:

1. Support a store and forward like capability: Messages/packets to be delivered to the MTC device are buffered until the next time the MTC Server is notified of the MTC Device Presence via  Accounting message, or
2. Trigger the MTC Device to establish a connection using an existing 3GPP mechanism. For example the MTC Server can initiate a SMS towards desired MTC Device via operator’s Short Message Service Centre , or
3. Trigger the MTC Device to establish a connection as per new solutions for the ”Key-Issue-MTC Device Trigger ”
****************** End of Proposed changes ********************
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