3GPP TSG SA WG2 Meeting #82
TD S2-105805

15 - 19 November 2010, Jacksonville, Florida, USA

3GPP TSG-RAN WG2 Meeting #72
R2-106429
15th – 19th November, 2010, Jacksonville, USA 
Agenda item:
4.3.2.3
Source:
Alcatel-Lucent

Title:
Discussion in MTC requirements and ACB

Document for:
Discussion and decision
1 Introduction

Last meeting RAN2 discussed several solutions for handling CN overload and requested some clarifications from SA2.  Some key points In the LS response from SA2 can be summarized as follows:

· All MTC devices are not low priority devices

· SA2 felt that the high peak load that is a characteristic of many MTC devices and hence being able to identify the UEs configured as “non-low priority MTC” may be beneficial”. 
· CN overload is not MTC specific, but per CN overload handling is needed 4.3.7.4 of TS 23.401.

· Restrict MME overload:

· PLMN change

· MTC

· Low priority MTC

· PLMN failure

· ACB: Other RAN based solutions are OK except possibly for preventing access for:  all roamers” and “all roamers from outside the own operator group”.  ACB could be manually configured.
To meet these objectives, the three primary solutions discussed in RAN can be summarized as:

1) Indication in RRC connection request with “Wait timer” in Connection reject

2) Indication in RRC connection setup complete with “Wait timer” in Connection release

3) Access barring (at least based on PLMN/roamer etc.)

This document discusses Access barring option.  The other solutions are discussed in a companion document R2-106428.

2 Discussion

2.1 Applicability of Access barring for overload handling

Based on the discussion in document [R2-10628], overload handling towards specific CN nodes as requested by SA2 is important.   Access barring cannot differentiate between access to different CN nodes.  Further, if the RAN is not overloaded, it is possible to “reject” access towards specific CN nodes (handling of RAN overload is outside the scope of this WI).  Hence Access barring is not considered a solution for the overload handling of a specific CN node.

Observation: Access barring cannot be used for overload handling of a specific CN node.

With MTC devices, it is quite likely that the device will try repeatedly to gain access to the network to deliver the data if its initial access is barred.  Common ACB parameter (ac-BarringFactor and ac-BarringTime) setting could only introduce access delay of these UEs.  In general, as long as there are enough number of retries, a UE could always go through the barring test eventually. Therefore, if the access arrival rate is constant over long time, there will be not traffic blocking effect from AC barring; only a mean access delay is introduced. This delay could distribute the traffic over time thereby potentially speading the peak load.  If core network needs to block traffic, to adjust the barring parameter for additional delay will only have short term effect and it is hard to control.

As discussed in contribution R2-10 6551, ACB does not give the best performance for overload control of MTC devices.  

2.2 Access barring of roaming devices

A specific use case that was identified by SA2 to Access barring was the PLMN failure for roamers.  

Access barring can be seen as a quick and easy way to block access from roaming MTC devices during PLMN failure.  At its simplest, a single bit “bar roaming MTC devices with a change of PLMN” can prevent any of these MTC devices from accessing this operator’s network.  Further since these devices don’t even make an RACH attempt, there is almost no adverse impact on this operator’s traffic (H2H or M2M).

However before agreeing on this mechanism, a few points are worth discussing.  Networks don’t often fail.   And even so, it is likely to localized (an RNC failure does not necessarily result in a failure of all its cells such that no UE will camp on these cells).   Further such wide failures are likely to be rectified quickly.  Failures/delays in HLR/HSS or MME/SGSN/MSC do not directly impact UE camping.  Hence these types of failures are relatively rare and short.  So it is quite a rare event that is being discussed.  

Considering that many network failures impacting a wide area are for short periods,  is it really necessary to differentiate between roaming and non-roaming MTC devices – will a common handling be sufficient?  So should it be studied as part of RAN overload in Rel-11?  

If this barring is restricted to certain types of roaming MTC devices, these devices need to identify itself such based on the device configuration.  Hence this operator is dependent on the other operator configuration of MTC devices. This requires some agreement/understanding between operators.  With potentially multiple operator configurations, it might not be easy to ensure all operators configure their MTC devices in the same fashion.

An additional complexity is the possibility of high priority accesses from MTC devices in the future.  Such blanket bans will prevent these high priority accesses from roaming devices.  Exceptions could be defined to handle these but it kills the main benefit of the proposal – its simplicity.  This may also make it necessary to add additional Access barring parameters to take care of access types not known today further complicating the solution.

It is hence proposed:

Proposal: It is proposed to evaluate all Access barring mechanisms in conjunction with the other solutions for RAN overload mechanisms. If it is really felt that a solution for roaming devices is needed, then a simple one (or two depending on the types of roaming that needs to be barred and is considered possible by CT1) bit barring indication for roaming can be considered for Rel-10 (with the “limitation” discussed above).

3 Summary and proposal

This document discussed the use of Access barring of MTC devices for CN overload.  The following observation and proposal were made:

Observation: Access barring cannot be used for overload handling of a specific CN node.

Proposal: It is proposed to evaluate all Access barring mechanisms in conjunction with the other solutions for RAN overload mechanisms. If it is really felt that a solution for roaming devices is really needed, then a simple one (or two depending on the types of roaming that needs to be barred and is considered possible by CT1) bit barring indication for roaming can be considered for Rel-10.

