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Abstract of the contribution:

This contribution seeks to introduce PCC feature into the corresponding TR23.813 and TS23.203
* * * Begin 1st Change * * *

4.4.2
Actions resulting from service detection

Existing charging and enforcement actions based on PCC rules performed at the PCEF and defined in 23.203 are still performed.  Charging and enforcement actions based on PCC rules at the PCEF may be influenced by the detected services. Additionally, the following are examples of actions to be taken on the detected service:

-
Gating of the detected service traffic (either blocking or permitting unrestricted the detected service traffic)

-
Traffic shaping of the detected service traffic

-
Redirecting of detected service traffic (for services / protocols that permit redirection)

-    Value-added service operation (for subscriber that permits email scanning, or firewall-faster,etc)
	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic SDPR rule in the TDF

	SDPR Rule identifier
	Uniquely identifies the SDPR rule, within an IP‑CAN session.

It is used between PCRF and standalone TDF for referencing SDPR rules.


	Mandatory
	No

	Application identifier
	References the corresponding application (i.e. service), for which the rule applies.  


	Mandatory
	No

	
	
	
	

	Enforcement control
	Defines how the standalone TDF shall apply enforcement actions for the detected service traffic.


	
	

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed) at the TDF.


	
	Yes

	UL-maximum bitrate
	The uplink maximum bitrate authorized for the service traffic


	
	Yes

	DL-maximum bitrate
	The downlink maximum bitrate authorized for the service traffic


	
	Yes



	Redirect
	Redirect detected service traffic to another controlled address
	
	Yes

	


The SDPR Rule identifier shall be unique for a SDPR rule within an IP‑CAN session. A dynamically provided SDPR rule that has the same Rule identifier value as a predefined SDPR rule shall replace the predefined rule within the same IP‑CAN session.

The Application identifier references the corresponding application (i.e. service), for which the rule applies.

The Gate status indicates whether the TDF shall let a service traffic matching the Application identifier, pass through (gate is open) the TDF or the TDF shall discard (gate is closed) the service traffic.

The UL maximum-bitrate indicates the authorized maximum bitrate for the uplink component of the detected service traffic.

The DL maximum-bitrate indicates the authorized maximum bitrate for the downlink component of the detected service traffic.

The Redirect indicates whether the detected service traffic should be redirected to another controlled address. The target redirect address is included also.
