SA WG2 Temporary Document

Page 2

3GPP TSG SA WG2 Meeting #82
TD S2-105553
15 - 19 November 2010, Jacksonville, Florida, USA

Source:
Huawei, Hisilicon
Title:
Control plane message QoS control when femto access 
Document for:
Approval
Agenda Item:
9.3
Work Item / Release:
Rel-11
1. Abstract of the contribution

The TR23.839 has already endorsed three architecture alternatives for H(e)NB interworking. The tunnel between H(e)NB and SeGW encapsulates not only the UE specific user plane data but also control plane message (UE NAS message, RANAP message, and the H(e)NB management traffic, etc). It is believed that the control plane messages are more critical than user plane data. Thus it is necessary to consider how to ensure the QoS for it. This document discusses this issue and proposes solution for it. 
2. Discussion
Control plane message for example the UE NAS message, RANAP message and femto management plane traffic are very important and its QoS should be considered.

If dedicated IPsec tunnel(s) are setup for the control plane traffic, the QoS policies for this kind of traffic can be pre-configured in the femto and SeGW and if necessary, forwarded to BPCF through S9* for BBF access control purpose. The traffic identification is enforced based on the SPI and other tunnel information. However if there’s no dedicated IPsec tunnel for it, then SeGW/H(e)NB needs to identify the control plane traffic first and enforce the configured QoS policies for it. This can be done (esp. for SeGW) by packet inspection, e.g. identify GTP-U, RANAP, SCTP, TLS protocols inside of IP packet. 
In addition, for femto management traffic case, the transport network between H(e)MS and SeGW may be a public network. This means that the DSCP marking in the IP header may not be meaningful at all. So the SeGW have to reset the DSCP value according to the operator’s preconfigured policy for the H(e)NB management traffic. In uplink, H(e)NB will do the same.. 
3. Proposal
This document proposes the following text in section 5.8.2.X in TR 23.839 v030 to be updated to address QoS control for the control plane message both for UE and H(e)NB.
* * * Start of Change * * *  
5.8.2.X Control plane traffic QoS control for H(e)NB access

The QoS policy associated with control plane traffic (UE NAS message, Iu/S1 messages, H(e)NB management trafffic) could be pre-configured and if necessary, forwarded to BPCF via s9*. The traffic identification is enforced based on the SPI and other tunnel information if dedicated IPsec tunnel is established for it. For other cases, the traffic identification can be done (esp. for SeGW) by packet inspection, e.g. differentiate GTP-U, RANAP, SCTP, TLS protocols inside of IP packet.
Based on the QoS policies, H(e)NB and SeGW should enforce the DSCP marking/remarking accordingly.
* * * End of Change * * *  
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