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Abstract of the contribution: This contribution proposes to add S1 setup procedure and delete the description about FQDN of BPCF.
Proposal

The last meeting has approved that Tunnel information shall send to PCRF in alternative 2. But it is ambiguous how and why tunnel information shall send to PCRF. This contribtution proposes to add S1 setup procedure to clarify how and why tunnel information send to PCRF. It also proposes to delete description about FQDN of BPCF since PCRF selects BPCF using H(e)NB IP address information, which is included in tunnel information.
* * * Start of 1st Change * * *  
5.6.1.X
S1 Setup procedure
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Figure 5.6.1.X-1: S1 Setup procedure
When the HeNB initiates the S1-Setup procedure with the MME per 3GPP TS 36.413, section 8.7.3.1, it includes in the   S1 Setup Request message the information of IPsec tunnel, between H(e)NB and SeGW. The MME stores IPsec tunnel information and then sends it towards the PCRF when a UE attaches to the network via the HeNB.
* * * End of 1st Change * * *  
* * * Start of 2nd Change * * *  
5.6.2.1 
E-UTRAN Initial Attach 
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Figure 5.6.2.1-1: Attach procedure

This procedure is the same as described in 23.401, clause 5.3.2.1, with modifications to the following steps:

12.
This step is the same as step 12 in 23.401, with the addition that the MME also includes information of IPsec tunnel between H(e)NB and SeGW in the Create Session Request sent to the Serving GW.

14.
This step is the same as step 14 in 23.401, with the addition that the PDN GW also includes information of IPsec tunnel between H(e)NB and SeGW(when the HeNB connects to the BBF access network) is provided from the PDN GW to the PCRF if received in previous messages.

5.6.2.2 
UE requested PDN connectivity


The UE requested PDN connectivity procedure for an E-UTRAN is depicted in figure 5.10.2-1. The procedure allows the UE to request for connectivity to a PDN including allocation of a default bearer. The PDN connectivity procedure may trigger one or multiple Dedicated Bearer Establishment procedures to establish dedicated EPS bearer(s) for that UE.

An emergency attached UE shall not initiate any PDN Connectivity Request procedure. A normal attached UE shall request a PDN connection for emergency services when Emergency Service is required and an emergency PDN connection is not already active.
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Figure 5.10.2-1: UE requested PDN connectivity

This procedure is the same as described in 23.401, clause 5.10.2, with modifications to the following steps:

2.
This step is the same as step 2 in 23.401, with the addition that the MME also includes information of IPsec tunnel between H(e)NB and SeGW in the Create Session Request sent to the Serving GW.

4.
This step is the same as step 4 in 23.401, with the addition that the PDN GW also includes information of IPsec tunnel between H(e)NB and SeGWis provided from the PDN GW to the PCRF if received in previous messages.
* * * End of 2nd Change * * *  
* * * Start of 3rd Change * * *  
5.6.3.1 
Initial E-UTRAN Attach with PMIP-based S5 or S8

This clause is related to the case when the UE powers-on in the LTE network with PMIP-based S5 or S8 interface and includes the case of roamers from a GTP network into a PMIPv6 network when PMIP-based S5 is used to connect the Serving GW and the PDN GW of the visited PLMN. Proxy Mobile IP version 6 is used on S5 or S8 interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.

When only GTP-based S5 or S8 connections are established for roamers from a GTP network into a PMIPv6 network the procedure as described in TS 23.401 [3] applies.
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Figure 5.6.3.1-1 (23.402 5.2-1) : Initial E-UTRAN attach with PMIP-based S5 or S8

The signaling sequence relies on the MME to send the IPSec Tunnel Information using the Create Session Request message per attach procedure of TS 23.401, section 5.3.2.1, figure 5.3.2.1-1.

Editor’s note: It is FFS how the MME obtains the IP@ of the IPSec tunnel. 

C.1)
The Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF that includes information of IPsec tunnel between H(e)NB and SeGW (when the HeNB connects to the BBF access network).

C.2)
The Serving GW sends a Proxy Binding 

C.3)
The PDN GW initiates the IP CAN Session Establishment Procedure with the PCRF

C.3.1 
The PCRF initiates the GW Session Establishment Procedure with the BPCF that includes the HeNB Tunnel Info, QoS Rule with the QoS information (QCI, GBR, MBR and ARP)

Editor’s note: It is FFS how the PCRF discovers the BPCF

C.4)
The PDN GW responds with a PMIPv6 Binding Acknowledgement 

C.5)
The PCRF initiates the Gateway Control and QoS Rules Provision Procedure 

After steps C.1-C.5 the procedure continues as it is defined in clause 5.3.2 in TS 23.401 [2] with the exception that the steps in block D are not performed.

* * * End of 3rd Change * * *  
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C.5 Gateway Control and QoS Rules Provison Procedure
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