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Abstract of the contribution: The scope of contribution is to propose a restructuring of the WLAN procedures in the TR, merge of WLAN procedures that are to a large degree overlapping and to clean up the WLAN procedures by deleting all figures that are pure copies from TS 23.402
Proposal
This contribution proposes different updates to the WLAN procedures in TR 23.839 to make the TR and the procedures more readable:

· The section 5.2.2 contains many copies of the TS 23.402 procedures and then the revised procedures for supporting BBF interworking. For sake of simplicity and for increasing the readability this contribution proposed to delete the figure referring to existing 23.402 and simply add a references. In addition the figure are based on Rel-9 while the BBF interworking will be part of Rel-11.Currently there are two sets of call flows for WLAN, one set where the S9* session is triggered by the BBF access network and one set where the S9* session is triggered by the PCRF. Apart from the S9* session setup and termination, the other parts of the call flows are identical. It is therefore proposed to merge the flows into a single set of procedures including both alternatives for S9* session setup. Also this will enhance readability. 

· Remove several editor’s notes that are obsolete now when the procedures are merged.
· Furthermore the contribution propose to moved the whole clause 5.2.2.2 with the whole list of procedure for WLAN to a new section 5.X, as currently done for Femto scenario, leaving clause 5.2 limited to general considerations.

* * * Start of 1st Change * * *  
5.X
Procedures for the case when WLAN is being used
5.X.1  
Procedures for untrusted WLAN with traffic routed back to the EPC with S2b 
5.X.1..1
Initial Attach with PMIPv6 on S2b
Editor’s note: this procedure is based on TS 23.402, clause 7.2.1

This clause is related to the case when the UE powers-on in an untrusted BBF access network via S2b interface.

In the non-roaming case, PMIPv6 specification, RFC 5213, is used to setup a PMIPv6 tunnel between the ePDG and the PDN GW. It is assumed that MAG is collocated with ePDG. The IPsec tunnel between the UE and the ePDG provides a virtual point-to-point link between the UE and the MAG functionality on the ePDG.
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Figure 5.X.1.1-1: Initial attachment when Network-based MM mechanism are used over S2b for roaming, non-roaming and LBO

NOTE 1:
Before the UE initiates the setup of an IPsec tunnel with the ePDG it configures an IP address from an untrusted non-3GPP IP access network. This address is used for sending all IKEv2 messages and as the source address on the outer header of the IPsec tunnel.

The home routed roaming, LBO  and non-roaming  scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional steps 4 and 13 do not occur. Instead, the BBF Access Network may employ static configured policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  
1. The UE may perform the 3GPP based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network. 

2. The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1 
Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope. 

A.2 
If the BPCF receives the trigger in step 3 and policy interworking with PCRF is supported, the BPCF initiates S9* session establishment. The BPCF includes the IMSI and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 1-3 is out of scope for 3GPP specifications.


3. The description of this steps is the same as for step 1 in TS 23.402, clause 7.2.1
B1.  In Alternative B, the ePDG initiates Gxb* session establishment with the PCRF by using Gateway Control Session establishment procedure. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC and the outer IP header information of the tunnelled traffic in the message to the PCRF. 

Editor’s note: It is FFS whether other information is needed to be sent by ePDG to the PCRF in this step.

For roaming case (both home routed and LBO), the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG contains IMSI, APN, IP-CAN type , UE IP address allocated by EPC and outer IP header information of the tunnelled traffic in the request message. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding tunnelled traffic related info (e.g. outer IP header info of the tunnelled traffic).

B.2 Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.
4—10. The description of these steps are the same as for steps 2-8 in TS 23.402, clause 7.2.1
11. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. 

12. The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.

5.X.1.2
UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with PMIPv6

Non-Roaming, Home Routed Roaming and Local Breakout Case

Editor’s note: this procedure is based on TS 23.402, clause 7.4.1.1

The procedure in this clause applies to Detach Procedures, initiated by UE or ePDG initiated detach procedure, and to the UE-requested PDN disconnection procedure.

The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG may initiate the Detach procedure due to administration reason or the IKEv2 tunnel releasing.

For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure 5.X.1.2-1: UE/ePDG-initiated detach procedure with PMIPv6

The home routed roaming , LBO  and non-roaming  scenarios are depicted in the figure. In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional step 6 does not occur. Instead, the BBF access network may employ static configured policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  
1)The description of this steps are the same as for step 1 in TS 23.402, clause 7.4.1.1
B.1 Triggered by the IKEv2 tunnel release, the ePDG executes Gateway Control Session termination procedure with the PCRF.

For roaming case, the ePDG executes Gateway Control Session termination procedure with the v-PCRF. Accordingly, the v-PCRF initiates S9 session termination/modification with the h-PCRF.
B.2 After receiving Gateway Control Session Termination from the ePDG, the PCRF (non-roaming case) or the vPCRF (roaming case) executes a Gateway Control and QoS Rules Provision procedure with the BPCF or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF would be performed.
2-5) The description of these steps are the same as for steps 2-5 in TS 23.402, clause 7.4.1.1
B.1 
Triggered by the IP-CAN session termination in step 4, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. 

7)
The description of this step is the same as for step 6 in TS 23.402, clause 7.4.1.1

Editor’s note: SWa interactions not shown in the flow above. It is FFS whether such interactions should be added.

5.X.1..3 
HSS/AAA-initiated Detach Procedure with PMIP

Non-Roaming, Home Routed Roaming and Local Breakout Case

Editor’s note: this procedure is based on TS 23.402, clause 7.4.2.1

HSS/AAA-initiated detach procedure with PMIPv6 for non-roaming case is illustrated in Figure 7.4.2-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.
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Figure 5.X.1.3-1: HSS/AAA-initiated detach procedure with PMIPv6

NOTE 1:
AAA proxy and vPCRF are only used in the case of home routed roaming and local breakout.

1) The description of this step is the same as for step 1 in TS 23.402, clause 7.4.2.1

2) This includes the procedure after step 1 in Figure 5.X.1..2-1. For multiple PDN connectivity, this step shall be repeated for each PDN Connected.

3) The description of this step is the same as for step 3 in TS 23.402, clause 7.4.2.1

Editor’s note: SWa interactions not shown in the flow above. It is FFS whether such interactions should be added.

NOTE 2:
The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not remove the PMIP tunnels on S2b, since the ePDG is responsible for removing the PMIP tunnels on S2b. The PDN GW acknowledges the receipt of the detach indication message to the HSS/AAA.

5.X.1.4 
E-UTRAN to Untrusted Non-3GPP IP Access Handover with PMIPv6 on S2b

Editor’s note: this procedure is based on TS 23.402, clause 8.2.3

This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an untrusted non-3GPP access network. PMIPv6 is assumed to be used on the S5/S8 interface and PMIPv6 is used on the S2b interface.







[image: image11.emf] 

 

Serving  GW   PDN GW  

UE  

ePDG   MME  

hPCRF  

 

 

1 . Radio  bearer  and  S1 b earer   PMIPv6 /GTP  

 

7 .  IKEv2  auth and tunnel setup  

 

7 . Authentication and Authorization (PDN GW)  

8 .  Proxy BU (MN - NAI, IP Addr req)    

10 .   Proxy BA  (IP Addr)    

 

  PMIPv6  or GTP   tunnel  

11 .  IPsec tunnel setup completion and address configuration  

 

 

15 . PMIPv6  or GTP  tunnel  

1 4 .  IPsec Tunnel  

HSS/  AAA  

vPCRF   3GPP   AAA  Proxy  

Roaming  Scenarios  

2. UE discovers  BBF  Access and initiates HO  

9 . PCEF - initiated IP - CAN  Session Modification  Procedure  

1 6 .  3GPP EPS Bearer  release  

 

1 5 . UE - initiated Connectivity to Additional PDN  

1 6 .  3GPP EPS Bearer  release  

BBF    AAA  proxy  

BPCF  

BNG  

12 .  Gateway Cont rol and QoS Rules provision procedure   

13.  policy interaction  

A.2 .  BPCF - initiated   Gateway Control  Session  Establishment  Procedure  

A.1 . Trigger  

3 .  3GPP based  3GPP based access authentication  

4. Address assignment  

BBF Access Network  

RG  

B.1 .  BPCF - initiated Gateway Cont rol  Session  Establishment  Procedure  

B.2 .  PCRF - initiated Gateway Control  Session  Establishment  Procedure  

( A )  

( B )  

Figure 5.X.1.4-1: E-UTRAN to Untrusted Non-3GPP IP Access Handover

Both the roaming  and non-roaming  scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to the Serving GW in the VPLMN. The vPCRF receives the Acknowledgment from the Serving GW and forwards it to the hPCRF. In the non-roaming case, the vPCRF is not involved.

For connectivity to multiple PDNs, step 15 is repeated for each PDN the UE is connected to. Step 15 can occur in parallel for each PDN. Other impacts related to the handover for multiple PDNs are described in clause 8.1.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  
1-2) The description of these steps are the same as for steps 1-2 in TS 23.402, clause 8.2.3

3)  The UE may perform the 3GPP-based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network. 

4)  The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1) Triggered by steps 3 and 4, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope.

A.2)  If the BPCF receives the trigger in step 3 and policy interworking with fixed accesses is supported, the BPCF initiates S9* session establishment. The BPCF includes the IMSI and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 3-5 is out of scope for 3GPP specifications.


7)
 The description of this step is the same as for step 3 in TS 23.402, clause 8.2.3
B.1)  The ePDG initiates Gxb* session establishment by using Gateway Control Session establishment procedure with the PCRF. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC and the outer IP header information of the tunnelled traffic in the message to the PCRF.

Editor’s note: It is FFS whether other information is needed to be sent by ePDG to the PCRF in this step.
For roaming case, the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG contains IMSI, APN, IP-CAN type, UE IP address allocated by EPC and outer IP header information of the tunnelled traffic in the request message. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding tunnelled traffice related info (e.g. outer IP header info of the tunnelled traffic).

B.2)  Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.

8-11)
 The description of these steps are the same as for steps 4-7 in TS 23.402, clause 8.2.3
12)  The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF.  

13) The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.

14-16) The description of these steps are the same as for steps 8-10 in TS 23.402, clause 8.2.3

5.X.1.5 
UE-initiated Connectivity to Additional PDN with PMIPv6 on S2b

Editor’s note: this procedure is based on TS 23.402, clause 7.6.1

NOTE:
The PDN GW treats each MN-ID+APN as a separate binding and may allocate a new IP address/prefix for each binding.

This clause is related to the case when the UE has an established PDN connection and wishes to establish one or more additional PDN connections. Since PMIPv6 is used to establish connectivity with the additional PDN, the UE establishes a separate SWu instance (i.e. a separate IPSec tunnel) for each additional PDN.

There can be more than one PDN connection per APN if both the ePDG and the PDN GW support that feature. When multiple PDN connections to a given APN are supported, during the establishment of a new PDN connection, the ePDG creates and sends a PDN Connection identity to the PDN GW. The PDN connection identity is unique in the scope of the UE and the APN within an ePDG, i.e. the MN-ID, the APN, and the PDN connection identity together identify a PDN connection within an ePDG. In order to be able to identify a specific established PDN connection, both the ePDG and the PDN GW shall store the PDN Connection identity. Sending the PDN connection identity is an indication that the ePDG supports multiple PDN connections to a single APN and the PDN GW shall be able to indicate if it supports multiple PDN connections to a single APN. Between the UE and the ePDG the IPSec SA associated with the PDN connection identifies the PDN connection.
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Figure 5.X.1.5-1: UE-initiated connectivity to additional PDN from Un-trusted Non-3GPP IP Access with PMIPv6

1)
The UE has performed the Initial S2b Attach procedure as defined in clause 5.x.2.y.z and has an established PDN connection.

2)
The UE repeats the procedure of clause 5.X.1.2, Figure 5.X.1.2-1 for each additional PDN the UE wants to connect to, with the following exceptions:

a)
Steps 1-4 are only performed in the initial attach procedure and not when connecting to an additional PDN.

b) 
The IKEv2 tunnel establishment procedure for each additional PDN connection is initiated with the ePDG that was selected in step 1;

c)
The APN information corresponding to the requested PDN connection is conveyed with IKEv2 as specified in TS 33.402;

d)
For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 5, the AAA/HSS enforces the same IPMS decision for each additional PDN connection.
5.X.1.6 
Handover without ePDG relocation for S2b
The procedure described in this clause is informative.

This clause is related to the case when the UE handover from one untrusted non-3GPP access to BBF access network, when S2b is used.
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 Figure 5.X.1.6-1. Handover without ePDG relocation for S2b
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  

The following steps are performed:

1~2. The UE is connected from one untrusted non-3GPP access to ePDG via the IPSec tunnel and a PMIPv6 tunnel is established between the PDN GW and ePDG.
3.
UE discoveres BBF network and initiates handover procedure.

Step 4-5 are same to the attach procedure step 1-2 in figure 5.2.2.5.1-1 ??
A.1 - A.2 These steps are the same as in the attach procedure step A.1 – A.2 in figure 5.2.2.5.1-1 ??.
6.
MOBIKE update address message exchange (in both directions, initiated by UE). And optionally, MOBIKE address verification, initiated by ePDG, is send to UE as described in MOBIKE [18].

B.1.
The ePDG initiates Gxb* session establishment ro modification, if Gxb* has established, with the PCRF. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC and the outer IP header information of the tunnelled traffic in the message to the PCRF.

B.2.
Triggered by the Gxb* session establishment or modification, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.
7.
PCRF may initiates IP-CAN session modification by PCC provision procedure.

5.X.1.7 
IPsec tunnel modified within the same untrusted BBF WLAN IP Accesses
This clause is related to the case when the UE initiates IPsec tunnel update procedure, which may be as a result of that UE IP address for IPsec tunnel changed, for example IP address is expired and new IP address is allocated to UE.
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 Figure 5.X.1.7-1. Handover without ePDG relocation for S2b
The steps shown in (A) and (B) are mutually exclusive in this procedure, i.e. either steps A.1-A.2 are executed or steps B.1‑B.2. Details regarding when to use alternative A or alternative B to trigger S9* session establishment are described in clause 5.2.2.1.2. 

1. 
UE attaches to EPC from BBF access network via ePDG, as described in figure 5.2.2.2.2-2??. The IPSec tunnel is established between ePDG and UE; the PMIPv6 tunnel is established between the PDN GW and ePDG
2. 
The BBF Access Network may assign a new local IP address to the UE
3.
UE initiated IPsec tunnel update procedure, which may be as a result of UE IP@ for IPsec tunnel expired or released. MOBIKE update address message exchanges. And optionally, MOBIKE address verification, initiated by ePDG, is send to UE as described in MOBIKE [18].
B.1. The ePDG initiates Gxb* session modification with the PCRF. The ePDG includes the updated outer IP header information of the tunnelled traffic in the message to the PCRF.
B.2. Triggered by the Gxb* session modification, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session modification with the BPCF to update S9* Session. The updated outer IP header information for tunnel traffic is included in the request message which sending to the BPCF..
4.
PCRF may initiate IP-CAN session modification by PCC provision procedure.

5.X.2  
Procedures for trusted BBF WLAN with traffic routed to the EPC with S2c 
5.X.2.1
Initial Attach with DSMIPv6 on S2c to trusted BBF access
Editor’s note: this procedure is based on TS 23.402, clause 6.3

This clause is related to the case when the UE attaches to a BBF access which is considered trusted. In this case only S2c procedures can be used in building block 1. 
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Figure 5.X.2.1-1: Initial attachment when S2c is used for roaming, non-roaming and LBO

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional steps 4 and 13 do not occur. Instead, the BBF Access Network may employ static configured policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  
1. The UE may perform the 3GPP based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network
2. The UE receives a local IP address from the BBF Access Network which is used as CoA in S2c signaling. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG

A.1.Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope.

A.2.If the BPCF receives the trigger in step 3 and policy interworking with PCRF is supported, the BPCF initiates S9* session establishment. The BPCF includes the UE identity, and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 1-3 is out of scope for 3GPP specifications.

5-9. The description of these steps are the same as for steps 1-8 in TS 23.402, clause 6.3
B.1  Triggered by the IP-CAN Session establishment from the PDN GW, the PCRF initiate the S9* session establishment with the BPCF. The Care of Address, IP-CAN type, QoS information, and optionally the IMSI, needs to be included in the request message which sending to the BPCF. 
10. The description of this steps are the same as for step 8 in TS 23.402, clause 6.3

11. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. 

12. The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.

5.X.2.2
UE-initiated Detach Procedure and UE-Requested PDN Disconnection with S2c in trusted BBF access

Editor’s note: this procedure is based on TS 23.402, clause 6.5.2

The procedure in this clause applies to Detach Procedures, initiated by UE, and to the UE-requested PDN disconnection procedure.The UE can initiate the Detach procedure, e.g. when the UE is power off. For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure5.X.2.2-1: UE-initiated detach procedure with DSMIPv6

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure. In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional step 6 does not occur. Instead, the BBF access network may employ static configured policies.

1-4) The description of these steps are the same as for steps 1-5 in TS 23.402, clause 6.5.2

5) 
Triggered by the IP-CAN session termination in step 3, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. 

6)
The description of this step is the same as for step 6 in TS 23.402, clause 6.5.2

7)
The description of this step is the same as for step 7 in TS 23.402, clause 6.5.2

5.X.2.3
HSS-initiated Detach Procedure with S2c in trusted BBF access

Editor’s note: this procedure is based on TS 23.402, clause 6.5.3

The procedure in this clause applies to Detach Procedures, initiated by HSS.
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Figure5.X.2.3-2: HSS-initiated detach procedure with DSMIPv6

1-7) The description of these steps are the same as for steps 1-7 in TS 23.402, clause 6.5.3

5.X.2.4
PDN GW-initiated PDN disconnection Procedure with S2c in trusted BBF access

Editor’s note: this procedure is based on TS 23.402, clause 6.5.4

The procedure in this clause applies to PDN disconnection procedure initiated by PDN GW.





[image: image23.emf] 

 

Roaming   Scenarios  

UE  

3GPP AAA  Proxy  

vPCRF  

PDN   GW  

HSS/   AAA  

hPCRF  

1 .  Detach Request  

2 .  Detach   Ack    

3 .  Update GW addres  

4 .   PCEF - Initiated IP - CAN   Session  Termination Procedure  

BBF  AAA  Proxy  

BPCF   BNG  

7 .  BBF   specific resource release procedure  

5 .   Gateway Control and QoS Rules Provision procedure or    PCRF - Initiated Gateway Control Session Termination Procedure  

RG  

BBF Access Network  

6.   IKEv2 termination  


Figure 5.X.2.4-1: PDN GW-initiated PDN disconnection procedure with DSMIPv6

1-7) The description of these steps are the same as for steps 1-7 in TS 23.402, clause 6.5.4

5.X.2.5 
E-UTRAN to Trusted BBF access Handover with DSMIPv6 on S2c

Editor’s note: this procedure is based on TS 23.402, clause 8.4.2

This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an trusted BBF access network.
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Figure 5.X.2.5-1: E-UTRAN to Trusted BBF Access Handover

Both the roaming and non-roaming scenarios are depicted in the figure. 

For connectivity to multiple PDNs, steps 7-10 are repeated for each PDN the UE is connected to. 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  
1-2) The description of these steps are the same as for steps 1-2 in TS 23.402, clause 8.4.2

3)  The UE may perform the 3GPP-based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network. 

4)
The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1) Triggered by steps 3 and 4, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope.

A.2) 
If the BPCF receives the trigger in step 3 and policy interworking with fixed accesses is supported, the BPCF initiates S9* session establishment. The BPCF includes the UE Identity and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 3-5 is out of scope for 3GPP specifications.


5-9) The description of these steps are the same as for steps 6-11 in TS 23.402, clause 8.3.2, excluding step 10

B.1) Triggered by the IP-CAN Session establishment from the PDN GW, the PCRF initiate the S9* session establishment with the BPCF. The Care of Address, IP-CAN type, QoS information, and optionally the IMSI, needs to be included in the request message which sending to the BPCF.
10) The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF

11) The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.

12) The description of this step is the same as for step 12 in TS 23.402, clause 8.3.2

5.X.3  
Procedures for untrusted BBF WLAN with traffic routed to the EPC with S2c 
5.X.3.1
Initial Attach with DSMIPv6 on S2c to untrusted BBF access
Editor’s note: this procedure is based on TS 23.402, clause 7.3

This clause is related to the case when the UE attaches to a BBF access which is considered untrusted. In this case only S2c procedures can be used. 
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Figure 5.X.3.1-2: Initial attachment when S2c is used for roaming, non-roaming and LBO

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional steps 4 and 13 do not occur. Instead, the BBF Access Network may employ static configured policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  
1. The UE may perform the 3GPP based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network.
2. The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG. 

A.1. Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope.

A.2 If the BPCF receives the trigger in step 3 and policy interworking with PCRF is supported, the BPCF initiates S9* session establishment. The BPCF includes the UE identity, and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 1-3 is out of scope for 3GPP specifications.

3. The description of this step is the same as for steps 1 in TS 23.402, clause 7.3
B1. The ePDG initiates Gxb* session establishment by using Gateway Control Session establishment procedure with the PCRF. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC and the outer IP header information of the tunnelled traffic in the message to the PCRF.
Editor’s note: It is FFS whether other information is needed to be sent by ePDG to the PCRF in this step.
For roaming case, the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG contains IMSI, APN, IP-CAN type, UE IP address allocated by EPC and outer IP header information of the tunnelled traffic in the request message. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding tunnelled traffice related info (e.g. outer IP header info of the tunnelled traffic).
B.2 Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.
4-11. The description of these steps are the same as for steps 2-8 in TS 23.402, clause 7.3

12. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF.  

13. The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.

5.X.3.2
UE-initiated Detach Procedure and UE-Requested PDN Disconnection with S2c in untrusted BBF access

Editor’s note: this procedure is based on TS 23.402, clause 7.5.2

The procedure in this clause applies to Detach Procedures, initiated by UE, and to the UE-requested PDN disconnection procedure.The UE can initiate the Detach procedure, e.g. when the UE is power off. For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure 5.X.3.2-1: UE-initiated detach procedure with DSMIPv6

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure. In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional step 6 does not occur. Instead, the BBF access network may employ static configured policies.

1-4) The description of these steps are the same as for steps 1-5 in TS 23.402, clause 7.5.2

5) 
Triggered by the IP-CAN session termination in step 3, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. 

6-8) The description of this step is the same as for step 6 in TS 23.402, clause 7.5.2

5.X.3.3
HSS-initiated Detach Procedure with S2c in untrusted BBF access

Editor’s note: this procedure is based on TS 23.402, clause 7.5.3

The procedure in this clause applies to Detach Procedures, initiated by HSS.
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Figure 5.X.3.3-1: HSS-initiated detach procedure with DSMIPv6

1-8) The description of these steps are the same as for steps 1-7 in TS 23.402, clause 7.5.3

5.X.3.4
PDN GW-initiated PDN disconnection Procedure with S2c in untrusted BBF access

Editor’s note: this procedure is based on TS 23.402, clause 7.5.4

The procedure in this clause applies to PDN disconnection procedure initiated by PDN GW.
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Figure 5.X.3.4-1: PDN GW-initiated PDN disconnection procedure with DSMIPv6

1-8) The description of these steps are the same as for steps 1-7 in TS 23.402, clause 7.5.4

5.X.3.5 
E-UTRAN to untrusted BBF access Handover with DSMIPv6 on S2c

Editor’s note: this procedure is based on TS 23.402, clause 8.4.3

This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an untrusted BBF access network.
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Figure 5.X.3.5-1: E-UTRAN to untrusted BBFAccess Handover

Both the roaming and non-roaming scenarios are depicted in the figure. 

For connectivity to multiple PDNs, steps 7-10 are repeated for each PDN the UE is connected to. 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  
1-2) The description of these steps are the same as for steps 1-2 in TS 23.402, clause 8.4.3

3)  The UE may perform the 3GPP-based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network

4)  The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1) Triggered by steps 3 and 4, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope.

A.2) 
If the BPCF receives the trigger in step A.1 and policy interworking with fixed accesses is supported, the BPCF initiates S9* session establishment. The BPCF includes the UE Identity and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 3-4 and A.1 is out of scope for 3GPP specifications.


5) The description of this step is the same as for steps 3 in TS 23.402, clause 8.4.3.

B.1)
The ePDG initiates Gxb* session establishment by using Gateway Control Session establishment procedure with the PCRF. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC and the outer IP header information of the tunnelled traffic in the message to the PCRF.

Editor’s note: It is FFS whether other information is needed to be sent by ePDG to the PCRF in this step.
For roaming case, the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG contains IMSI, APN, IP-CAN type, UE IP address allocated by EPC and outer IP header information of the tunnelled traffic in the request message. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding tunnelled traffice related info (e.g. outer IP header info of the tunnelled traffic).

B.2) 
Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.
6-12) The description of these steps are the same as for steps 4-9 in TS 23.402, clause 8.4.3.

13) The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF

14) The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.

15) The description of this step is the same as for step 10 in TS 23.402, clause 8.4.3

* * * Start of 2nd Change * * *  

NOTE: The content of 5.2.2.5 is also removed since it has been merged with the procedures in 5.2.2.2. The track changes are not included here for simplicity

NOTE: The content of 5.2.2.6 is also removed since it has been merged with the procedures in 5.2.2.3. The track changes are not included here for simplicity

NOTE: The content of 5.2.2.7 is also removed since it has been merged with the procedures in 5.2.2.4. The track changes are not included here for simplicity
* * * Start of 3rd Change * * *  
[note for editor’s the clause in the following shall be moved at the end of new 5.X.1


5.X.1.6 
Network-Initiated Dynamic PCC for S2b when accessing over BBF accesss

This procedure is applicable if the UE accesses over a BBF Access network.

If dynamic PCC is deployed, the procedure given in Figure 5.X.1y-1 Alternative B is used by the PCRF to provision rules to the BBF IP access and for the BBF IP access to enforce the policy by controlling the resources and configuration in the access. This procedure is applicable only when the UE is already attached the 3GPP EPC. The access specific procedure executed in the BBF access is not within the scope of this specification.
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Figure 5.X.1.6-1: Network-initiated dynamic policy control procedure in untrusted BBF IP Access for S2b
This procedure concerns both the non-roaming (as Figure 5.1.2-1) and roaming case (as Figure 5.1.2-4). In the roaming case, the vPCRF in the VPLMN forwards messages between the BPCF and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 5.1.2-5), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The PCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [4] by sending a message with the QoS rules to the BPCF.

2.
The BBF Access Network performs admission control based on the rules provisioned to it, and establishes all necessary resources and configuration in the BBF access network. The details of this step are out of the scope of this specification.

3.
The BPCF responds to the PCRF indicating the result of the request received in Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step 1.

4.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [19]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of a PCC Rules Provision procedure specified in TS 23.203 [19].

NOTE:
Step 4 may occur before step 1 or performed in parallel with steps 1‑3 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

5.X.1.9 
PDN GW initiated Resource Allocation Deactivation with S2b PMIP when accessing over BBF Access Network

Editor’s note: This procedure is new compared to TS 23.402. Corresponding procedures for PDN GW initiated resource allocation deactivation for trusted non-3GPP accesses are included in TS 23.402. This clause adds the counter-part for untrusted accesses when S2b is used.

This procedure is applicable if the UE accesses over a BBF Access network. 

This procedure is performed to release all the resources associated with the PDN address, for example, due to IP‑CAN session modification requests from the PCRF or due to handover Non-3GPP to 3GPP. When it is performed for an handover, the connections associated with the PDN address are released, but the PDN address is kept in the PDN GW.
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Figure 5.X.1.7-1: PDN GW Initiated Binding Revocation with S2b PMIP

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP IP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 6.12.x-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
If dynamic PCC is deployed, the PDN GW initiated Resource Allocation Deactivation procedure may for example be triggered due to 'IP CAN session Modification procedure', as defined in TS 23.203 [4]. In this case, the resources associated with the PDN connection in the PDN GW are released.


The PDN GW initiated Resource Allocation Deactivation can also be triggered during handovers from Non-3GPP to 3GPP.

2.
The PDN GW sends a Binding Revocation Indication message to ePDG as defined in draft-ietf-mext-binding-revocation [35].

3.
The ePDG releases the IPSec tunnel.

4.
The trusted non-3GPP IP access returns a Binding Revocation Acknowledgement message to the PDN GW.

5.
In the case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW informs the AAA Server/HSS to remove the PDN GW identity information and APN corresponding to the UE's PDN Connection. This information is de-registered from the HSS as described in clause 12. 

6. 
Triggered by the IPSec tunnel termination, the ePDG terminates the Gxb* session. This step only applies in case Gxb* was used to trigger initiation of the S9* session from PCRF.

NOTE: Step 6 may occur before or after steps 7-8. Step 6 does not trigger step 7. 

7. 
Based on the updated PCC rules in step 1, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9* towards the BPCF.

8. 
The resources may be released in the BBF access, according to an access specific release mechanism.

9. 
The BPCF replies to the PCRF
* * * Start of 4th Change * * *  
[note for editor’s the clause in the following shall be moved at the end of new 5.X.2



5.X.2.6
Network-Initiated Dynamic PCC for S2c when accessing trusted BBF access

This procedure is applicable if the UE accesses over a BBF Access network which is considered trusted. 

If dynamic PCC is deployed, the procedure given in Figure 6.6.x-1 is used by the PCRF to provision rules to the BBF IP access and for the BBF IP access to enforce the policy by controlling the resources and configuration in the access. This procedure is applicable only when the UE is already attached the 3GPP EPC The access specific procedure executed in the BBF access is not within the scope of this specification.
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Figure 5.X.2.6-1: Network-initiated dynamic policy control procedure in Trusted BBF IP Access for S2c

This procedure concerns both the non-roaming (as Figure 4.2.2-1) and roaming case (as Figure 4.2.3-1). In the roaming case, the vPCRF in the VPLMN forwards messages between the BPCF and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2.3-4), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The PCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [19] by sending a message with the QoS rules to the BPCF.

2.
The BBF Access Network performs admission control based on the rules provisioned to it, and establishes all necessary resources and configuration in the BBF access network. The details of this step are out of the scope of this specification.

3.
The BPCF responds to the PCRF indicating the result of the request received in Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step 1.

4.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [19]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of a PCC Rules Provision procedure specified in TS 23.203 [19].

NOTE:
Step 4 may occur before step 1 or performed in parallel with steps 1‑3 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

5.X.2.7
UE-Initiated Connectivity to Additional PDN with S2c over trusted BBF access

This clause is related to the case when the UE has an established PDN connection and wishes to establish one or more additional PDN connections.
There can be more than one PDN connection per APN if the PDN GW supports that feature.
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Figure 5.X.2.7-1: UE-Initiated connectivity to additional PDN from Trusted Non-3GPP IP Access with S2c 

1)
The UE has performed the Initial S2c attach procedure as defined in clause 5.X.2.1 and has an established PDN connection.

2)
The UE repeats the procedure steps 6-12 in clause 5.X.2.1for each additional PDN the UE wants to connect to.
* * * Start of 5th Change * * *  
[note for editor’s the clause in the following shall be moved at the end of new 5.X.3



5.X.3.6
Network-Initiated Dynamic PCC for S2c when accessing untrusted BBF access

This procedure is applicable if the UE accesses over a BBF Access network which is considered untrusted. 

If dynamic PCC is deployed, the procedure given in Figure 6.6.x-1 is used by the PCRF to provision rules to the BBF IP access and for the BBF IP access to enforce the policy by controlling the resources and configuration in the access. This procedure is applicable only when the UE is already attached the 3GPP EPC The access specific procedure executed in the BBF access is not within the scope of this specification.


[image: image43.emf] 

Roaming  Scenarios  

UE  

AAA  Proxy  

vPCRF  

PDN   GW  

HSS/   AAA  

hPCRF  

ePDG  

4.   PCC Rules Provision Procedure  

BBF  AAA  Proxy  

BPCF   BNG  

1. Gate way Control and QoS Policy Rules Provision -  begin  

3. Gateway Control and QoS Policy Rules Provision -  end  

RG  

 

BBF Access Network  

2. Access specific  mechanism for  admission control etc.  


Figure 5.X.3.6-1: Network-initiated dynamic policy control procedure in un-trusted BBF IP Access for S2c

This procedure concerns both the non-roaming (as Figure 4.2.2-1) and roaming case (as Figure 4.2.3-1). In the roaming case, the vPCRF in the VPLMN forwards messages between the BPCF and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2.3-4), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The PCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [19] by sending a message with the QoS rules to the BPCF.

2.
The BBF Access Network performs admission control based on the rules provisioned to it, and establishes all necessary resources and configuration in the BBF access network. The details of this step are out of the scope of this specification.

3.
The BPCF responds to the PCRF indicating the result of the request received in Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step 1.

4.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [19]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of a PCC Rules Provision procedure specified in TS 23.203 [19].

NOTE:
Step 4 may occur before step 1 or performed in parallel with steps 1‑3 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

5. X.3.7
UE-Initiated Connectivity to Additional PDN with S2c over untrusted BBF access

This clause is related to the case when the UE has an established PDN connection and wishes to establish one or more additional PDN connections. 

Since DSMIPv6 is used to establish connectivity with the additional PDN, the UE does not need to establish a separate SWu instance (i.e. a separate IPsec tunnel) for each additional PDN.

There can be more than one PDN connection per APN if the PDN GW supports that feature.
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Figure 5.X.3.7-1: UE-Initiated connectivity to additional PDN from untrusted Non-3GPP IP Access with S2c

1)
The UE has performed the Initial S2c attach procedure as defined in clause 5.X.3.1  and has an established PDN connection.

2)
The UE repeats the procedure steps 6-12 of clause 5.X.3.1, Figure 5.X.31-2 (BPCF-initiated S9* session establishment) or steps 7-12 in (BPCF-initiated S9* session establishment) or Figure 5.X.3.1-1 of clause 5.X.3.1 (PCRF-initiated S9* session establishment) for each additional PDN the UE wants to connect to. For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 3, the AAA/HSS enforces the same IPMS decision for each additional PDN connection.

* * * End of Changes * * *  
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